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City of Seattle

Request for Proposal
RFP No. SPD-3640
TITLE:  Body-Worn Video System
Closing Date & Time: 10/05/16, 3:00 PM (Pacific)


SOLICITATION SCHEDULE

	Event
	Date

	RFP Issued 
	9/9/2016

	Pre-Proposal Conference
	9/20/2016, 10:00 AM
Pre-Proposal Conference to be held at the City Purchasing Office, 700 5th Ave, Suite 4112, Seattle WA.

Conference Call Option Available

[bookmark: OutJoinLink][bookmark: OutSharedNoteBorder][bookmark: OutSharedNoteLink]Click Join Skype Meeting
	to connect to the online meeting with the for Skype for Business, the professional meetings and communications app.


Join by phone
206-386-1200 (US) 		English (United States) 
844-386-1200 (US) 		English (United States)  
Find a local number 

Conference ID: 549350


	Deadline for Questions
	9/28/2016

	Sealed Proposals Due to the City
	10/5/2016, 3:00 PM Pacific

	Interview/Demonstrations 
	10/13/2016 – 10/18/2016*

	Announcement of Successful Proposer(s)
	10/21/2016*

	Anticipated Contract Agreement
	11/4/2016*


*Estimated dates

The City reserves the right to modify this schedule at the City’s discretion.  Notification of changes in the response due date would be posted on the City website or as otherwise stated herein.
All times and dates are Pacific Time.


MARK THE OUTSIDE OF YOUR MAILING PACKAGE INDICATING RFP-SPD-3640:


  NOTE:   By responding to this RFP, the Proposer agrees that he/she has read and understands the requirements and all documents within this RFP package.



1. INTRODUCTION:
The City of Seattle (the City) seeks to acquire a Body-Worn Video (BWV) System to support the Seattle Police Department (SPD) and its 850 officers.  The Body-Worn Video System will record public interactions, as outlined in SPD draft policy (Attachment #1), and retrieve, review, analyze, and disseminate the resulting data throughout the City, various criminal justice agencies, and the public. The system will include cameras, back-end camera management, camera maintenance and support, storage, retrieval, viewing, analyzing, and dissemination of the video through a video management system and after referred to as “SPD-BWV.”
This RFP takes an objectives-based approach – the City has outlined several key functional objectives in the RFP it would like to accomplish. Vendors are welcome to propose solutions that meet those objectives, rather than the traditional approach of delivering a system to meet the City’s vision of a solution. When reviewing, the non-functional requirements in Section 7 will be applied to the solution and scored accordingly. Please remember that minimum requirements outlined in the RFP must be met to have the proposal be considered. 
The City desires to procure the most appropriate SPD-BWV within its financial means from a qualified Vendor at a firm, fixed price.  The City prefers to purchase an existing system in use by other similar agencies and is proven to operate effectively.  Although the City is requesting proposals for complete systems, including hardware, software, and services that include all third-party components, the City reserves the right to split the award and acquire system components from any proposal where such a split is in the best interest of the City.  The City may also exercise the option to procure third-party components directly (e.g., PCs and monitors).
The City seeks a vendor that provides an effective and carefully structured approach to implement the SPD-BWV system.  In this context, implementation refers to all efforts required to provide a complete and functioning system and will prepare SPD to use it effectively. This includes technology and implementation planning, detailed design, interfaces, software integration, designing minimal software modifications, testing, training, end user and technical documentation, project management, and post-implementation maintenance, management, and support.
The City expects to conduct a limited deployment of 15 – 20 cameras and the video management system by December of 2016. After a trial period and vendor assessment, the full deployment is scheduled to begin in February 2017.
The City intends to award to the highest ranked Vendor that will assume financial and legal responsibility for the contract. Proposals that include multiple vendors must clearly identify one Vendor as the “prime contractor” and all others as subcontractors.
2. PURPOSE 
[bookmark: _Toc259436616][bookmark: _Toc260757528]The purpose of this RFP is to:
1. Procure a body-worn camera system that:
· Meets the minimum requirements, non-functional requirements, and objectives outlined in the RFP.
· Functions reliably
· Provides high-quality video.
· Leverages existing SPD systems (computer-aided dispatch, records management system, in-car video) to reduce the officer manual data entry and increase data reliability and integrity.
· Allow SPD to meet current and future needs without extensive software customization.  This should optimize both the ability of the Vendor to provide long-term support and the ability of SPD to implement future upgrades and enhancements to the product.
· Is intuitive to use.
· Does not impede officer safety or movement.
· Puts SPD BWV policy into action with minimal input needed from the officer.
· Minimally impacts SPD staffing on the IT, system/inventory management, and support areas, and having minimal impact on City infrastructure.

2. Procure a body-worn video management system that:
· Allows the department to meet the operational challenges presented by Washington State’s public disclosure laws.
· Allows SPD to meet current and future needs without extensive software customization.  This should optimize both the ability of the Vendor to provide long-term support and the ability of SPD to implement future upgrades and enhancements to the product.
· Is intuitive to use.
· Provides a consistent experience for all users.
· Helps provide framework for SPD’s vision of a single digital evidence system that will seamlessly allow access, review, and dissemination of all digital files (video, audio, photographs, etc.) to reduce workload and eliminate redundant systems.  The intent is to serve all stakeholders while reducing the number of unique processes and tools.
· Reduces amount of time and staffing needed to process public disclosure requests and discovery for criminal cases.
3. Enter into a long-term relationship with a vendor(s) that:
· Have a history of successful implementation of comparable projects with agencies of similar size and complexity as the City.
· Has proven, documented, project implementation methodologies and quality assurance processes applied to the project.
· Have a long-term commitment to the body-worn camera and/or digital evidence management business.
· Have long-term viability as a company demonstrated though financial statements; corporate leadership and ownership structures; and litigation history.
· Have qualified and experienced project staff to assign to the City’s project for the duration of the entire project.
· Commits to long-term customer support on a 24 hour per day, 7 days per week basis.
· Shows confidence in its ability to successfully complete the work by invoicing only at approved milestones. Invoices shall represent the delivery of products or services that are of value to the City. The City expects that larger payments will be associated with the milestones that occur in the latter stages of the project.
· Has a product enhancement strategy that factors in customer needs and wants, without reliance solely upon software customization.
4. The City reserves the right to expand the contract to include new technologies offered by the successful vendor per there response to the Company Strategic Plan and Roadmap detailed in Section 4. 
3. Background
The Seattle Police Department (SPD) is responsible for law enforcement activities in the City of Seattle. SPD has found that public approval of the department is below acceptable levels. In 2013, the public disapproval of SPD was 34%. The disapproval was even higher when the data was disaggregated along ethnic/sexual orientation lines: among African-Americans there was a 40% disapproval rate, 39% for Latinos, and 44% in the LGBT community. 
If the Department is accused of misconduct, there are limited means available to prove that the officer is culpable or not. Eyewitness accounts, if available, can be unreliable and conflicting. In-car video is one tool in use that has helped verify complaints in the past. However, the in-car video camera is static and has a limited field of view - if the officer leaves that field of view, the camera does not capture the incident, leaving only an audio record of the interaction. In addition, some units, such as bike and equestrian, do not have access to in-car video systems since they do not utilize patrol vehicles.
While video has the potential to increase transparency into the police department, there are also significant public concerns regarding an individual’s right to privacy. With the Department’s current use of cameras, including in-car video, significant work by the Department’s Public Disclosure unit and Video Unit must ensure that the public right to be informed about law enforcement interactions does not infringe upon the individual’s right to privacy. Nearly 1,000 videos a month are reviewed and disseminated by the Public Disclosure Unit. The Public Disclosure and Video Unit also spend significant resources in disseminating the video to the public via DVDs or the web.  In addition, SPD video of suspected criminal activity is frequently used as evidence in the legal process, which requires dissemination to prosecutors, defense attorneys, and courts – nearly 6,000 videos per month.
SPD needs cameras that give a visual record of officer interaction with the public beyond the limited view of in-car cameras. Implementation of body worn video has been identified by the Department of Justice court-appointed Monitor as “critical to strengthening relationships between SPD and the communities it serves.” While body-worn cameras are not a panacea – low light and motion will create challenges for capturing, viewing, and processing – they will provide another record of interaction. The Monitor’s recent survey of the Seattle public found that 89% of Seattleites want to see body cameras on SPD officers, which shows a clear demand from the public for this solution.
The Department also needs a back-end solution for BWV that will allow SPD to integrate with existing in-car video, allowing for seamless business processes around video needs. In addition, the Department is looking for a storage, review, redact, and dissemination system that would allow SPD to quickly meet public disclosure and discovery related requests for body-worn camera video. 
SPD has assigned a project manager and support team, but expects to purchase professional services to augment the team with application software specific and other subject expertise depending on the solution.  Vendors may respond to one or more, in whole or part and not limited to these work products expected to be produced after a vendor solution selection.  SPD expects the vendor to be involved throughout the project lifecycle regardless of any professional service responses to individual project work products.  
The Department has two existing systems that could interface with the BWV system. These two systems, Versaterm (CAD/RMS) and Coban (in-car video) are vendor solutions. The proposer is expected to work with the vendors of the existing systems to achieve desired objectives in this RFP.
The operations to the body-worn vendor system is the volume of public disclosure and discovery requests that SPD handles. Body-Worn Video is expected to produce more than double the video compared to in-car video that the Department is using for patrol operations. Public Disclosure volume is around 1,000 videos reviewed, redacted, and disseminated per month. In terms of discovery, approximately 5,000 videos are sent to the City Attorney’s Office each month (misdemeanors), while nearly 1,000 are sent to the King County Prosecuting Attorney’s Office. Not all are sent along to defense attorneys – only where cases are filed is that necessary. The courts see even fewer, since they only receive a copy if it submitted as evidence – the vast majority of cases are settled before case reach that point.
Attached below are user profiles for the key user groups of the system. These profiles provide background for vendors on the needs of system users. While they do not contain specific requirements, they should, with the objectives, help guide vendors to a solution that works for all users.


4.  FUNCTIONAL OBJECTIVES – PROPOSAL RESPONSE FORMAT
[bookmark: _Toc176941844][bookmark: _Toc176942616][bookmark: _Toc177173558][bookmark: _Toc177287941][bookmark: _Toc177545379][bookmark: _Toc177886964][bookmark: _Toc177980837][bookmark: _Toc178056018][bookmark: _Toc178123797][bookmark: _Toc178125335][bookmark: _Toc178137895][bookmark: _Toc178137989][bookmark: _Toc176592023][bookmark: _Toc176651612][bookmark: _Toc176750835][bookmark: _Toc176751057][bookmark: _Toc176752029][bookmark: _Toc176752251][bookmark: _Toc176756289][bookmark: _Toc176921089][bookmark: _Toc176923102]
For the functional objectives listed below, vendors are expected to provide a reasonable response in their proposals and will be graded accordingly. The objectives are not mandatory requirements – failure to demonstrate a solution that achieves the objectives will not disqualify a proposal, however, it will affect scoring. The functional objectives are:

CAMERA AND STORAGE OBJECTIVES

1.1 General Objectives:
Select a vendor to provide a body-camera solution that is readily available to reliably enable audio and video recording of all first responder public interaction.

1.2 Camera Objectives:
Cameras remain in place during physical activity and conflict, have a variety of mounting options on different types of uniforms, are weather resistant, prevent accidental engagement / disengagement during vigorous activity, and have visible indicators of use, all the while maintaining officer safety and movement. Camera field of view and light sensitivity provides an acceptable representation of the officers’ perspective.

1.2.1 Camera Recording/Output
Cameras are configurable to produce a range of video resolutions in an open, non-proprietary format, including both Codec and Container, that is interoperable with video players and management systems that utilize open-source formats. Officers are able to capture photos while recording for later use as evidence and as a memory aid while filling out reports.

1.2.2 Camera Integration and Metadata
Cameras have a wide range of automatic trigger (light bar, dispatch remote activation, holster, etc.) and tagging options, including using GPS, dispatch and reporting systems (currently CAD/RMS – Versaterm) as well as car video (currently COBAN), that require minimal input from officers and helps the Department standardize and correlate data across systems. In addition, the user has the ability to mark specific times and add to metadata in and out of the field to increase ease of access and viewing for stakeholders. Metadata created at the time of recording is automatically exported and available in an industry standard and non-proprietary file exchange format at the time the video is moved from the device to storage.  

1.2.3 Uploading and Charging
System facilitates simple and quick uploading of video and charging of batteries that require a minimum of technical and hardware components and keeps officer, office and support time to a minimum. The solution takes up a minimum amount of space in the precincts and does not overly tax Department network infrastructure.

1.2.4 Assignment
Vendor provides enough cameras to cover three operational shifts daily. Cameras are assigned to officers in such a manner that data quality and integrity are maximized, as is chain of custody. The cameras are assigned with no or minimal officer/supervisor time and is structured in such a way to promote ownership and reduce maintenance. If proposing multiple options, please price each option accordingly. 

1.2.5 Implementation
Vendor provides full implementation support that keeps SPD resources to a minimum. Implementation is ultimately overseen by SPD staff, but all unboxing, stocking, configuration, firmware installs, removal of waste, etc. is handled by vendor.

1.2.6 Quality Controls
The camera alerts users to camera malfunctions/failures such as system malfunction, device storage malfunctions, battery failures, etc. The system alerts appropriate users (supervisors, technicians, etc.) in real-time when there is a system failure. The vendor’s warranty allows for replacement of products as needed with minimum coordination by SPD.

1.3 System Architecture Objectives:
The system has interfaces with SPD’s dispatch, reporting and car video systems (currently CAD/RMS – Versaterm and COBAN) to increase automation in the form of automated tagging, coordinated tagging between video systems, coordinated triggers, single microphones, etc. While dissemination of video should rely on innovative means, integration with DVD duplication systems (currently Rimage) should exist to allow for the rare and occasional exchange of disk media. System integration should continue despite the City’s choice of vendor solutions for CAD/RMS and in-car video. The system architecture enables data to be consumed through multiple common IP protocols. 

1.4 Storage Objectives:
The storage solution should be able to receive digital content from various sources including body-worn video, car video, interview room video and others (currently Milestone, Genetec, ViewCommander, and Verint). The solution uses storage that allows for quick search, retrieval, and redaction, especially in the first 90 days of video creation, has configurable batch and individual video retention rules, minimizes integration with City infrastructure, and is scalable. The storage solution and type of storage should be able to efficiently handle metadata and allow for (future) analytics based on metadata.

1.4.1 Storage Access
System enables users to access video where stored regardless of storage location and allows for configurable retention per video based on authorization and business needs.

1.4.2 Storage Retrieval/Deletion
The system allows for retrieval of videos based on metatag classification, as well as deletion of videos based on configurable retention schedules dictated by metatag classification.

1.4.3 Backup
The storage for uploaded videos is backed-up once uploaded from a camera to prevent accidental loss or deletions of videos.

1.5 Camera User Management Objectives:
The account administration solution is intuitive and highly configurable, as well as provides a wide-range of customizable reporting and auditing capabilities that provide insight into usage, supervisory information, technical status, storage status, trends, etc.

1.6 Management/Support Objectives:
The vendor provides an inventory, maintenance, and support solution in a responsive, accountable and cost efficient manner.

1.6.1 Quality Controls
The solution ensures that equipment is fully functional at time of deployment and the camera alerts users to camera malfunctions/failures such as system malfunction, device storage malfunctions, etc. The system alerts appropriate users (supervisors, technicians, etc.) in real-time when there is a system failure. The system tracks device activations and/or malfunctions, issues related to tampering, uploading, failed uploading attempts, etc. The system responds accordingly to attempts to tamper, overwrite, or destroy data prior to uploading video.

1.6.2 Inventory Controls
The system knows who has a camera assigned to them at any given point in time and the amount of time needed to assign a camera to an officer, whether by the vendor or SPD, is as minimal as possible. The vendor is aware of the inventory and condition of the fleet and is able to ensure that there is enough fully-functional equipment to meet projected operating demand for a 48 hour operating cycle.

1.6.3 Litigation Testimony
The vendor is available to testify on behalf of their system in court as needed. 

1.7 Field Training Objectives:
Provide a training solution through the implementation phase that will adequately prepare SPD and stakeholder staff, as well as provide updated documentation and trainer training to ensure project sustainment for the life of the contract. Training is in-person during the three shifts spread out over five precincts, as well as in various specialty units, and done in coordination with SPD staff. Vendor staff trains the Training Unit to in order to incorporate training into SPD’s curriculum. SPD policy training is handled by SPD staff.

1.8 Camera System Updates:
The vendor provides periodic firmware updates for cameras and software updates for back-end camera management software to keep equipment and software in optimal working conditions. Vendor provides the City with details of release, update instructions, and necessary support.

SOFTWARE OBJECTIVES


2.1 General Video Management System Objectives:
The video management solution allows stakeholders to have the ability to locate and view authorized video and supporting metadata in a resolution, playback rate, and timeliness appropriate to their business activity.

2.2 Video Management System Objectives:
Video playback is intuitive and supports a wide variety of video formats and other digital types of evidence, such as audio and photo images.

2.2.1 User Experience
The VMS quickly and accurately locates specific video relevant to a particular event and presents a consistent user experience regardless of user location. The system is able to playback in-car and body worn videos simultaneously by synchronizing clips through audio, timecodes, or markers. 

2.2.2 User Data
The system allows appropriate users to mark time and location in videos and make notes appropriate to their business activity with audit logs created for all such user actions. The system allows users to efficiently review videos by providing standard and advanced playback and reviewing options. The program provides visual progress cues or dialog windows about actions conducted within the system.

2.2.3 Chain of Custody
The system tracks chain of custody for users appropriate to their business needs. The system also tracks user-account configuration changes, failed logon attempts, and other issues related to system security.

2.3 Access:
The VMS vends digital content to stakeholders in a variety of formats and ways of distribution appropriate for their use, while limiting access in a manner appropriate to stakeholders' business need. The solution addresses the current issue long wait times for public disclosure and discovery video while it is being reviewed and burned into DVDs.



2.4 Public Disclosure Process:
The system supports the program’s goal of increasing transparency while reducing the overall number of solutions employed by the City that support public disclosure request processes, all while being able to protect privacy as outlined in the new Washington State laws around body-worn cameras passed in State bill EHB 2362 (now codified in RCW 42.56.240(14).

2.4.1 Automated Response
The system automatically locates and delivers initial public disclosure requests with acceptably redacted copies of digital content with videos identified as containing non-disclosable content being reviewed by the Public Disclosure Unit before release. If the requestor wants a more precisely redacted copy, then the system provides for precise redaction with minimal effort. The system provides for delivery of copies of video automatically or with a minimal amount of SPD staff work.

2.4.2 Redaction
The system supports multiple levels of redaction - from full "over-redaction" to minimal “blurring” or "boxes" in all of the video or selected parts in a highly automated manner that does not require frame-by-frame actions. The system accurately tracks a moving object under low light conditions and effectively blurs the entire portion of the visible body in order that the race and gender of the object is not identifiable and the redaction effect does not have a visual impact on non-targeted areas of the video.

2.5 Back Office Training Objectives:
Provide a training solution through the implementation phase that will adequately prepare SPD and stakeholder staff, as well as provide updated documentation to ensure project sustainment for the life of the contract. Training is in-person during regular business hours in various precincts and SPD headquarters, as well as with attorneys and courts in the downtown Seattle core. The training is done in coordination with SPD staff. Vendor conducts periodic training sessions with heavy VMS user units at SPD locations.

2.6 Video Management System Updates:
The vendor provides periodic software updates for video management software to keep software in optimal working condition. Vendor provides the City with details of release, update instructions, and necessary support.

[bookmark: _1534662307]The Department would also like to gauge potential future capabilities of the system apart from the functional objectives and mandatory requirements. Some of these items may not yet be authorized by City and/or SPD policy and therefore should be listed separately from the objectives above, be independently priced, and not required for system operation. These items will not be part of the scoring evaluation.
 
1. Officer voice recognition to bookmark specific points during recording and/or creating tags in metadata.
2. Cameras have the ability to wipe device storage and/or disable the camera remotely by authorized users in case of theft.
3. Longitudinal viewing in time sequence of multiple streams of video, audio, and other digital evidence using their time stamps.
4. Image stabilization in camera or in video management system that can be turned on or off.
5. The camera has a specific “statements” setting that records at a lower resolution with higher quality, bi-directional microphone audio.
6. The system allows collection of payment requirement, retrieval of video, and access of video in response to public disclosure requests for a specific class of video.
7. The camera is sensitive to infrared illumination to maximize brightness in low light conditions.

COMPANY STRATEGIC PLAN AND ROADMAP

3.1 The City of Seattle prefers to partner with vendors which have a strategic vision for how they will transform the capabilities of City Services and have a plan for how they will introduce new technologies which will benefit the City and the people we serve.  Please describe both your current and future roadmaps and/or plans for technologies and services which will integrate with and/or enhance the capabilities of your body-worn video solution.  Areas of interest for SPD include facility video and in-car Video technology in addition to integration with and/or new offerings in the areas of Records Management Systems (RMS), digital media evidence management and analytical capabilities.  Please also include new services and/or technologies not specified herein which you find relevant to enhancing and improving the capabilities of the Seattle Police Department. 




5. MINIMUM QUALIFICATIONS 	
The following are minimum qualifications and licensing requirements that the Vendor must meet in order for their proposal submittal to be eligible for evaluation. The City provides a form in Section 11 that allows Vendors to explain compliance with these minimum qualifications. The RFP Coordinator may choose to determine minimum qualifications by reading that single document alone, so the submittal should be sufficiently detailed to clearly show how you meet the minimum qualifications without looking at any other material. Those that are not clearly responsive to these minimum qualifications shall be rejected by the City without further consideration:
 
1. Vendor must have successfully performed at least one implementation (cameras, software and implementation) with a public or private agency of similar size to the City of Seattle with volumes and services that are similar to those expected by the City for this contract.

2. Vendor must be either the manufacturer of the software or be an Authorized Reseller.  If the Vendor is not the manufacturer, you must submit with the proposal a current, dated, and signed authorization from the manufacturer that the Vendor is an authorized distributor, dealer or service representative and is authorized to sell the manufacturer's products.  Failure to comply with this requirement may result in bid rejection.  This includes the certification to license the product and offer in-house service, maintenance, technical training assistance, and warranty services, including available of spare parts and replacement units if applicable.
6. MANDATORY TECHNICAL REQUIREMENTS
The following are mandatory technical requirements that the Vendor must meet for the proposal to remain eligible for consideration. The City provides a form in Section 11 that allows Vendors to explain compliance with these mandatory technical requirements. The RFP Coordinator may choose to determine mandatory technical requirements by reading that single document alone, so the submittal should be sufficiently detailed to clearly show how you meet the mandatory technical requirements without looking at any other material. Those that are not clearly responsive to these mandatory technical requirements shall be rejected by the City without further consideration:

	1.
Camera
	The device prohibits recordings from being edited or deleted (except via data management software, once recordings have been transferred) and should not overwrite existing data before they have been transferred.

	
	The device does not cause and is not subject to electromagnetic interference with nearby electronic equipment and radio communication systems. 

	
	The device operates as normal within the range of -10 to +40 degrees Celsius.

	
	The device has a minimum IP54 rating.

	
	Camera in focus within the range of 0.5 m to infinity without adjustment.

	
	Activating and deactivating the recording requires physical sliding of a switch or pressing of button, which provides physical feedback to the operator such as a click, or an audible beep or vibration. If remote capable, then a click or audible beep or vibration needs to identify the officer of engagement by remote means.

	
	Camera must use non removable storage.

	
	Camera must provide storage to record a full shift at the minimum frame rate.

	
	There needs to be an indicator on the camera that shows battery charge level/status.

	
	Camera must operate at full functionality as a standalone system.

	
 2.
Camera Recording/Output
 
 
 
 
 
 
 
 
 
 
	If the cameras are capable of 720P resolution, it must be the encoded sample rate and not achieved only through the use of a playback line-double process at that resolution.  

	
	The video Codec (Compression) must be H.264/MPEG4-10 or equivalent technology supporting the inclusion of required metadata.

	
	If H.264,the codec, must meet recommendations set forth by ITU-T H.264 International Standard ISO/IEC 14496-10 (02/2014).

	
	The video must not encode a Group of Pictures greater than 30 frames.  (Reference frames shall be no further than 30 frames apart.)

	
	The device should have fixed frame rate

	
	 The device shall produce an effective and consistent video through automatic exposure, automatic white balance, and automatic illumination source. 

	
	The device records each incident in a separate file, which is labelled with a unique file name. It may be necessary for long incident recordings to be split across files (i.e. more than one file per incident), but with no loss of information or video.

	
	Cameras are configurable to record a range of pre-event buffer times.

	
	Audio Quality: Variable Bit Rate or Constant Bit Rate at 128 kbps or higher, 44.1 kHz or 48 Khz audio sampling, and a bit depth of 8-bit or higher. 

	
	The system must be capable of clearly capturing conversational speech at a distance of 1 meter on a still day.

	
	The System must be capable of demonstrating an industry standard method of validating the reliable transfer of data from the recorder to the backend storage system.  A digital signature must be produced that can be used to validate the transfer of data.

	
	The device must be capable of recording audio simultaneously and time synchronized with video

	
	The device must record at least 29.97 frames per second, day and night, and there shall be no dropped frames.

	3.
Camera Integration and Metadata
	The recorded footage must contain a date and time stamp (hrs:mins:secs). The date and time stamp shall be exported with the imagery, without employing lossy compression. There must be a means by which the user/administrator can calibrate the date and time displayed by the device.

	
	The footage time and date are regularly and automatically checked and calibrated via an external clock signal and the frequency of those checks in configurable. This must include automatic adjustment for DST changes.

	
	The device must have a unique ID that is embedded within every video file (as metadata).

	4.
Camera Uploading and Charging
 
 
	Device exports all recorded footage to data archiving/management system in its original file and format without loss of quality or associated metadata.

	
	The audit log must display the video file name and the digital signature of the media before upload.

	
	Battery: Camera must operate on standby mode at least 12 continuous hours on one charge.

	
	If field replaceable, the batteries must be recyclable.

	5.
Quality Controls
	Loss of power must not cause data to be lost/corrupted.

	
	Camera must indicate if it is not meeting minimum operating standards

	6.
Inventory Controls
	The log must record what cameras are associated with what officers at all times

	
	The log must record what videos are associated with what cameras at all times

	7.
VMS Access
 
 
 
 
 
	Only authorized users will be able to access and view videos

	
	VMS supports multifactor authentication to ensure and enable authorized users only to securely access videos from an authorized device.

	
	The BVMS solution must integrate with SPD Active Directory (AD)

	
	VMS user access roles, rights, and privileges must be roles-based and must be configured restrict all users from the ability to delete files.

	
	Must support Active Directory individuals or groups

	
	Must meet City Standard for Microsoft Active Directory (AD) 

	
	Must meet City standard for Seattle Web services architecture

	8.
VMS User Experience
	System must allow users to be able to export video of the video file (such as for storage, copy to a thumb drive, burn a DVD, etc.)  that users are authorized to view.

	9.
VMS User Data
	The system must allow end user to provide justification for viewing and exporting media.

	10.
Chain of Custody
 
 
 
 
 
	The system/solution must generate and maintain forensically-sound and meaningful event and audit logs, such as to include date/time, user identification, actions taken, files affected, and source/destination information.

	
	The log must be able to determine if a video has been tampered with or has had attempts to tamper with, and alert a specified individual or group.

	
	Users must authenticate to view, download or review video

	
	The solution must maintain audit logs of who accessed which video, when and actions taken

	11.
Redaction

	The redaction method/process must be permanent when shared and separate from the original video. It must not employ a technique that can be reversed for the purpose of reconstructing the original data. 

	
	The redacted video file must be retained and easily retrievable for future use. 



7.	MINIMUM LICENSING AND BUSINESS TAX REQUIREMENTS
This solicitation and resultant contract may require additional licensing as listed below. The Vendor needs to meet all licensing requirements that apply to their business immediately after contract award or the City may reject the Vendor. 
Companies must license, report and pay revenue taxes for the Washington State Business License (UBI#) and Seattle Business License, if they are required to hold such a license by the laws of those jurisdictions.  The Vendor should carefully consider those costs prior to submitting their offer, as the City will not separately pay or reimburse those costs to the Vendor.  

Seattle Business Licensing and associated taxes.
1. If you have a “physical nexus” in the city, you must obtain a Seattle Business license and pay all taxes due before the Contract can be signed.  
2. A “physical nexus” means that you have physical presence, such as: a building/facility located in Seattle, you make sales trips into Seattle, your own company drives into Seattle for product deliveries, and/or you conduct service work in Seattle (repair, installation, service, maintenance work, on-site consulting, etc). 
3. We provide a Vendor Questionnaire Form in our submittal package items later in this RFP, and it will ask you to specify if you have “physical nexus”.
4. All costs for any licenses, permits and Seattle Business License taxes owed shall be borne by the Vendor and not charged separately to the City.  
5. The apparent successful Vendor must immediately obtain the license and ensure all City taxes are current, unless exempted by City Code due to reasons such as no physical nexus. Failure to do so will result in rejection of the bid/proposal.  
6. Self-Filing You can pay your license and taxes on-line using a credit card  https://dea.seattle.gov/self/
7. For Questions and Assistance, call the Revenue and Consumer Affairs (RCA) office which issues business licenses and enforces licensing requirements.  The general e-mail is rca@seattle.gov.  The main phone is 206-684-8484, or call RCA staff for assistance ( Anna Pedroso at 206-615-1611, Wendy Valadez at 206-684-8509 or Brenda Strickland at 206 684-8404).
8. The licensing website is http://www.seattle.gov/rca/taxes/taxmain.htm.  
9. The City of Seattle website allows you to apply and pay on-line with a Credit Card if you choose.
10. If a business has extraordinary balances due on their account that would cause undue hardship to the business, the business can contact our office to request additional assistance. A cover-sheet providing further explanation, along with the application and instructions for a Seattle Business License is provided below for your convenience.  
11. Those holding a City of Seattle Business license may be required to report and pay revenue taxes to the City.  Such costs should be carefully considered by the Vendor prior to submitting your offer.  When allowed by City ordinance, the City will have the right to retain amounts due at the conclusion of a contract by withholding from final invoice payments.


  


Mandatory State Business Licensing and associated taxes.
Before the contract is signed, you must provide the City with your State of Washington “Unified Business Identifier” (known as UBI #) and a Contractor License if required.  If the State of Washington has exempted your business from State licensing (for example, some foreign companies are exempt and in some cases, the State waives licensing because the company does not have a physical or economic presence in the State), then submit proof of that exemption to the City.  All costs for any licenses, permits and associated tax payments due to the State as a result of licensing shall be borne by the Vendor and not charged separately to the City.  Instructions and applications are at http://bls.dor.wa.gov/file.aspx 

Permits:  All permits required to perform work are to be supplied by the Vendor at no additional cost to the City.   

[bookmark: _MON_1302935018][bookmark: _MON_1264426751][bookmark: _MON_1264428204]
8.	INDEPENDENT CONTRACTOR AND CITY SPACE REQUIREMENTS.
The Vendor is working as an independent contractor.  Although the City provides responsible contract and project management, such as managing deliverables, schedules, tasks and contract compliance, this is distinguished from a traditional employer-employee function.  This contract prohibits vendor workers from supervising City employees, and prohibits vendor workers from supervision by a City employee.  Prohibited supervision tasks include conducting a City of Seattle Employee Performance Evaluation, preparing and/or approving a City of Seattle timesheet, administering employee discipline, and similar supervisory actions.
Contract workers shall not be given City office space unless expressly provided for below, and in no case shall such space be made available for more than 36 months without specific authorization from the City Project Manager.  
The City expects that at least some portion of the project will require the Vendor workers to be on-site at City offices.  This benefits the City to assure access, communications, efficiency, and coordination.  Any vendor worker who is on-site remains, however, a vendor worker and not a City employee.  The vendor shall ensure no vendor worker is on-site at a City office for more than 36 months, without specific written authorization from the Project Manager.  The vendor shall notify the City Project Manager if any worker is within 90 days of a 36-month on-site placement in a City office.  
The City will not charge rent.  The Bidder is not asked to itemize this cost. Instead, the vendor should absorb and incorporate the expectation of such office space within the vendor plan for the work and costs as appropriate.  City workspace is exclusively for the project and not for any other vendor purpose.  The City Project Manager will decide if a City computer, software and/or telephone is needed, and the worker can use basic office equipment such as copy machines.  If the vendor worker does not occupy City workspace as expected, this does not change the contract costs.

9.	BACKGROUND CHECKS
Background Checks and Immigrant Status
Background checks will be required for workers that will be performing the work under this contract.  The City has strict policies regarding the use of Background checks, criminal checks and immigrant status for contract workers.  The policies are incorporated into the contract and available for viewing on-line at:  http://www.seattle.gov/city-purchasing-and-contracting/social-equity/background-checks  

10.	INSTRUCTIONS TO PROPOSERS
Proposal Procedures and Process
This chapter details City procedures for directing the RFP process.  The City reserves the right in its sole discretion to reject the proposal of any Proposer that fails to comply with any procedure in this chapter.
[bookmark: _Toc521141112][bookmark: _Ref524406138][bookmark: _Toc524484955][bookmark: _Toc524754142][bookmark: _Toc526492387][bookmark: _Toc528557442][bookmark: _Toc529153502][bookmark: _Toc30899402]10.1	Communications with the City
All Vendor communications concerning this acquisition shall be directed to the RFP Coordinator.  The RFP Coordinator is:
Presley Palmer, CPPB
206-233-7158
presley.palmer@seattle.gov 

Unless authorized by the RFP Coordinator, no other City official or City employee is empowered to speak for the City with respect to this acquisition.  Any Proposer seeking to obtain information, clarification, or interpretations from any other City official or City employee other than the RFP Coordinator is advised that such material is used at the Proposer’s own risk.  The City will not be bound by any such information, clarification, or interpretation.  
Following the Proposal submittal deadline, Proposers shall not contact the City RFP Coordinator or any other City employee except to respond to a request by the City RFP Coordinator.
[bookmark: _Toc521141113][bookmark: _Toc524484956][bookmark: _Toc524754143][bookmark: _Ref525440530][bookmark: _Ref525440556][bookmark: _Toc526492388][bookmark: _Toc528557443][bookmark: _Toc529153503][bookmark: _Toc30899403]Contact by a vendor regarding this acquisition with a City employee other than the RFP Coordinator or an individual specifically approved by the RFP Coordinator in writing, may be grounds for rejection of the vendor’s proposal.
10.2	Pre-Proposal Conference
The City shall conduct an optional pre-proposal conference on the time and date provided in page 1, at the City Purchasing Office, 700 5th Avenue, Suite 4112, Seattle.  Though the City will attempt to answer all questions raised during the pre-proposal conference, the City encourages Vendors to submit questions Vendors would like addressed at the pre-proposal conference to the RFP Coordinator, preferably no later than three (3) days in advance of the pre-proposal conference.  This will allow the City to research and prepare helpful answers, and better enable the City to have appropriate City representatives in attendance.

Those unable to attend in person may participate via telephone:
  
	Join Skype Meeting      
	This is an online meeting for Skype for Business, the professional meetings and communications app formerly known as Lync.


Join by phone
206-386-1200 (US) 		English (United States) 
844-386-1200 (US) 		English (United States)  
Find a local number 

Conference ID: 549350





Proposers are not required to attend in order to be eligible to submit a proposal.  The purpose of the meeting is to answer questions potential Proposers may have regarding the solicitation document and to discuss and clarify any issues.  This is an opportunity for Proposers to raise concerns regarding specifications, terms, conditions, and any requirements of this solicitation.  Failure to raise concerns over any issues at this opportunity will be a consideration in any protest filed regarding such items that were known as of this pre-proposal conference.

[bookmark: _Toc521141117][bookmark: _Toc524484959][bookmark: _Toc524754146][bookmark: _Toc526492391][bookmark: _Toc528557446][bookmark: _Toc529153506][bookmark: _Toc30899404]10.3	Questions
Questions are to be submitted to the Buyer no later than the date and time on page 1, in order to allow sufficient time for the City Buyer to consider the question before the bids or proposals are due.  The City prefers such questions to be through e-mail directed to the City Buyer e-mail address. Failure to request clarification of any inadequacy, omission, or conflict will not relieve the vendor of any responsibilities under this solicitation or any subsequent contract.  It is the responsibility of the interested Vendor to assure that they received responses to Questions if any are issued.
[bookmark: _Toc521141118][bookmark: _Toc524484960][bookmark: _Toc524754147][bookmark: _Toc526492392][bookmark: _Toc528557447][bookmark: _Toc529153507][bookmark: _Toc30899405]10.4	Changes to the RFP/Addenda
A change may be made by the City if, in the sole judgment of the City, the change will not compromise the City’s objectives in this acquisition.  A change to this RFP will be made by formal written addendum issued by the City’s RFP Coordinator Addenda issued by the City shall become part of this RFP and included as part of the Contract. It is the responsibility of the interested Vendor to assure that they have received Addenda if any are issued.
[bookmark: _Toc524484961][bookmark: _Toc524754148][bookmark: _Ref525440624][bookmark: _Ref525440637][bookmark: _Toc526492393][bookmark: _Toc528557448][bookmark: _Toc529153508][bookmark: _Toc30899406]10.5	Bid Blog
The City Purchasing website offers a place to register for a Blog related to the solicitation.  The Blog will provide you automatic announcements and updates when new materials, addenda, or information is posted regarding the solicitation you are interested in.   http://www.seattle.gov/city-purchasing-and-contracting/city-purchasing
10.6	Receiving Addenda and/or Question and Answers 
The City will make efforts to provide courtesy notices, reminders, addendums and similar announcements directly to interested vendors. The City makes this available on the City website and offers an associated bid blog:  http://www.seattle.gov/purchasing

Notwithstanding efforts by the City to provide such notice to known vendors, it remains the obligation and responsibility of the Vendor to learn of any addendums, responses, or notices issued by the City.  Such efforts by the City to provide notice or to make it available on the website do not relieve the Vendor from the sole obligation for learning of such material.  

Note that some third-party services decide to independently post City of Seattle bids on their websites as well.  The City does not, however, guarantee that such services have accurately provided bidders with all the information published by the City, particularly Addendums or changes to bid date/time.

All Proposals sent to the City shall be considered compliant to all Addendums, with or without specific confirmation from the Proposer that the Addendum was received and incorporated.  However, the Buyer can reject the Bid if it does not reasonably appear to have incorporated the Addendum.  The Buyer could decide that the Bidder did incorporate the Addendum information, or could determine that the Bidder failed to incorporate the Addendum changes and that the changes were material so that the Buyer must reject the Offer, or the Buyer may determine that the Bidder failed to incorporate the Addendum changes but that the changes were not material and therefore the Bid may continue to be accepted by the Buyer.
10.7	Proposal Submittal Instructions 
· Proposals must be received no later than the date and time specified on the Solicitation Schedule or as otherwise amended.  
· Fax, e-mail and CD copies will not be an alternative to the hard copy. If a CD, fax or e-mail version is delivered to the City, the hard copy will be the only official version accepted by the City.
10.8	Proposal Delivery Instructions
a) The Submittal may be hand-delivered or must otherwise be received by the Buyer at the address provided below, by the submittal deadline.  Please note that delivery errors will result without careful attention to the proper address.  

PROPOSAL DELIVERY ADDRESS

	Physical Address (courier)
	Mailing Address (For U.S. Postal Service mail)

	City Purchasing and Contracting Services Div.
Seattle Municipal Tower
700 Fifth Ave Ste 4112
Seattle, WA 98104-5042
Attention: Presley Palmer, CPPB 
Re: Body-Worn Video System - SPD-3640
	City Purchasing and Contracting Services Div.
Seattle Municipal Tower
P.O. Box 94687
Seattle, WA 98124-4687
Attention: Presley Palmer, CPPB
Re: Body-Worn Video System - SPD-3640





b) Hard-copy responses should be in a sealed box or envelope clearly marked and addressed with the CPCS Buyer Name, RFP title and number.  Submittals and their packaging (boxes or envelopes) should be clearly marked with the name and address of the Proposer.

c) If packages are not clearly marked, the Proposer has all risks of the package being misplaced and not properly delivered. 

Late Submittals: 
The submitter has full responsibility to ensure the response arrives at City Purchasing within the deadline. A submittal after the time fixed for receipt will not be accepted unless the lateness is waived by the City as immaterial based upon a specific fact-based review.  Responses arriving after the deadline may be returned unopened to the Vendor, or the City may accept the package and make a determination as to lateness. 

10.9	No Reading of Prices
The City of Seattle does not conduct a bid opening for RFP responses. The City requests that companies refrain from requesting proposal information concerning other respondents until an intention to award is announced, as a measure to best protect the solicitation process, particularly in the event of a cancellation or re-solicitation.  With this preference stated, the City shall continue to properly fulfill all public disclosure requests for such information, as required by State Law.
     10.10		Offer and Proposal Form
Proposer shall provide the response in the format required herein and on any forms provided by the City herein.  Provide unit prices if appropriate and requested by the City, and attach pages if needed.  In the case of difference between the unit pricing and the extended price, the City shall use the unit pricing.  The City may correct the extended price accordingly.  Proposer shall quote prices with freight prepaid and allowed.  Proposer shall quote prices FOB Destination.   All prices shall be in US Dollars.  

     10.11	Best and Final Offer (Optional)
The City reserves the right to make an award without further discussion of the responses submitted; the best and final offer procedure associated with selecting the Apparently Successful Vendor will be optional and at the sole discretion of the city.  Therefore, Vendor’s Response should be submitted on the most favorable terms that Vendor can offer.
     10.12		Contract Terms and Conditions
The contract that has been adopted for the City Technology projects will be provided via addenda.  Proposers are responsible to review all specifications, requirements, Terms and Conditions, insurance requirements, and other requirements herein. To be responsive, Vendors must be prepared to enter into a Contract substantially the same as the attached Contract.  The Vendor’s failure to execute a Contract substantially the same as the attached Contract may result in disqualification for future solicitations for this same or similar products/services. 

Submittal of a proposal is agreement to this condition.  Vendors are to price and submit proposals to reflect all the specifications, requirements, in this RFP and terms and conditions substantially the same as those included in this RFP.

Any specific areas of dispute with the attached Contract must be identified in Vendor’s Response and may, at the sole discretion of the City, be grounds for disqualification from further consideration in award of a contract.

Under no circumstances shall a Vendor submit its own standard contract terms and conditions as a response to this solicitation. Instead, Vendor must review and identify the language in the City’s attached Contract that Vendor finds problematic, state the issue, and propose the language or contract modifications Vendor is requesting.  Vendor should keep in mind, when requesting such modifications, that the City is not obligated to accept the requested areas of dispute.

The City may, for informational purposes. request Vendor to submit its licensing and maintenance agreement with Vendor’s response.  However, this should not be construed as the City’s willingness to sign a licensing or maintenance agreement supplied by the Vendor. If the vendor requires the City to consider otherwise, the Vendor is also to supply this as a requested exception to the Contract and it will be considered in the same manner as other exceptions.  

The City may consider and may choose to accept some, none, or all contract modifications that the Vendor has submitted with the Vendor’s proposal.  

Nothing herein prohibits the City, at its sole option, from introducing or modifying contract terms and conditions and negotiating with the highest ranked apparent successful Proposer to align the proposal to City needs, within the objectives of the RFP.   The City has significant and critical time frames which frame this initiative, therefore, should such negotiations with the highest ranked, apparent successful Proposer fail to reach agreement in a timely manner as deemed by the City, the City, at its sole discretion, retains the option to terminate negotiations and continue to the next-highest ranked proposal.

     10.13	Prohibition on Advance Payments
No request for early payment, down payment or partial payment will be honored except for products or services already received.  Maintenance subscriptions may be paid in advance provided that should the City terminate early, the amount paid shall be reimbursed to the City on a prorated basis; all other expenses are payable net 30 days after receipt and acceptance of satisfactory compliance.

     10.14	Partial and Multiple Awards
Unless stated to the contrary in the Statement of Work, the City reserves the right to name a partial and/or multiple awards, in the best interest of the City.   Proposers are to prepare proposals given the City’s right to a partial or multiple awards.  Further, the City may eliminate an individual line item when calculating award, in order to best meet the needs of the City, if a particular line item is not routinely available or is a cost that exceeds the City funds. 	

     10.15	Prime Contractor
The City intends to award to the highest ranked Vendor that will assume financial and legal responsibility for the contract.  Proposals that include multiple vendors must clearly identify one Vendor as the “prime contractor” and all others as subcontractors.  

[bookmark: _Toc524484966][bookmark: _Toc524754153][bookmark: _Toc526492398][bookmark: _Toc528557453][bookmark: _Toc529153513][bookmark: _Toc30899411]     10.16	Seattle Business Tax Revenue Consideration
SMC 20.60.106 (H) authorizes that in determining the lowest and best bid, the City shall consider the tax revenues derived by the City from its business and occupation, utility, sales and use taxes from the proposed purchase.   The City of Seattle’s Business and Occupation Tax rate varies according to business classification.  Typically, the rate for services such as consulting and professional services is .00415% and for retail or wholesale sales and associated services, the rate is .00215%.  Only vendors that have a City of Seattle Business License and have an annual gross taxable Seattle income of $100,000 or greater are required to pay Business and Occupation Tax.  The City will apply SMC 20.60.106(H) and calculate as necessary to determine the lowest bid price proposal.
     10.17		Taxes
	The City is exempt from Federal Excise Tax (Certificate of Registry #9173 0099K exempts 	the City). Washington state and local sales tax will be an added line item although not 	considered in cost evaluations.
     10.18		Inter-local Purchasing Agreements
This is for information and consent only, and shall not be used for evaluation.  The City has entered into Interlocal Purchasing Agreements with other governmental agencies, pursuant to RCW 39.34.  The seller agrees to sell additional items at the offer prices, terms and conditions, to other eligible governmental agencies that have such agreements with the City.  The City of Seattle accepts no responsibility for the payment of the purchase price by other governmental agencies.  Should the Proposer require additional pricing for such purchases, the Proposer is to name such additional pricing upon Offer to the City.
     10.19		Equal Benefits
Seattle Municipal Code Chapter 20.45 (SMC 20.45) requires consideration of whether bidders provide health and benefits that are the same or equivalent to the domestic partners of employees as to spouses of employees, and of their dependents and family members.  The bid package includes a “Vendor Questionnaire” which is the mandatory form on which you make a designation about the status of such benefits. If your company does not comply with Equal Benefits and does not intend to do so, you must still supply the information on the Vendor Questionnaire. Instructions are provided at the back of the Questionnaire.

     10.20	Affirmative Efforts for Women and Minority Subcontracting
The City intends to provide the maximum practicable opportunity for successful participation of minority and women owned firms, given that such businesses are underrepresented.  The City requires all Bidders agree to SMC Chapter 20.42, and will require bids with meaningful subcontracting opportunities to also supply a plan for including minority and women owned firms.  

The City believes there is meaningful subcontracting opportunity, the solicitation will require you to submit an Inclusion Plan, which will be a material part of the bid and contract.  The Plan must be responsible in the opinion of the City, which means a meaningful and successful search and commitments to include WMBE firms for subcontracting work when applicable.  They City reserves the right to improve the Plan with the winning Bidder before contract execution.  Performance will be a material contract provision. 

Bidders should use whatever selection methods and strategies the Bidder finds effective for successful WMBE participation.  The City may reject bids that do not provide a substantial responsive Plan with an intentional and responsible commitment.  The City may use availability based on City analysis, or may use comparative participation from other incoming bids to establish a baseline of responsible efforts.

At the request of the City, Vendors must furnish evidence of the Vendor's compliance, including documentation such as copies of agreements with WMBE subcontractor either before contract execution or during contract performance.  

The winning Bidder must request written approval for changes to the Inclusion Plan once it is agreed upon before contract execution.  This includes goals, subcontract awards and efforts. See the attached Contract.

     10.21	Paid Sick Time and Safe Time Ordinance
Be aware that the City has a Paid Sick Time and Safe Time ordinance that requires companies to provide    employees who work more than 240 hours within a year inside Seattle, with accrued paid sick and paid safe time for use when an employee or a family member needs time off from work due to illness or a critical safety issue. The ordinance applies to employers, regardless of where they are located, with more than four full-time equivalent employees.  This is in addition and additive to benefits a worker receives under prevailing wages per WAC 296-127-014(4). City contract specialists may audit payroll records or interview workers as needed to ensure compliance to the ordinance. Please see http://www.sattle.gov/laborstandards, or may call the Office of Labor Standards at 206.684.4500 with questions.
     10.22		Insurance Requirements
[bookmark: _Toc524484967][bookmark: _Toc524754154][bookmark: _Toc526492399][bookmark: _Toc528557454][bookmark: _Toc529153514][bookmark: _Toc30899412]Insurance requirements presented in the Contract shall prevail.  Formal proof of insurance is required to be submitted to the City before execution of the Contract, the City will remind the apparent successful proposer in the Intent to Award letter.  The apparent successful proposer must promptly provide such proof of insurance to the City in reply to the Intent to Award Letter.  Contracts will not be executed until all required proof of insurance has been received and approved by the City.
Vendors are encouraged to immediately contact their Broker to begin preparation of the required insurance documents, in the event that the Vendor is selected as a finalist.  Proposers may elect to provide the requested insurance documents within their Proposal.
[bookmark: _Toc524484968][bookmark: _Toc524754155][bookmark: _Toc526492400][bookmark: _Toc528557455][bookmark: _Toc529153515][bookmark: _Toc30899413]     10.23		Effective Dates of Offer
Proposer submittal must remain valid until City completes award.  Should any Proposer object to this condition, the Proposer must provide objection through a question and/or complaint to the RFP Coordinator prior to the proposal due date.
[bookmark: _Toc521141126][bookmark: _Toc524484973][bookmark: _Toc524754160][bookmark: _Toc526492402][bookmark: _Toc528557457][bookmark: _Toc529153517][bookmark: _Toc30899415]     10.24 Proprietary Materials
[bookmark: _Toc521141127][bookmark: _Toc524484974][bookmark: _Toc524754161][bookmark: _Toc526492403][bookmark: _Toc528557458][bookmark: _Toc529153518][bookmark: _Toc30899416]The State of Washington’s Public Records Act (Release/Disclosure of Public Records) Under Washington State Law (reference RCW Chapter 42.56, the Public Records Act) all materials received or created by the City of Seattle are considered public records.  These records include but are not limited to bid or proposal submittals, agreement documents, contract work product, or other bid material.  

The State of Washington’s Public Records Act requires that public records must be promptly disclosed by the City upon request unless that RCW or another Washington State statute specifically exempts records from disclosure.  Exemptions are narrow and explicit and are listed in Washington State Law (Reference RCW 42.56 and RCW 19.108).  

Bidders/proposers must be familiar with the Washington State Public Records Act and the limits of record disclosure exemptions.  For more information, visit the Washington State Legislature’s website at http://www1.leg.wa.gov/LawsAndAgencyRules). 

If you have any questions about disclosure of the records you submit with your bid, please contact City Purchasing at (206) 684-0444. 

Marking Your Records Exempt from Disclosure (Protected, Confidential, or Proprietary)
As mentioned above, all City of Seattle offices (“the City”) are required to promptly make public records available upon request.  However, under Washington State Law some records or portions of records are considered legally exempt from disclosure and can be withheld.  A list and description of records identified as exempt can be found in RCW 42.56 and RCW 19.108.

If you believe any of the records you are submitting to the City as part of your bid/proposal or contract work products, are exempt from disclosure you can request that they not be released before you receive notification.  To do so you must complete the City Non-Disclosure Request Form (“the Form”) provided by City Purchasing (see attached) and very clearly and specifically identify each record and the exemption(s) that may apply.  (If you are awarded a City contract, the same exemption designation will carry forward to the contract records.)

The City will not withhold materials from disclosure simply because you mark them with a document header or footer, page stamp, or a generic statement that a document is non-disclosable, exempt, confidential, proprietary, or protected.  Do not identify an entire page as exempt unless each sentence is within the exemption scope; instead, identify paragraphs or sentences that meet the specific exemption criteria you cite on the Form.  Only the specific records or portions of records properly listed on the Form will be protected and withheld for notice.  All other records will be considered fully disclosable upon request. 

If the City receives a public disclosure request for any records you have properly and specifically listed on the Form, the City will notify you in writing of the request and will postpone disclosure.  While it is not a legal obligation, the City, as a courtesy, will allow you up to ten business days to file a court injunction to prevent the City from releasing the records (reference RCW 42.56.540).  If you fail to obtain a Court order within the ten days, the City may release the documents. 

The City will not assert an exemption from disclosure on your behalf.  If you believe a record(s) is exempt from disclosure you are obligated to clearly identify it as such on the Form and submit it with your solicitation.  Should a public record request be submitted to City Purchasing for that record(s), you can then seek an injunction under RCW 42.56 to prevent release.  By submitting a bid document, the bidder acknowledges this obligation; the proposer also acknowledges that the City will have no obligation or liability to the proposer if the records are disclosed.

	Requesting Disclosure of Public Records
The City asks bidders and their companies to refrain from requesting public disclosure of bids until an intention to award is announced.  This measure is intended to protect the integrity of the solicitation process particularly during the evaluation and selection process or in the event of a cancellation or re-solicitation.  With this preference stated, the City will continue to be responsive to all requests for disclosure of public records as required by State Law.  If you do wish to make a request for records, please address your request in writing to:  Julianna Tesfu at julianna.tesfu@seattle.gov.  
     10.25		Cost of Preparing Proposals
The City will not be liable for any costs incurred by the Proposer in the preparation and presentation of proposals submitted in response to this RFP including, but not limited to, costs incurred in connection with the Proposer’s participation in demonstrations and the pre-proposal conference.
[bookmark: _Toc521141129][bookmark: _Toc524484976][bookmark: _Toc524754163][bookmark: _Toc526492405][bookmark: _Toc528557460][bookmark: _Toc529153520][bookmark: _Toc30899418]     10.26 	Readability
Proposers are advised that the City’s ability to evaluate proposals is dependent in part on the Proposer’s ability and willingness to submit proposals which are well ordered, detailed, comprehensive, and readable.  Clarity of language and adequate, accessible documentation is essential.
10.27 		Proposer Responsibility
 It is the Proposer responsibility to examine all specifications and conditions thoroughly, and comply fully with specifications and all attached terms and conditions.  Proposers must comply with all Federal, State, and City laws, ordinances and rules, and meet any and all registration requirements where required for Vendors as set forth in the Washington Revised Statutes.  
     10.28 		Changes in Proposals
Prior to the Proposal submittal closing date and time established for this RFP, a Proposer may make changes to its Proposal provided the change is initialed and dated by the Proposer.  No change to a Proposal shall be made after the Proposal closing date and time. 

     10.29 	Proposer Responsibility to Provide Full Response
It is the Proposer’s responsibility to provide a full and complete written response, which does not require interpretation or clarification by the RFP Coordinator.  The Proposer is to provide all requested materials, forms and information. The Proposer is responsible to ensure the materials submitted will properly and accurately reflects the Proposer specifications and offering.  During scoring and evaluation (prior to interviews if any), the City will rely upon the submitted materials and shall not accept materials from the Proposer after the RFP deadline; however this does not limit the right of the City to consider additional information (such as references that are not provided by the Proposer but are known to the City, or past experience by the City in assessing responsibility), or to seek clarifications as needed by the City. 
     10.30		Errors in Proposals
Proposers are responsible for errors and omissions in their proposals.  No such error or omission shall diminish the Proposer’s obligations to the City.
    
10.31	Withdrawal of Proposal
A submittal may be withdrawn by written request of the submitter, prior to the quotation closing date and time.  After the closing date and time, the submittal may be withdrawn only with permission by the City.
[bookmark: _Toc521141131][bookmark: _Toc524484978][bookmark: _Toc524754165][bookmark: _Toc526492407][bookmark: _Toc528557462][bookmark: _Toc529153522][bookmark: _Toc30899420]     10.32		Rejection of Proposals, Right to Cancel
The City reserves the right to reject any or all proposals at any time with no penalty.  The City also has the right to waive immaterial defects and minor irregularities in any submitted proposal.
[bookmark: _Toc521141132][bookmark: _Toc524484979][bookmark: _Toc524754166][bookmark: _Toc526492408][bookmark: _Toc528557463][bookmark: _Toc529153523][bookmark: _Toc30899421]     10.33		Incorporation of RFP and Proposal in Contract.
This RFP and the Proposer’s response, including all promises, warranties, commitments, and representations made in the successful proposal, shall be binding and incorporated by reference in the City’s contract with the Proposer.
     10.34		Non-Endorsement and Publicity
In selecting a Vendor to supply to the City, the City is not endorsing the Vendors products and services or suggesting that they are the best or only solution to the City’s needs.  Vendor agrees to make no references to the City or the Department making the purchase, in any literature, promotional materials, brochures, news releases, sales presentation or the like, regardless of method of distribution, without prior review and express written consent of the City RFP Coordinator.

The City may use Vendor’s name and logo in promotion of the Contract and other publicity matters relating to the Contract, without royalty.  Any such use of Vendor’s logo shall inure to the benefit of Vendor. 
[bookmark: _Toc521141134][bookmark: _Toc524484981][bookmark: _Toc524754168][bookmark: _Toc526492410][bookmark: _Toc528557465][bookmark: _Toc529153525][bookmark: _Toc30899423]     10.35 		Proposal Disposition
All material submitted in response to this RFP shall become the property of the City upon delivery to the RFP Coordinator.
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     10.36	Ethics Code
Please familiarize yourself with the Ethics code:  http://www.seattle.gov/ethics/etpub/et_home.htm.  Attached is a pamphlet for Vendors, Customers and Clients.  Specific question should be addressed to the staff of the Seattle Ethics and Elections Commission at 206-684-8500. 



No Gifts and Gratuities.  Vendors shall not directly or indirectly offer anything of value (such as retainers, loans, entertainment, favors, gifts, tickets, trips, favors, bonuses, donations, special discounts, work, or meals) to any City employee, volunteer or official, if it is intended or may appear to a reasonable person to be intended to obtain or give special consideration to the Vendor.  An example is giving tickets to a City employee that was on the evaluation team of a bid you plan to submit. The definition of what a “benefit” would be is very broad and could include not only awarding a contract but also the administration of the contract or the evaluation of contract performance.  The rule works both ways, as it also prohibits City employees from soliciting items of value from vendors.  Promotional items worth less than $25 may be distributed by the vendor to City employees if the Vendor uses the items as routine and standard promotions for the business.
 
Involvement of Current and Former City Employees
If a Vendor has any current or former City employees, official or volunteer, working or assisting on solicitation of City business or on completion of an awarded contract, you must provide written notice to City Purchasing of the current or former City official, employee or volunteer’s name.  The Vendor Questionnaire within your bid documents prompts you to answer that question.  You must continue to update that information to City Purchasing during the full course of the contract.  The Vendor is to be aware and familiar with the Ethics Code, and educate vendor workers accordingly.

Contract Workers with more than 1,000 Hours
The Ethics Code has been amended to apply to vendor company workers that perform more than 1,000 cumulative hours on any City contract during any 12-month period.  Any such vendor company employee covered by the Ethics Code must abide by the City Ethics Code. The Vendor is to be aware and familiar with the Ethics Code, and educate vendor workers accordingly.
 
No Conflict of Interest.  
Vendor (including officer, director, trustee, partner or employee) must not have a business interest or a close family or domestic relationship with any City official, officer or employee who was, is, or will be involved in selection, negotiation, drafting, signing, administration or evaluating Vendor performance. The City shall make sole determination as to compliance.

Campaign Contributions (Initiative Measure No. 122)
Elected officials and candidates are prohibited from accepting or soliciting campaign contributions from anyone having at least $250,000 in contracts with the City in the last two years or who has paid at least $5,000 in the last 12 months to lobby the City.  Please see Initiative 222, or call the Ethics Director with questions.  For questions about this measure, contact: Polly Grow, Seattle Ethics and Elections, 206-615-1248 or polly.grow@seattle.gov

     10.37		Registration into City On-line Business Directory
If you have not previously completed a one-time registration into the City On-line Business Directory, we request you register at: http://www.seattle.gov/html/business/contracting.htm. The City On-line Business Directory is used by City staff to locate your contract(s) and identify companies for bid lists on future purchases.  Bids are not rejected for failure to register, however, if you are awarded a contract and have not registered, you will be required to register, or you will be added into the system. Women and minority owned firms are asked to self-identify.  If you need assistance, please call 206-684-0444.  

10.38	Prohibited Contacts
Proposers shall not interfere in any way to discourage other potential and/or prospective Proposers from proposing or considering a proposal process.  Prohibited contacts includes but is not limited to any contact, whether direct or indirect (i.e. in writing, by phone, email or other, and by the Proposer or another person acting on behalf of the Proposer) to a likely firm or individual that may discourage or limit competition.  If such activity is evidenced to the satisfaction and in sole discretion of the City Purchasing Manager, the Proposer that initiates such contacts may be rejected from the process. 

[bookmark: scheduleofevents][bookmark: _Toc524484969][bookmark: _Toc524754156][bookmark: _Toc526492401][bookmark: _Toc528557456][bookmark: _Toc529153516][bookmark: _Toc30899414][bookmark: _Toc521141123][bookmark: _Toc524484970][bookmark: _Toc524754157]11.	PROPOSAL FORMAT AND ORGANIZATION 
General Instructions:  

a) Number all pages sequentially.  The format should follow closely that requested in this RFP

b) The City requires one (1) original, eight (8) copies and one (1) electronic copy of the response

c) All pricing is to be in United States dollars.

d) If the City has designated page limits for certain sections of the response.  Any pages that exceed the page limit will be excised from the document for purposes of evaluation.  

e) Please double-side your submittal

f) The City will consider supplemental brochures and materials. Proposers are invited to attach any brochures or materials that will assist the City in evaluation

Preferred Paper and Binding
The City requests a particular submittal format, to reduce paper, encourage our recycled product expectations, and reduce package bulk.  Bulk from binders and large packages are unwanted. Vinyl plastic products are unwanted. The City also has an environmentally-preferable purchasing commitment, and seeks a package format to support the green expectations and initiatives of the City. 

a) City seeks and prefers submittals on 100% PCF paper, consistent with City policy and City environmental practices.  Such paper is available from Keeney’s Office Supply at 425-285-0541 or Complete Office Solutions at 206-650-9195. 

b) Please do not use any plastic or vinyl binders or folders.  The City prefers simple, stapled paper copies. If a 
binder or folder is essential due to the size of your submission, they are to be fully 100% recycled stock.  
Such binders are also available from Keeney’s Office Supply or Complete Office Solutions. 


Proposal Format
Submit your proposal in the following format and attachments as follows:

Cover Letter (optional):

Legal Name Verification (optional):  Submit a certificate, copy of web-page, or other documentation from the Secretary of State in which you incorporated that shows your legal name as a company.  Many companies use a “Doing Business As” name, or a nickname in their daily business.  However, the City requires the legal name of your company, as it is legally registered.  When preparing all forms below, be sure to use the proper company legal name. Your company’s legal name can be verified through the State Corporation Commission in the state in which you were established, which is often located within the Secretary of State’s Office for each state.  http://www.coordinatedlegal.com/SecretaryOfState.html

Vendor Questionnaire (mandatory):  The Vendor Questionnaire includes the Equal Benefits Compliance Declaration and the City Non-Disclosure Request that will allow you to identify any items that you intend to mark as confidential.




Inclusion Plan (mandatory): The City finds that this Solicitation has the opportunity for significant subcontracting with woman and minority-owned firms, and/or diverse employment 




Minimum Qualifications (mandatory):  The determination that you have achieved all the minimum qualifications may be made from the attached sheet alone; the RFP Coordinator is not obligated to check references or search other materials to make this decision. You MUST describe how you meet each requirement.  If you fail to describe how you meet the requirement, your proposal may be found unresponsive.







Mandatory Technical Requirements (mandatory):  The determination that you have achieved the mandatory technical requirement may be made from this document alone and therefore the RFP Coordinator is not obligated to check other materials to make this decision.  



Authorized Reseller Certification (mandatory, if applicable):  If the proposer is not the software developer, proposer shall submit with the proposal a current, dated, and signed authorization from the software developer that the proposer is an authorized distributor, dealer or service representative and is authorized to sell the software. Failure to comply with this requirement may result in bid rejection. This includes the certification to license the product and offer in-house service, maintenance, technical training assistance, and warranty services.


Management Response (mandatory):  Please complete the attached sheet.    
       

	

Functional Objectives - Proposal Response (mandatory):  Provide your proposal response as described in Section 4 above.


Security Response (mandatory):  Please complete that attached security documentation sheet for your proposed solution.  This should include security diagrams and other documentation such as architecture, policies, procedures, etc.




Architecture Response (mandatory): Please complete that attached architecture documentation sheet for your proposed solution.  This document will not be scored.




Hardware List (mandatory):  Please provide a list of all of the hardware requirements for your solution.


Pricing Response (mandatory):  Please complete the attached sheet.
[bookmark: _1302940097][bookmark: _1302940865]





Reference Response (mandatory):  Please complete the attached sheet.



Acceptance & Exceptions to City Contract (optional):  Provide a one-page statement that confirms acceptance of the City Contract (including Terms & Conditions), and represents complete review as needed by the Vendor.  If the Vendor has a legal office that must review contract prior to signature, the Vendor must clearly confirm that such review is complete.

If Vendor desires exceptions to the City Contract, attach the City Contract that shows the alternative contract language (print out a version with your suggested new language clearly displayed in a track changes mode). You must provide the alternative language, and not simply list an exception you wish to discuss. You may attach a narrative of why each change is to the benefit of the City and any financial impact.  Also attach any licensing or maintenance agreement supplements. 

As stated earlier in the RFP instructions, the City reserves the option of allowing a Best and Final Offer. The City will review the proposed language, and will thereupon either accept or reject the language.  The City will then issue a contract for signature reflecting City decisions.  Any exceptions or licensing and maintenance agreements that are unacceptable to the City may be grounds for rejection of the proposal. 



SUBMITTAL CHECKLIST
Each complete proposal submittal to the City must contain the following:
	Cover Letter
	Optional
	

	Legal Name
	Optional
	

	Inclusion Plan
	Mandatory
	

	Minimum Qualification 
	Mandatory
	

	Mandatory Technical Requirements 
	Mandatory
	

	Authorized Reseller Certification 
	Mandatory (if applicable)
	

	Management Response
	Mandatory
	

	Functional Objectives Response
	Mandatory
	

	Security Response
	Mandatory
	

	Architecture Response
	Mandatory
	

	Hardware List
	Mandatory
	

	Pricing Response
	Mandatory
	

	References
	Mandatory
	

	Acceptance & Exceptions to City Contract 
	Optional
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The evaluation shall be conducted in a multi-tiered approach.  Proposals must pass through each step to proceed forward to the next step.  Those found to be outside the competitive range, in the opinion of the evaluation team, will not continue forward to the next evaluation round.  
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Round 1 - Minimum Qualifications and Responsiveness.  City Purchasing shall first review submittals for initial decisions on responsiveness and responsibility.  Those found responsive and responsible based on this initial review shall proceed to Round 2.  The Vendor Questionnaire, Equal Benefits and, Minimum Qualifications will also be screened in this Round to determine proposer responsiveness.

Round 2 – Mandatory Technical Requirements.  The City will then review submittals for initial decisions on responsiveness to the mandatory technical requirements. Those found responsive based on this initial review shall proceed to the next Round.  

Round 3 – Objectives, Pricing, Management, Security Response & Inclusion Plan Scoring.   The City will evaluate proposals that successfully pass through the previous rounds.   Responses will be evaluated and scored.  Those proposals whose scores cluster within a competitive range, in the opinion of the evaluation team, shall continue to the next round.   The City has the option to find proposals highly deficient in a particular criteria or whose price is significantly higher/lower than the others uncompetitive.  Proposals will be evaluated using the criteria below. 




ROUND 3 SCORING
    
	Criteria
	Maximum Points

	Objectives
	450

	Pricing
	200

	Management
	200

	Inclusion Plan
	100

	Security Response
	200

	Grand Total
	1150




The Objectives section of the RFP will be scored using the following factors:

1. Cost effective. The system must be low cost, while at the same time providing high value to the City and its stakeholders.
2. Sustainable. The system must be able to sustain operation beyond implementation with a minimum of continued resources.
3. Scalable. The system must grow beyond the initial limited implementation with a minimum of resources and support while continuing to sustain full functionality.
4. Uses Minimal City Resources. The system should keep the amount of new resources needed for the system as low as possible.
5. Requires Minimal Officer/Employee Effort. The system should keep the amount of effort required by City resources to use as low as possible in order to achieve maximum efficiency, as well as improve data quality and integrity.
6. Supports and Follows Evidentiary Processes. It is imperative that chain of custody is followed and accepted evidentiary practices are followed so investigations are not compromised.
7. Complies with State and City Public Disclosure Laws. The system must align with and facilitate compliance with public disclosure laws applicable to SPD to ensure transparency, as well as privacy.
8. SPD Maintains Ownership of Data. It is imperative that SPD maintain full ownership of all data, including metadata, both during and after the length of the contract. 
9. Confidentiality, Integrity, and Auditability. The system needs to be fully secure and auditable in order to pinpoint use, identify errors, and prevent tampering.
10. Follows SPD Records Retention Policy. The system must fully enable and support the classification/categorization, retention, and destruction policies outlined by the Department.
11. Fits Staged Deployment Model. The system must be able to fit with SPD’s staged deployment model, outlined in the Scope of Work. (Attachment #5, City’s Expectations)
12. Other Factors.  Any other factors SPD deems important.
 
Pricing will be scored as follows:  The lowest price will receive the maximum amount of points available.  Higher prices will receive a percentage of the maximum amount of points available.  The following calculation will be used to assign points:  Lowest Total Price / Proposed Total Price x Max Points = Points Awarded.
 
Pricing Example: Vendor 1 total price $50, Vendor 2 total price $75, 200 max points available.
Vendor 1: $50 (lowest total price) / $50 (proposed total price) x 200 (max points available) = 200 (points awarded)
Vendor 2: $50 (lowest total price) / $75 (proposed total price) x 200 (max points available) = 133.33 (points awarded)
The Financial, Management, and Security Responses, as well as the Inclusion Plan, will be evaluated and assigned a score by the Evaluation Team.  
Responses will be evaluated and scored or ranked.  Those proposals whose scores or rank cluster within a competitive range, in the opinion of the evaluation team, shall continue to the next round.   The City has the option to find proposals highly deficient in a particular criteria or whose price is significantly higher/lower than the others uncompetitive. Scoring from Round 3 will not carry over to Round 4. 
Round 4 - Demonstrations/Interviews.  The City, at its sole option, may require that Vendors who remain active and competitive provide a product demonstration in Seattle. Should only a single Vendor remain active and eligible to provide a demonstration, the City shall retain the option to proceed with a Demonstration or may waive this Round. If multiple vendors remain active they shall be provided a script and then be scheduled for a full demonstration. Scoring from previous Round 3 does not carry over. Scoring from this Round will stand alone and determine the final award baring a “fail” score with reference check, Round 6.
The Vendor will submit to the Buyer a list of names and company affiliations who will be performing the demonstration.  Vendors invited are to bring the assigned Project Manager that has been named by the Vendor in the Proposal, and may bring other key personnel named in the Proposal. The Vendor shall not, in any event, bring an individual who does not work for the Vendor or for the Vendor as a subcontractor on this project, without specific advance authorization by the City Buyer.
Vendors participating in the demonstration/interview round will be asked to provide a camera to an outside consultant for testing. Instructions will be provided by the City and will require the vendor(s) to send one camera and any necessary software to deal with proprietary file formats to the City’s consultant via overnight delivery. Areas tested include: camera resolution, quality of video with camera movement and low light, audio quality, GOP rates, compression, drop frames, and any limiting factors to file structure.

ROUND 4 SCORING
 
	Criteria
	Maximum Points

	Demonstrations/Interviews
	400

	Camera Testing
	100

	Grand Total
	500




Round 5 - BAFO:  Best and Final Offer (Optional).  The City, at its sole option, may conduct a round of Best and Final Offers.  It is understood that vendors that participate in the demonstration/interview round may have the option to update their proposals based on the discussions that take place during the demonstration/interview.  It is solely up to the vendor(s) to determine if there is any information that would warrant an update of their proposal. Each Vendor’s BAFO, containing a revised Pricing Response and revised Functional Objectives Response, would be due ten business days from the BAFO announcement. The updated proposals would be ranked, and the highest ranked proposer would move on to Round 6.

Round 6 - Top Ranked Finalist Reference Checks.  The City may contact users of the Vendor’s product and services for references. References will be used on a pass/fail basis. A negative reference may result in rejection of the Proposal as not responsible. Those vendors receiving a failed reference may be disqualified from consideration.  The City may use any former client, whether or not they have been submitted by the Vendor as references, and the City may choose to serve as a reference if the City has had former work or current work performed by the Vendor. Although the City anticipates completing reference checks at this point in the process, the evaluation committee may contact the client references of the Vendors or other sources in addition to those specifically provided by the Vendor, at any time to assist the City in understanding the product.
Repeat of Evaluation Steps: If no Vendor is selected at the conclusion of all the steps, the City may return to any step in the process to repeat the evaluation with those proposals that were active at that step in the process.  In such event, the City shall then sequentially step through all remaining steps as if conducting a new evaluation process. The City reserves the right to terminate the process if it decides no proposals meet its requirements.
Points of Clarification:  Throughout the evaluation process, the City reserves the right to seek clarifications from any Vendor.  

[bookmark: _Toc168210573][bookmark: _Toc168279201][bookmark: _Toc168281869][bookmark: _Toc168284425][bookmark: _Toc168365831]Award Criteria in the Event of a Tie:  In the event that two or more Vendors receive the same Total Score, the contract will be awarded to that Vendor whose response indicates the ability to provide the best overall service and benefit to the City.  

13.	AWARD AND CONTRACT EXECUTION INSTRUCTIONS
The City RFP Coordinator intends to provide written notice of the intention to award in a timely manner and to all Vendors responding to the Solicitation.  Please note, however, that there are time limits on protests to bid results, and Vendors have final responsibility to learn of results in sufficient time for such protests to be filed in a timely manner.   

Protests and Complaints
The City has rules to govern the rights and obligations of interested parties that desire to submit a complaint or protest to this RFP process.  Please see the City website at http://www.seattle.gov/city-purchasing-and-contracting/solicitation-and-selection-protest-protocols
 for these rules.  Interested parties have the obligation to be aware of and understand these rules, and to seek clarification as necessary from the City.



[bookmark: _Toc79482493][bookmark: _Toc85261728]No Debriefs to Proposers
The City issues results and award decisions to all proposers, and does not otherwise provide debriefs of the evaluation of their respective proposals.

Instructions to the Apparently Successful Vendor(s)
The Apparently Successful Vendor(s) will receive an Intention to Award Letter from the RFP Coordinator after award decisions are made by the City.  The Letter will include instructions for final submittals that are due prior to execution of the contract or Purchase Order.  

If the Vendor requested exceptions per the instructions (Section 6), the City will review and select those the City is willing to accept.  There will be no discussion on exceptions.  

After the City reviews Exceptions, the City may identify proposal elements that require further discussion in order to align the proposal and contract fully with City business needs before finalizing the agreement.  If so, the City will initiate the discussion and the Vendor is to be prepared to respond quickly in City discussions.  The City has provided no more than 15 calendar days to finalize such discussions. If mutual agreement requires more than 15 calendar days, the City may terminate negotiations, reject the Proposer and may disqualify the Proposer from future submittals for these same products/services, and continue to the next highest ranked Proposal, at the sole discretion of the City.  The City will send a final agreement package to the Vendor for signature.

Once the City has finalized and issued the contract for signature, the Vendor must execute the contract and provide all requested documents within ten (10) business days.  This includes attaining a Seattle Business License, payment of associated taxes due, and providing proof of insurance.  If the Vendor fails to execute the contract with all documents within the ten (10) day time frame, the City may cancel the award and proceed to the next ranked Vendor, or cancel or reissue this solicitation.  

Cancellation of an award for failure to execute the Contract as attached may result in Proposer disqualification for future solicitations for this same or similar product/service.

Checklist of Final Submittals Prior to Award
The Vendor(s) should anticipate that the Letter will require at least the following.  Vendors are encouraged to prepare these documents as soon as possible, to eliminate risks of late compliance.
· Ensure Seattle Business License is current and all taxes due have been paid.
· Ensure the company has a current State of Washington Business License.
· Supply Evidence of Insurance to the City Insurance Broker if applicable
· Special Licenses (if any)
· Proof of certified reseller status (if applicable)
· Contract Bond (if applicable)
· Supply a Taxpayer Identification Number and W-9 Form 

Taxpayer Identification Number and W-9.
Unless the apparently successful Vendor has already submitted a fully executed Taxpayer Identification Number and Certification Request Form (W-9) to the City, the apparently successful Vendor must execute and submit this form prior to the contract execution date.  

































Attachments

For convenience, the following documents have been embedded in Icon form within this document.  To open, simply double click on Icon.  

[bookmark: businesscase][bookmark: taxpayeridandw9formappendix]Attachment #1 Draft SPD Draft Policy



Attachment #2  Insurance Requirements





Attachment #3:  Contract & Terms and Conditions 
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Attachment #4:  Non-Disclosure Agreement




Attachment #5: City’s Expectations (SOW)
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Stakehold User.xlsx


Stakehold User.xlsx
SPD Officers

		Name		SPD Officer

		High Level Description		As an officer who is a first responder, I want to record my public interactions, that are recordable per SPD policy, with a camera so I have a record of that interaction. 

		How and When I Start Using Body-Worn Video		I start to use the camera when I have been dispatched to a call or external events outlined in the Department policy occur.

I may review my own recorded video in accordance with Department policy

		When I Interact with Other Stakeholders		I interact with other stakeholders when I:

1) talking with a witness, suspect or complainant
2) Talking with a detective assigned to a case I was involved with
3) Talk with my supervisor about something on my video
4) Involved in a professional conduct investigation
5) Talk with a prosecutor about one of their cases I was involved in
6) Testify in Court about a case I was involved in

		What Data I Exchange with Other Stakeholders		All stakeholders view my video. All also use the metadata that is in the video.

		When I Store Data in the Body-Worn System		I upload the video to the system. I also may tag the video with relevant information such as incident #, incident type, and incidents of offensiveness/threats to privacy outlined in EHB 2362.
 I really would rather not enter this information by hand.  I also need the system to track my info when handling the video to maintain chain of custody.

		How and When I Stop Using Body-Worn Video		I record the entire event, unless specifically instructed otherwise in the BWV policy. 






SPD Supervisors

		Name		SPD Supervisor

		High Level Description		As a sergeant, lieutenant, captain, or chief who supervises officers who are first responders, I want to view my officers interaction with the public to ensure they are following professional standards, acting professionally, and are following policy and procedural requirements.

As a supervisor, I would want to be notified of any camera failure during shift and know who had the camera in the last working state

		How and When I Start Using Body-Worn Video		I view one of my officer's videos if there has been an issue with compliance of departmental policy.

		When I Interact with Other Stakeholders		I use the video in dealing with officers, with Force Review, the Force Investigation Team, my superiors, or prosecutors. I may also interact with the Office of Professional Accountability.

		What Data I Exchange with Other Stakeholders		After I view the video, I may share it with my superiors, with Force Review, the Force Investigation Team, or prosecutors. Other than that, I do not exchange any data specific to BWV.

		When I Store Data in the Body-Worn System		I may need to bookmark creating time segments in the video I am viewing for use later by me or others in the department. I also need the system to track my info when handling the video to maintain chain of custody, as well as my reason for viewing.

		How and When I Stop Using Body-Worn Video		I stop using the body-worn video when I finish my interaction with my officer(s) or other stakeholders. I may view the video again as part of a review with other stakeholders, though.





SPD Investigations

		Name		SPD Investigators

		High Level Description		I view data to assist in investigating a criminal case.

		How and When I Start Using Body-Worn Video		I start using the video once a case has been assigned to me.

		When I Interact with Other Stakeholders		I interact with the officers and prosecutors. I may interact with defense attorneys and the court once I am in court testifying. 

		What Data I Exchange with Other Stakeholders		I exchange video with the prosecutors once I refer my case to them. I may also talk the officers about the video they captured.

		When I Store Data in the Body-Worn System		I need to be able to share video with my bookmarks in it to people (or just the bookmarked piece - which I would like to store as a separate piece of video and share with the prosecutors). I may need to add additional case numbers to video later in the process.  I also need the system to track my info when handling the video to maintain chain of custody, as well as add comments to the video I'm viewing.

		How and When I Stop Using Body-Worn Video		 I stop using the video once the case has been referred to the prosecutor. I may need to retain the video for a period of time longer than SPD policy.





SPD F.I.T.

		Name		SPD Force Investigations Team

		High Level Description		I investigate high level uses of force to include officer involved shootings, Type III uses of force, Negligent Discharges, In-Custody Deaths, and force cases which involved serious misconduct.  I view videos to investigate the force related to these incidents and determine if any serious or potentially criminal misconduct is observed.  

		How and When I Start Using Body-Worn Video		I start using video when a case has been referred to me by a patrol supervisor or someone in the chain of command.  

		When I Interact with Other Stakeholders		I interact with officers, supervisors, the Force Review Unit, and the Office of Professional Accountability during the course of my investigation. I also work with the video analysts on occasion to ask them to analyze video.

		What Data I Exchange with Other Stakeholders		I share may share whole videos or pieces of videos with a variety of people. Sometimes I need to embed the video in a PowerPoint presentation. I share videos with prosecutors and, sometimes, other law enforcement agencies.

		When I Store Data in the Body-Worn System		I need to be able to share video with my bookmarks in it to people (or just the bookmarked piece). I may need to add additional case numbers to video later in the process.  I also need the system to track my info when handling the video to maintain chain of custody, as well as add comments to the video I'm viewing.

		How and When I Stop Using Body-Worn Video		I don’t stop using the video until the completion of the initial investigation, but then can review it several more times for inquests and potential criminal and civil proceedings in the future.  





SPD Force Review Board

		Name		SPD Force Review Unit

		High Level Description		I view video while reviewing potential officer violations of departmental policy

		How and When I Start Using Body-Worn Video		I start to review the policy when a case is sent to me by the chain of command. While I may receive a video as part of the initiation request, I also may do a search for any other videos that were part of the call or near the incident scene.

		When I Interact with Other Stakeholders		Most of my interaction is with either officers or the chain of command (the officers' supervisors). 

		What Data I Exchange with Other Stakeholders		I pass along copies of the video to the chain of command, I download the video onto a desktop computer, then put it in IAPro, a case management system used for professional standards review.

		When I Store Data in the Body-Worn System		I make bookmarks on videos that other people that view the video need to see. I may need to add additional case numbers to video later in the process.  I also need the system to track my info when handling the video to maintain chain of custody, as well as add comments to the video I'm viewing.

		How and When I Stop Using Body-Worn Video		I stop using the system when my report is sent along to the chain of command.





SPD Analytics

		Name		SPD Analytics

		High Level Description		I analyze data in real time or in aggregate to identify trends, allocate resources, improve processes, and for staff accountability.

		How and When I Start Using Body-Worn Video		I have no specific plans to use BWV. I might use BWV in the future if I could access video streams in real-time or if video analytics could add other data points to analyze, but the department has not authorized that yet.

		When I Interact with Other Stakeholders		I interact with almost all stakeholders in some form or another, be it officers and chain of command through the real-time crime-center or through reports pushed to the web for the public.

		What Data I Exchange with Other Stakeholders		I do not exchange any video data at the moment.

		When I Store Data in the Body-Worn System		I do not plan on storing data in the BWV system - I consume most of the data I use.

		How and When I Stop Using Body-Worn Video		I do not use any video data at the moment.





SPD O.P.A.

		Name		SPD Office of Professional Accountability

		High Level Description		The Office of Professional Accountability is an independent office within the Seattle Police Department (SPD) which investigates complaints of police misconduct made by members of the community and complaints made internally by members of the Seattle Police Department. I use video in the course of these investigations.

		How and When I Start Using Body-Worn Video		I start using video once an investigation is opened.

		When I Interact with Other Stakeholders		I interact with the chain of command in the Department.

		What Data I Exchange with Other Stakeholders		I do not typically share the video I use, except with the chain of command, as well as occasionally with the FBI, some state agencies, and the OPA internal auditor. Most of this information is shared via IAPro.

		When I Store Data in the Body-Worn System		I need to bookmark certain times in video (which I would like to be exportable), I would also like to share just certain clips of the video. I also need the system to track my info when handling the video to maintain chain of custody, as well as add comments to the video I'm viewing.

		How and When I Stop Using Body-Worn Video		I stop using video when the case is resolved or it goes to appeal.





SPD PDU

		Name		SPD Public Disclosure Unit

		High Level Description		I look at video to determine if sensitive portions need to be redacted for distribution to the public.

		How and When I Start Using Body-Worn Video		I start using BWV when I receive a public disclosure request.

		When I Interact with Other Stakeholders		I interact with the Video Unit, who redacts a lot of the video for us - I would rather redact the video myself, if it was easy to do.

		What Data I Exchange with Other Stakeholders		I exchange video with the Video Unit when I need video redacted - I would prefer not to do this. I share redacted videos with the public.

		When I Store Data in the Body-Worn System		I make bookmarks on videos that other people that view the video need to see.  I also need the system to track my info when handling the video to maintain chain of custody, as well as add comments to the video I'm viewing. I would like to be able to store redacted versions of videos, since I often get multiple requests from different people for the same video.

		How and When I Stop Using Body-Worn Video		I stop using the BWV system when I fulfill a public disclosure request.





SPD Video Unit

		Name		SPD Video Unit

		High Level Description		The Video Unit provides forensic and other services related to departmental video.

		How and When I Start Using Body-Worn Video		I start using BWV when I get a request from investigations or the Public Disclosure Unit to provide, redact, and /or analyze video. I would rather have the Public Disclosure Unit do the work themselves, if it is easy, but will always handle some video.

		When I Interact with Other Stakeholders		I interact with officers, detectives, and the chain of command. I also interact with City and County prosecutors. On rare occasions I interact with Force Review an F.I.T. to analyze video.

		What Data I Exchange with Other Stakeholders		Almost all of my interaction with stakeholders is around providing them video upon request.

		When I Store Data in the Body-Worn System		I make bookmarks on videos that other people that view the video need to see I also need the system to track my info when handling the video to maintain chain of custody, as well as add comments to the video I'm viewing. I redact videos and would like to store those redacted copies.

		How and When I Stop Using Body-Worn Video		I am done once I fulfill the request for video.





Prosecutors (City and County)

		Name		Prosecutors (City and County)

		High Level Description		I use videos for criminal investigations, prosecutions and inquests.

		How and When I Start Using Body-Worn Video		I either 1) check to see if there is video for a police report I am reviewing for possible charges or when entering into negotiations or trial with defense  or 2) get a case file from SPD that includes videos as evidence.

		When I Interact with Other Stakeholders		I interact with SPD officers from the beginning to the end of my time with a case. I also interact with the court and defense attorneys once the case has been filed at the court. In rare instances, I interact with SPD's Force investigation Team, Force Review Unit, and/or SPD supervisors if a criminal case has been filed against an officer.

		What Data I Exchange with Other Stakeholders		I request the video from SPD at the beginning of the case or at a point early on in the case. I send video to the defense attorneys as part of required "discovery" of evidence associated with the case. I admit video evidence in court during pretrial hearings and during trial.  This video is introduced in an unedited and an edited form (which doesn't happened all that often). I may also search the metadata on the videos to look for videos from other officers at or near the incident scene and then share those videos. While I would like to share and store video via an automated system, occasionally I might need to download the video on to my computer and/or make a DVD.

		When I Store Data in the Body-Worn System		I would like to store bookmarks that I created of the relevant parts of the video. I would also like to easily edit the non-relevant pieces of video away for the defense attorneys and court, in some cases. I may also redact parts of the video.

		How and When I Stop Using Body-Worn Video		I generally stop using video once the case has been resolved. Sometimes, I may need to retain the video longer than SPD's retention policy, if the defendant has not appeared on the case and has a warrant out for their arrest (the case remains un-resolved and they may not catch the defendant for many years). On felony trials, we maintain video until we receive a mandate affirming the conviction from the court of appeals.  On homicide cases, we keep video and other evidence indefinitely.





Defense Attys (Public & Private

		Name		Defense Attorneys (Public and Private)

		High Level Description		I view video associated with my clients' criminal charges.

		How and When I Start Using Body-Worn Video		I use BWV when a I ask a prosecutor for the evidence associated with the criminal charge. If the prosecutor has been viewing BWV, the I get to view BWV.

		When I Interact with Other Stakeholders		I interact with the prosecutors and the courts. I may interact with a police officer if they are testifying at a trial.

		What Data I Exchange with Other Stakeholders		I do not share the video with any stakeholders, except for the court if I submit it as evidence.

		When I Store Data in the Body-Worn System		I do not store any data in the BWV system.

		How and When I Stop Using Body-Worn Video		I stop using the BWV once my client's case is resolved.





Courts (City and County)

		Name		Courts (City and County)

		High Level Description		I view video that has been submitted as evidence in a criminal case.

		How and When I Start Using Body-Worn Video		When a video has been submitted as evidence, I may or may not view it.

		When I Interact with Other Stakeholders		I interact with the prosecution and defense attorneys, as well as SPD is they testify at a trial.

		What Data I Exchange with Other Stakeholders		I would like to be able to bookmark the video and edit to make a video with only the bookmarked portion (but still need to have the original).  Once I have it, I may need to send it to an appeals court via a DVD.

		When I Store Data in the Body-Worn System		I would need to know who accessed and viewed the video, other than that, I do not store any information in the system.

		How and When I Stop Using Body-Worn Video		I stop using the video when the case is resolved. I may need to retain the video for a period of time longer than SPD, if the defendant does not appear and has a warrant issued.





Public

		Name		Public

		High Level Description		I view videos of interest to me.

		How and When I Start Using Body-Worn Video		If I want a copy of a video, I request it from SPD.

		When I Interact with Other Stakeholders		I interact with SPD Public Disclosure Unit, as well as officers on the street. 

		What Data I Exchange with Other Stakeholders		I submit information on the video I am requesting, such as incident number, officer name, etc. I may have to provide payment information if SPD charges me for redaction costs, as allowed in state law.

		When I Store Data in the Body-Worn System		I do not store any information in the BWV system, except a record of my request.

		How and When I Stop Using Body-Worn Video		When I receive the video and stop viewing it.





Researchers

		Name		Researchers

		High Level Description		I view video or metadata based on my research needs.

		How and When I Start Using Body-Worn Video		I start using BWV when I request the video or metadata.

		When I Interact with Other Stakeholders		I may interact with all or none of the stakeholders, depending on my research.

		What Data I Exchange with Other Stakeholders		I may or may not exchange data with other stakeholders, depending on my research.

		When I Store Data in the Body-Worn System		I do not store data on the system - only a copy of my request.

		How and When I Stop Using Body-Worn Video		When my research is done I stop using BWV.
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 CITY OF SEATTLE 


License & Tax Administration 
700 5th Avenue, Suite 4250 
P.O. Box 34214 
Seattle, Washington 98124-4214 
(206) 684-8484   fax (206) 684-5170 
www.seattle.gov/fas/ email address  tax@seattle.gov 


APPLICATION FOR BUSINESS LICENSE Annual Fee $110.00 
The license is for the calendar year, January through December.  For a business that opens July 1 or thereafter, the half-year fee is $55.00* 


The Seattle business license expires December 31. 
*If worldwide annual gross income and/or value of products is estimated as $20,000 or less, the license fee is $55.00 ($27.50 for half-year fee). 


 


PLEASE PRINT OR TYPE - COMPLETE BOTH SIDES OF THE APPLICATION 
Your business will be assigned a City of Seattle CUSTOMER NUMBER. Refer to the Customer Number in any future correspondence relating to your license. 
Let us know if you previously had a Seattle business license. The account will be deemed a reinstatement ONLY if it has been closed for at least 12 months. 


Please provide the information in the first section if it is available.  The ID numbers are not required to obtain a City of Seattle business license. 
 


State of Washington UBI # FEIN   
             UBI (9 numbers) Business ID (3 numbers) Location ID (4 numbers) 
 
State of Washington Contractor #  NAICS  Code ___ ___ ___ ___ ___ ___ (office use only) 
 
Email Contact                        Website Address   


 
PLEASE COMPLETE ALL SECTIONS BELOW and the REVERSE SIDE OF THIS FORM PROVIDING the BUSINESS INFORMATION 


 


 
Have you previously had a Seattle Business License? YES NO 


 
TYPE OF BUSINESS (Check ONE) Sole Proprietor Corporation Partnership LLC Other_   


Is the business a non-profit organization?  Yes No    (Non-profit organizations are required to be licensed and file tax returns as all other businesses.) 


LEGAL NAME OF BUSINESS ENTITY   
(If a sole proprietorship, please list your legal name, last name first, and include any middle initial.) 


TRADE NAME or dba (doing business as)       


WHAT IS THE STARTING DATE OF BUSINESS IN SEATTLE?  Month Day Year   


If the business was operating in Seattle before the current year, prior years' license fees, taxes, penalties and interest may be due. 
 


Zoning Limitations - A business license does not authorize the holder to conduct business in violation of any zoning ordinance. 
The location of your business should be indicated below. You must list a physical address (a post office box or mail drop is not considered a physical address). 


 
PHYSICAL BUSINESS LOCATION:    


     Address     City  State  Zip 


IS THIS LOCATION BEING ADDED AS A BRANCH ONLY TO AN EXISTING LICENSE?  Yes         No 


Mailing address for LICENSE & RENEWAL:              
 SAME AS ABOVE   Address     City  State  Zip 
 


Mailing address for TAX FORMS:               
 SAME AS ABOVE  Address     City  State  Zip 
 
BUSINESS PHONE:   -     CELLULAR PHONE   -    FAX        -    
 
LIST OTHER BUSINESS LOCATIONS IN SEATTLE - Each BRANCH LICENSE FEE is $10.00 per year (attach a separate sheet, if needed). 
 
TRADE NAME   ADDRESS SEATTLE ZIP CODE TELEPHONE "Separate" tax reporting status? 
 


Yes No 
 


 
Yes No 


PLEASE COMPLETE THE BACK SIDE OF THE APPLICATION - ALL INFORMATION AND A SIGNATURE IS REQUIRED TO PROCESS 
Form #00 1: - BL Application - revision 12/2014 


FOR OFFICE USE ONLY 
 


CUSTOMER Number__________________________________ 
 
OBL  NR ______________________  AMT ________________ 
OBL  NR ______________________  AMT ________________ 
OBL  NR ______________________  AMT ________________ 


_ _ 



http://www.seattle.gov/fas/

mailto:tax@seattle.gov





 


CITY OF SEATTLE APPLICATION FOR BUSINESS LICENSE - Page 2 


NATURE OF BUSINESS: Check all that apply and provide detail below. THIS INFORMATION should be as detailed as possible. 


Manufacturing-Extracting Printing & Publishing Tour Operator Wholesale  Retail Service Transportation Other   


Utility Services (telephone services, pager services, cable television franchise) Charging Admission for Events/Shows Gambling Activity 


DOES YOUR BUSINESS OWN OR OPERATE PRICE SCANNING EQUIPMENT? YES NO 


DESCRIBE IN DETAIL THE PRINCIPAL PRODUCT(s) OR SERVICE(s) RENDERED:    
 
 
 
 
 
 


NOTE: Additional licenses or endorsements may be required depending on the business activity - please see instruction sheet under regulatory licenses. 


NAME(S) OF SOLE PROPRIETOR, PARTNERS, CORPORATE OFFICERS, AND RESIDENT AGENTS: List true name(s), residence address, 
telephone number and date of birth of the sole proprietor or all partners or corporate officers/directors and their titles (attach a separate sheet, if needed). 
NAME AND TITLE RESIDENCE ADDRESS CITY, STATE, ZIP TELEPHONE DATE OF BIRTH 


 
 
 
 
 
 
 


TAX REPORTING STATUS - Seattle BUSINESS LICENSE TAX FORMS must be filed by every business, EVEN IF NO TAX IS DUE. 
Based on the taxable revenue for your business as described below, please check one of the following reporting frequencies: 


QUARTERLY - Estimated ANNUAL taxable revenue is expected to be $150,000 or more. 


ANNUAL - Estimated ANNUAL taxable revenue is expected to be less than $150,000. 
A Business granted ANNUAL reporting status by License & Tax Administration must file a combined tax return if there is more than one location. 


   Tax forms are mailed to the last known address - failure to receive the form does not preclude the requirements to file timely. 
 
 


IF YOU PURCHASED THIS BUSINESS, DID YOU TAKE OVER THE ENTIRE BUSINESS ONLY A PORTION 
 
 


FORMER OWNER'S NAME CURRENT ADDRESS CITY, STATE, ZIP TELEPHONE CUSTOMER NUMBER 


A SIGNATURE IS REQUIRED IN ORDER TO PROCESS THE APPLICATION 
As applicant, I , certify or declare under penalty of perjury under the laws of the State of Washington 
that the foregoing is true and correct. All information given is subject to verification with State of Washington, Department of Revenue. 


 
SIGNATURE    DATE    


 
PLEASE PRINT your NAME TITLE    


 


FEES DUE - MAKE CHECK PAYABLE TO CITY OF SEATTLE FOR OFFICE USE ONLY 
 


Business License Fee if OPEN date is January 1 - June 30  $ 110.00     Processed by     
  * If $20,000 or less in worldwide annual gross income $   55.00 
Business License Fee if OPEN date is July 1 or later in year  $   55.00     Tax Forms Mailed     
  * If $20,000 or less in worldwide annual gross income $   27.50 
                 Enforcement     


Additional Seattle Locations             X $10.00   =    $      
 


*If actual income goes over 20,000, additional license fee(s) will be due        License # Issued     
 


TOTAL DUE ...................................................................................$      





		CITY OF SEATTLE

		License & Tax Administration

		700 5th Avenue, Suite 4250

		P.O. Box 34214

		Seattle, Washington 98124-4214

		The license is for the calendar year, January through December.  For a business that opens July 1 or thereafter, the half-year fee is $55.00* The Seattle business license expires December 31.

		Please provide the information in the first section if it is available.  The ID numbers are not required to obtain a City of Seattle business license.

		LEGAL NAME OF BUSINESS ENTITY

		PHYSICAL BUSINESS LOCATION:

		PLEASE COMPLETE THE BACK SIDE OF THE APPLICATION - ALL INFORMATION AND A SIGNATURE IS REQUIRED TO PROCESS

		DESCRIBE IN DETAIL THE PRINCIPAL PRODUCT(s) OR SERVICE(s) RENDERED:





		A SIGNATURE IS REQUIRED IN ORDER TO PROCESS THE APPLICATION

		As applicant, I , certify or declare under penalty of perjury under the laws of the State of Washington that the foregoing is true and correct. All information given is subject to verification with State of Washington, Department of Revenue.
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City Of Seattle 


City of Seattle 


THE SEATTLE ETHICS & ELECTIONS COMMISSION 
 


The SEEC is a seven-member, independent panel 
of citizen volunteers.  The Commission and its staff 
are responsible for administering the City of Seattle 
Ethics, Elections, and Whistleblower Protection 
Codes. Three Commissioners are appointed by the 
Mayor, three by the City Council, and the seventh 
by the other six. They are confirmed by the City 
Council and serve overlapping three-year terms. 


The Commission is supported by a staff of six 
employees who provide training, investigate 
complaints, and issue advisory opinions. 


TRAINING AND INFORMATION 
Ethics training and brochures are available by 
request. Information is also available at the 
Commission website: http://www.seattle.gov/ethics/.  


COMMISSION MEETINGS 
You are invited to attend any Commission meeting.  
Meetings are usually the first Wednesday of the 
month in the Seattle Municipal Tower.   


Copies of the meeting agenda, including time and 
location, are in our office and on our Internet web 
site under Commission/Agendas & Minutes. You 
can also call 206-684-8500 for meeting times and 
locations. 
 
 
 


 


 


 


 


 


 


 


 


 
 


This brochure highlights portions of the Seattle 
Ethics Code, SMC 4.16.  The complete law is on the 
City Clerk’s Seattle Municipal Code (SMC) web site, 
http://clerk.ci.seattle.wa.us/~public/code1.htm.  
Copies are also available in the SEEC office. 
 


ETHICS COMPLAINTS AND CONSEQUENCES 
Anyone who feels a City officer or employee has 
violated the Ethics Code may complain to the Ethics 
and Elections Commission. Commission staff will 
investigate whether there is a Code violation. 


If it is found that an employee or official violated the 
City’s Ethics Code, the Commission may fine that 
person up to $5,000 per violation plus costs and 
restitution. The Commission may also recommend 
disciplinary action, including suspension or discharge. 
 
A complaint may be dismissed if there is no violation 
of the Code or if the violation is minor and inadvertent 
or has already been remedied. 


ADVICE 
City employees and officers may seek advice on 
whether a planned action or activity raises issues 
under the City’s Ethics Code. 


 


 


 


 


 


 


 


 


 


 
ETHICS AND ELECTIONS COMMISSION 


 


Seattle Municipal Tower 
700 Fifth Avenue,  Suite 4010 


 
Mon - Fri: 8am - 5pm 


Tel: 206-684-8500  Fax: 206-684-8590 
E-mail:  ethicsandelections@seattle.gov 


Postal mail:  PO Box 94729, Seattle, WA 98124-4729 
 


Internet:   http://www.seattle.gov/ethics/  
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SEATTLE ETHICS AND ELECTIONS 


COMMISSION 
 


Your advocate for fair, open, and honest government. 







of 
The City of Seattle’s 
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The Code of Ethics 
Seattle Municipal Code (SMC) 4.16 


 


The Seattle Ethics Code was created to inspire 
public trust in City government and ensure that 
City officers and employees are “independent, 
impartial, and responsible to the people.”   
The law is administered by an independent 
commission of citizen volunteers. 


The Code sets ethical standards about work 
activities, business relationships, and the use 
of City resources that apply to all City employees, 
elected officials, and members of most City 
boards and commissions.  


This brochure highlights areas of the Code that 
pertain to contractors, vendors, and regulated 
parties, and also to customers and clients. It is 
one of our efforts to increase awareness of the 
Code and to help you better understand what 
employees can and cannot do. 


If you would like more information or have 
questions, please call us at 206-684-8500  
or visit our web site:   


http://www.seattle.gov/ethics/�
�


This brochure is a general summary of the 
Seattle Ethics Code. If you have questions 
or would like advice on a specific issue, 
please contact Commission staff. 


206-684-8500 
 


HIGHLIGHTS 


THANKING CITY EMPLOYEES 
The best way to thank a City employee is to 
write a letter of praise to the employee’s 
supervisor. City employees may not accept 
gifts, loans or other things of value in 
appreciation for their work or services.  


Example:  Employees responsible 
for purchasing cannot receive 
gifts or premiums for the City  
orders they place.   


Employees may accept promotional items or 
items such as flowers or candy to share with co-
workers or the public, as long as they are valued 
at $25 or less. However, the Commission limits 
the value of such items to $50 from a single 
source in a calendar year.  


SOLICITING ITEMS 
City employees may not ask people with whom 
they do City business to donate items, whether 
for personal, charitable, or other purposes. 


Example: Inspectors may not ask businesses 
they inspect for donations of meeting spaces 
or supplies. 


NO FREE MEALS 
Employees may not accept free meals from 
people with whom they do City business, or from 
people who wish to do business with the City. 


 


Example: An employee who is 
meeting with a vendor or client 
for lunch cannot have the lunch 
paid for by the vendor or client. 


REFRESHMENTS AT MEETINGS 
Employees may accept basic refreshments—
such as coffee, tea, soft drinks, doughnuts, or 
cookies—when attending meetings in your office. 


USE OF CITY FACILITIES AND RESOURCES 
City employees cannot use City 
resources for non-City purposes.  
City property, including City paid 
time, vehicles, and equipment, may 
only be used for a City purpose. 


CONFLICT OF INTEREST 
Employees may not take part in City business 
where they, or an immediate family member, 
have a financial or private interest. Employees 
also may not take part in City business where 
they would appear to have a conflict of interest. 


Example: City employees must withdraw from 
a vendor selection process if one of the 
competitors is the employee’s spouse or 
domestic partner, or if a competitor has been 
the employee’s business partner or client 
within the last twelve months. 


ADVERTISING 
Employees cannot use their positions for 
anyone’s private gain or use City resources 
for a non-City purpose. Therefore, they cannot 
hand out or post advertising materials. 


INVITATIONS TO SEMINARS & CONFERENCES 


 


City employees may attend 
educational programs paid for by 
City vendors or potential vendors  


only under limited conditions.  Neither the City 
nor the employee can accept reimbursement for 
expenses incurred that are not allowable under 
the City's Travel Policies and Procedures. In all 
cases, the event must serve a City purpose 


Example: An employee may not attend a 
conference at your expense unless you are 
required by contract to provide training or 
education to City employees, or the employee 
is directed by his or her supervisor to attend. 
Reimbursement for travel or lodging must be 
made to the City, not to the individual. 


AFTER LEAVING CITY EMPLOYMENT 
Employees must wait one year after leaving 
the City before they can (i) assist others in 
proceedings involving their former agency, (ii) 
assist or represent others on matters in which 
they were officially involved, or (iii) compete for 
contracts when they helped determine the scope 
of work or the process for selecting a contractor��


Example: For one year, former employees 
may not assist their new employers in seeking 
permits from the City department they left. 
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City of Seattle Vendor Questionnaire   

Page 6 of 6

Vendor’s Name: ______________________________________________________________




City of Seattle Vendor Questionnaire—Federal Aid Contracts



		Please have an officer or person eligible to represent the Vendor firm fill out and sign this form.  Submittal of this Vendor Questionnaire with your bid or proposal is an attestation that the information in this Vendor Questionnaire and within your submittal documents are true and valid. Provide prompt notice to the City if, at any time prior to contract award, any facts need to be corrected.







INSTRUCTIONS:  This is a mandatory form.  Submit this form with your response. Provide information to the extent information is available.  If your response is incomplete or requires further description, the City may request additional information within a specified deadline, or may determine the missing information is immaterial.   



		Vendor Information



		Vendor’s Legal Name 

		     



		“Doing Business Name” (dba) if applicable

		     



		Mailing Address 

		     



		Contact Person and Title 

		     



		Contact Person’s Phone Number

		     



		Contact Person’s Fax Number

		     



		Contact Person’s E-Mail Address

		     



		Dun & Bradstreet number (if available)

		     



		Identify the City and State of your company headquarters

		     







		Vendor Billing Contact Person:  Identify the person who will prepare and manage your invoices. This helps the City contract manager offer instructions that ensure your invoices are promptly paid.



		Person and Title 

		     



		Person’s Phone Number

		     



		Person’s Fax Number

		     



		Person’s E-Mail Address

		     







		Vendor Registration with City of Seattle



		Verify your firm is registered into the City’s Registration System and that your Taxpayer ID number and WMBE status are accurate. For help, call 206-684-0383.

http://www2.ci.seattle.wa.us/Consultantregistration/default.asp 

		Yes  |_|        No   |_|   





		Most companies must hold a Seattle Business License (if you have a facility/office in Seattle, conduct sales visits to Seattle, deliver products in your own trucks, or perform on-site work in Seattle).  If you fall within that category, will you immediately seek a business license no later than your notice of award and ensure all city taxes are paid current? 

		Yes |_|              No|_|     









		Ownership

		.



		Is your firm a sole proprietorship, partnership, corporation, limited liability company, subsidiary, parent, holding company, or affiliate of another firm? If yes, identify type and name of principal(s).

		   Yes |_|       No|_|   

   



		What year was your firm, under the present ownership configuration, founded?

		     



		How many years has your firm been in continuous operation without interruption?

		     



		What year did your firm begin providing, on a continuous basis, the types of services or products that are required from this solicitation?

		     







		Financial Resources and Responsibility

		Specify yes or no.  





		Within the previous five years has your firm been the debtor of a bankruptcy?

		     



		Is your firm in the process of or in negotiations toward being sold?

		     



		Has your firm or any of its principals been debarred, suspended, proposed for debarment, declared ineligible, voluntary excluded or found non-responsible for contracting with any local, state, or federal governmental agency within the past 5 years?

		     



		Within the previous five years has a governmental or private entity terminated your firm’s contract prior to contract completion for failed performance?

		     



		Within the previous five years has your firm used any subcontractor to perform work on a government contract when that subcontractor had been debarred by a governmental agency?

		     







		Social Equity compliance

		Specify yes or no.  



		Within the previous ten years has your firm been found to have violated any local, state, or federal anti-discrimination laws or regulations, whether they be local, state, or federal?

		      



		Does your firm comply – to the extent required - with the City Paid and Sick Time ordinance (Chapter 14), providing paid sick and safe time to eligible employees? Most employers must provide employees who have work hours in Seattle, with accrued paid sick and safe time. Payment of prevailing wages does not ensure compliance.  The City may audit payroll records or interview workers to ensure compliance. For information, see Municipal Code Chapter 14.16 or http://www.seattle.gov/laborstandards, or call the Office of Labor Standards at 206.684.4500.

		     



		 Has your firm ever been found by the City or any government agency, to have underpaid your employees (this includes instances where you may have provided the restitution to make the worker whole)?

		      

 



		Does Vendor anticipate hiring a subcontractor or new employees to perform the work required under this contract?  IF YES, attach the mandatory Inclusion Plan.   Obtain the form by clicking on the following link http://www.seattle.gov/city-purchasing-and-contracting/social-equity/wmbe and choosing the Purchasing WMBE Inclusion Plan under the WMBE Inclusion Plans menu.  



		      









		Disputes

		Specify yes or no.  





		Within the previous five years has your firm been the defendant in court on a matter related to: payment to subcontractors or contract work performance?

		     



		Does your firm have outstanding judgments pending against it?

		     



		Within the previous five years, was your firm assessed liquidated damages on a contract?

		     



		Is your firm presently involved in a dispute (including litigation) regarding its right to provide the product or service being requested by the City for this contract, including but not limited to notice of and/or in litigation about patent infringement for the product and/or service that your firm is offering to the City?

		     







		Compliance. Criminal convictions alone are not a basis for rejecting a proposal or individual. The City may consider whether a conviction has material nexus to contract risks, and whether adjustments to work or assignments should be pursued accordingly. If background checks are needed for individuals who will perform work such as field crews, the City reserves the right to require such background checks. See policies at http://www.seattle.gov/business/WithSeattle.htm

		Specify yes or no. 

 



		Within the previous five years, has your firm or any of its owners, partners, or officers, been assessed penalties or found to have violated any laws, rules, or regulations enforced or administered by a government entity?  This does not include owners of stock in your firm if your firm is a publicly traded corporation.  

		     



		Within the past ten years, has any owner, principal, or officer who will perform any of the work for the City been convicted of a crime? 

		     



		If a license is required to perform, within the previous ten years has your firm or any principal, officer or employee who will perform work for the City had a license suspended by a licensing agency or been found to have violated licensing laws?

		     



		If hazardous materials are within the work to be performed, has any principal, officer or employee who will perform work for the City had violations of improper disposal of such materials or violations of associated laws, rules or regulations in the previous five years? 

		     



		Is there any other information the City should be aware of regarding your financial, criminal or legal history that has bearing on the work that the City is considering you to perform?  For example: conviction or civil judgement rendering against the firm for commission of fraud or a criminal offense in connection with obtaining, attempting to obtain, or performing a federal, state or local government contract or subcontract; violation of federal or state antitrust or similar statutes, relating to the submission of offers; or commission of embezzlement, theft, forgery, bribery, falsification or destruction of records, making false statements, tax evasion, or receiving stolen property, any present indictment for, or otherwise criminally or civilly charged by a government entity.

		     



		Vendor certifies that it has not paid, nor will pay, federal appropriated funds (including profit or fee received under a covered federal transaction), to any person for influencing or attempting to influence an officer or employee of any agency, a Member of Congress, an officer or employee of Congress, or an employee of a Member of Congress on his or her behalf in connection with this solicitation. The Offeror shall notify the City of Seattle and complete and submit, with its offer, OMB standard form LLL, Disclosure of Lobbying Activities if any funds other than federal appropriated funds have been paid or will be paid to any person for influencing or attempting to influence an officer or employee of any agency, a Member of Congress, an officer or employee of Congress, or an employee of a Member of Congress in connection with this solicitation. 

		     



		Vendor has not, directly or indirectly, entered into any agreement, participated in any collusion, or otherwise taken any action in restraint of competitive pricing in the preparation and submission of its Offer.

		     







		Involvement by Current and Former City Employees

		Specify yes or no. 





		Are any of your company officers or employees a current or former City of Seattle employee or volunteer?  If yes, identify the employee name.  Advise the employee of their duty to comply with City of Seattle’s Code of Ethics, Seattle Municipal Code Chapter 4.16. 

		     





		Will any of your vendor employees work more than 1,000 hours (per rolling 12 months) within a City contract, combining the hours for work under this contract and any other?  If so, specify the worker name.  Advise the worker of their duty to comply with the City of Seattle’s Code of Ethics, Seattle Municipal Code Chapter 4.16

		     



		Does Vendor (including officer, director, employee, trustee, or partner) have a business interest or a close family or domestic relationship with any City official, officer or employee who was, is, or will be involved in selection, negotiation, drafting, signing, administration or evaluation of the Vendor performance?  

		     







		Campaign Contributions

		Specify yes or no. 





		Vendor complies with SMC 2.04.601 (I-222) which reads “The measure would limit election campaign contributions from entities receiving City contracts totaling $250,000 or more, or from persons spending $5,000 or more for lobbying; require 24-hour reporting of electronic contributions; require paid signature gatherer identification, limit lobbying by former City officials; crease a voluntary program for public campaign financing through $100 vouchers issued to registered voters funded by ten years of additional property taxes, with $3,000,000 (approximately $0.0194/$1000 assessed value) collected in 2016.



		      









		Business History

		Specify yes or no. 

 



		In the last five years, has your firm held other contracts with public agencies to provide similar products or services in a size and scope similar to that required by the City of Seattle?

		     



		Provide and/or attach a sampling of contracts you have held in the past five years, sufficient for the City to understand the depth and breadth of your experience, with a particular emphasis on contracts with public agencies.   The City may use this to assess your capability and experience at this particular type of product provision or service work.  Specify the name/contact that can serve as a reference for each.

· If you have many such contracts, you can provide a brief summary. 

· If you are a subsidiary of a national firm, summarize the contracts that represent your local office.   







		     



		Proposal Expiration

		



		The Vendor understands that it’s Offer is valid until the date the City awards a Vendor Contract or rejects all offers.  









		Emergency Contact Information

Certain contract products or services may be valuable during a 24-hour emergency. If you have alternative contact information for emergency response during non-business hours, please provide below.  



		Contact Name

		     



		Emergency Phone Number

		     



		Back-up Emergency Phone Number

		     



		If your company has locations outside Seattle that can be called upon in an emergency for these products or services, please list:

		     







By signing below the Vendor certifies that its responses contained herein are accurate to the best of its knowledge.   



		Print Name and Title of Signor 

		



		

		Signature of Authorized Representative of Vendor: 







		














City Non Disclosure Request 



If you believe any statements or items you submit to the City as part of this bid/response are exempt from disclosure, you must identify and list them below.  You must very clearly and specifically identify each statement or item, and the RCW exemption that applies.  If awarded a City contract, the same exemption status will carry forward to the contract records.  



The City will not exempt materials from disclosure simply because you mark them with a document header or footer, page stamp, or a generic statement that a document is non-disclosable, exempt, confidential, proprietary, or protected.  You may not identify the entire page, unless the entire page is within the exemption scope. Only records properly listed on this Form will be protected and withheld for notice.  All other records will be considered fully disclosable upon request. 





|_|    I do not request any information be withheld.



|_|    I request the following specific information be withheld.  I understand that all other information will be considered public information.  For each statement or item you intend to withhold, you must fill out every box below.  You should not require an entire page withheld; only request the specific portion subject to the exemption. 



		Document Page: 

Specify the page number on which the material is located within your submittal package  (page number)

		Statement:

Repeat the text you request to be held as confidential, or attach a redacted version. 

		RCW Exemption:  

Specify the RCW exemption  including the subheading



		



		

		



		



		

		



		



		

		









For this request to be valid, you must specify the RCW provision or other State or Federal law that designates the documents as exempt from disclosure.  For example, potential RCW exemptions include the following:

1.  RCW 42.56.230.3 – Personal information -  taxpayer 

2. RCW 42.56.230.4 – Personal information – Credit card numbers and related

3. RCW 42.56.240 -  Investigative, law enforcement and crime victims

4. RCW 42.56.250 – Employment and licensing – specify the applicable subheading

5. RCW 42.56.260 - Real estate appraisals

6. RCW 42.56.270 (Items 1 through 17) – specify which subheading.

7. RCW 42.56.270 (items 1 through 17) – specify applicable subheading

8. RCW 42.56.420 - Security






Equal Benefits Compliance Declaration



Please declare one (1) option from the list below that describes the Contractor’s intent to comply with Seattle Municipal Code Chapter 20.45 should you win the contract. 

Equal Benefits applies to any contractor location in the United States where substantive contract work is being performed (work directly related in a substantial way to the contract scope and deliverables). 



[bookmark: Check5]|_|	Option A The Contractor makes, or intends to make before contract execution, all benefits available on an equal basis to its employees with spouses and its employees with domestic partners, and to the spouses and the domestic partners of employees, in every location within the United States where substantial work on contract will be performed.  



[bookmark: Check6]|_|	Option B The Contractor does not make benefits available to either the spouses or the domestic partners of its employees.



[bookmark: Check7]|_|	Option C The Contractor has no employees.



[bookmark: Check8]|_|	Option D Collective Bargaining Delay.  Benefits are available on an equal basis to non-union workers, but union workers are subject to a collective bargaining agreement that does not provide equal benefits.



[bookmark: Check9]|_|	Option E Open Enrollment Delay. The first open enrollment period for implementing Equal Benefits is not available until after contract execution



|_|	Option F Cash Equivalent Payment. The Contractor intends to provide a cash equivalent payment to eligible employees in lieu of making benefits available.



|_|	No United States Presence The Contractor does not perform substantial work for the contract in any United State location.



|_|	Non-Compliant The Contractor does not comply and does not intend to comply, and refuses all options provided above.



Equal Benefits Instructions

Seattle Municipal Code Chapter 20.45 (SMC 20.45) requires companies executing a City contract to provide health and benefits that are the same or equivalent to domestic partners of employees as to spouses of employees, and of their dependents and family members.  

1. Carefully fill out the Equal Benefits Declaration. It is essential to your standing in the evaluation process, so it is important to understand and complete the declaration properly. 

2. The Buyer or Coordinator for the solicitation can answer many questions.  However, you may call the general office at 206-684-0444.  Call before you submit your bid to ensure you’ve filled out the form correctly.  

3. "Domestic Partner" is any person who is party to a same-sex marriage that is legally recognized in the place of jurisdiction of the marriage, or as a Domestic Partner with the employer or with a government registry established by state or local law. If the employer does not have a registration system and does not intend to implement one, the City of Seattle has a registration system as an option: http://www.seattle.gov/leg/clerk/dpr.htm

The City will review your responses and make a final determination.  If the information you supply is conflicting or not clearly supported by the documentation that the City receives, the City may reject your entire submittal (bid or proposal) or may seek clarification to ensure the City properly classifies your compliance.  

Companies that select “Non Compliant” will be rejected, unless there is no competitor that is compliant, responsive and responsible.  The City may also find a Bidder “Non Compliant” upon inspection of their program. Be prepared with documentation to support your declaration. All contracts awarded by the City may be audited for equal benefits compliance. Non-compliance may result in the rejection of a bid or proposal, or termination of the contract.
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City of Seattle


Inclusion Plan




		Solicitation Number & Title:

		



		Your Company Name:

		     





Bidders must complete and submit this form with their RFP response. Carefully read the attached instructions.

For questions, call Miguel Beltran, 206-684-4525 Miguel.Beltran@seattle.gov

The RFP instructions for this project identify how many points this Inclusion Plan is given during RFP evaluation.  

Aspirational WMBE Goals.

Propose WMBE utilization goals in the spaces below. These goals represent WMBE utilization the Bidder intends to achieve during contract performance.  The goals should represent a realistic and achievable commitment. WMBE Bidders  may indicate your self-performance as well as work you intend to subcontract to other WMBE firms. See page 4 for instructions. These goals do not need to match, and are not expected to match WMBE Guarantees.

		Project Goals

		



		Specify the percentage participation by woman owned firms.  

		%



		Specify the percentage participation by minority owned firms.

		%



		TOTAL

		%





Strategies.


Describe strategies you intend to use to achieve the aspirational WMBE utilization for this contract.  This may include such strategies as negotiated award to a WMBE firm in lieu of competitive subcontract bids, using WMBE as a tiebreaker per RCW 35.22.650, strategies for self-performance and subcontracting, providing mobilization payments, and offering rapid invoice payments. 

Past Performance


As evidence of your good faith intentions to achieve the WMBE aspirational goals you provide on page 1, describe your past performance on contracts with similar work.  The City may review your past performance on previous City contracts.  Your response should concentrate on achievement when your effort was voluntary (i.e. goals were not mandatory such as a federally-funded DBE requirement), or where you exceeded the regulatory minimum requirement.  

WMBE Guarantees.

This section gives the option to guarantee utilization of certain WMBE firms as evidence of good faith efforts.  If you choose to list WMBE firms, you guarantee to the City and WMBE firm they will be used.  Provide the percentage of total contract value that you guarantee. Please see instructions on page 5.

		WMBE Business Name

		Percent of Contract



		     

		     



		     

		     



		     

		     



		     

		     



		     

		     





		                                                  

		                 



		

		     





Diverse Employment.

If you have a mission or program uniquely committed to hiring workers with employment barriers, veterans, disabled, the chronically unemployed or low income individuals, or woman and minority (if they are underutilized in your profession such as. construction trades), please describe.  The City expects a substantive and highly integrated program, instead of a standard EEO or Affirmative Action policy 

Describe how this mission or commitment would translate directly into placement of such workers to perform the scope of work for this City contract opportunity.


 Inclusion Plan Instructions

WMBE firms include any self-identified or state-certified firm that is at least 51% woman or minority owned (per SMC 20.42). The following may assist bidders:  https://wald1.seattle.gov/dea/registration/ and http://www.omwbe.wa.gov/certification/certification_directory.shtml).   A WMBE does not need to be self-identified and registered within the City’s on-line business registration at time of bid, but must do so before contract execution. 

1. When the City places the Inclusion Plan into the solicitation requirements, the “Bidder” must complete and submit this WMBE Inclusion Plan as part of the RFP response.  If the form is not completed and submitted as part of the response, the bid will be considered non-responsive.

2. The RFP provides the evaluation scoring matrix, which includes how many points this Inclusion Plan will be given in RFP evaluation.  Notes below provide you the context of how points will be considered. The Plan will be evaluated by the City based upon the strength of the good faith efforts to utilize WMBE-owned firms

3. A Prime (i.e. the Bidder, Vendor, the company submitting the proposal) who self-identifies (or is state certified) as a WMBE firm, must complete this form. even if it intends to self-perform.  

4. If you are a WMBE Prime and chose to self-perform elements that are eligible for subcontracting (i.e. work that is discretionary, which a prime may chose to self-perform or subcontract), you may include your self-performance as part of your aspirational goal, and may name your self-performance for such discretionary work within your Guaranteed WMBE utilization. 


5. All work identified in the Plan to be performed by a WMBE firm must be a commercially useful function for the contract scope.


6. The City may discuss the Plan with the apparent successful bidder before incorporating into the contract; the Plan may be amended by mutual consent.


7. For phased work, (for example, an IT project), provide responses as thorough as possible given the scope known.  If future phases require, the City will review the Plan for mutually-agreed upon updates.

Aspirational WMBE Goals (Page 1)


8. These goals are a serious commitment the Prime (i.e. Bidder or Proposer) can reasonably and realistically achieve given good faith efforts.  


9. These aspirational goals, good faith efforts, progress reports, and collaboration with the City are material to the contract. 

10. The Bidder is to provide an Aspirational Goal that is achievable.  Failure to achieve the goal itself is not a material breach, but substantial variance below the Aspirational goal volunteered by the Bidder may measure failed good faith efforts, to establish a reasonable goal and/or build an appropriate effort to achieve the aspirational goal.

11. The Aspirational Goal percentage applies to the entire contract cost.  If change to the contract requires a modification to the percentage, then the City and Prime will discuss whether a greater or lesser goal is appropriate and modify the Plan.


12. The bidder should enter a total WMBE goal on page 1 where indicated.  The City seeks a separate percentage WBE and MBE goal. If the bidder does not provide such goals separately and only gives a total, then the City may seek the two separate percentages after bid opening and rely upon the total for scoring. If the Bidder provides a WBE and MBE goal, but does not total the percentage, the City shall total those percentages to become the total. 

WMBE Guarantee (Page 2)


13. The Prime has the option to list WMBE firms with whom the Prime commits to contract. This does not need, and is not expected, to equal your aspirational goal on page 1.  You may have WMBE firms you can commit at time of bid, but may have other opportunities you are not yet prepared to guarantee. 


14. A WMBE Guarantee should be secured with the WMBE firm in advance of listing on the form.  The City does not require a signed contract in place with the WMBE.

15. Changes to named WMBE Guarantees:   


a.         A named firm includes any WMBE named in the Inclusion Plan with whom the Bidder would Contract if awarded the Contract.  


b.         Any such WMBE that the Prime wishes to substitute during the course of the project must have City Buyer consent through a change order and a demonstrated “good cause.”  “Good cause” shall include the following:


1. Failure of the WMBE to execute a written contract after a reasonable period of time.


2. Bankruptcy of the WMBE.


3. Failure of the WMBE to provide the required bond.


4. The WMBE is unable to perform the work because they are debarred, not properly licensed, or in some other way is ineligible to work.


5. Failure of the WMBE to comply with a requirement of law applicable to subcontracting.


6. The death or disability of the WMBE (if the WMBE is an individual)


7. Dissolution of the WMBE (if the WMBE is a corporation or partnership).


8. If there is a series of failures by the WMBE to perform in accordance with previous contracts.


9. Failure or refusal of the WMBE to perform the work.


c.         If the Prime is making a change to a named WMBE Subcontractor, then the Prime shall use good faith efforts to recruit another WMBE to do the Work. 


Diverse Employment (Page 3)


a. Corporate EEO policies and affirmative action policies are not indicative of a unique employment mission.


b. A response is not required, if you have no such program within your company and/or you do not have a unique mission as part of your business purpose.
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City of Seattle RFP-SPD-3640

Title: Body-Worn Video System

		Item #

		Minimum Qualification

		Complies

		Does Not  Comply

		If you comply, describe how you meet the minimum qualification.  Attach additional documentation if necessary



		1

		Vendor must have successfully performed at least one implementation (cameras, software and implementation) with a public or private agency of similar size to the City of Seattle with volumes and services that are similar to those expected by the City for this contract.



		

		

		



		2

		Vendor must be either the manufacturer of the software or be an Authorized Reseller.  If the Vendor is not the manufacturer, you must submit with the proposal a current, dated, and signed authorization from the manufacturer that the Vendor is an authorized distributor, dealer or service representative and is authorized to sell the manufacturer's products.  Failure to comply with this requirement may result in bid rejection.  This includes the certification to license the product and offer in-house service, maintenance, technical training assistance, and warranty services, including available of spare parts and replacement units if applicable.



		

		

		







MINIMUM QUALIFICTIONS

The following are minimum qualifications the proposer must meet to submit a bid.  Responses must show compliance to these minimum qualifications. The City reserves the right, but is not obligated, to clarify if compliance to the minimum qualifications is not clear in proposer’s response. Those not responsive shall be rejected by the City without further consideration:
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City of Seattle RFP-SPD-3640

Title: Body-Worn Video System



MANDATORY TECHNICAL REQUIREMENTS

Please check the applicable box to signify compliance or non-compliance to each mandatory technical requirement.  If you do comply, describe exactly how you achieve each requirement.  The determination that you have achieved all the mandatory technical requirements will be made from this document or a document with the same information.





		CATEGORY

		REQUIREMENT

		MEET REQUIREMENT? (Y/N)

		IF YES, INDICATE WHERE IN THE PROPOSAL THE SUPPORTING DOCUMENTATION IS LOCATED



		1. Camera

		The device prohibits recordings from being edited or deleted (except via data management software, once recordings have been transferred) and should not overwrite existing data before they have been transferred.

		

		



		

		The device does not cause and is not subject to electromagnetic interference with nearby electronic equipment and radio communication systems. 

		

		



		

		The device operates as normal within the range of -10 to +40 degrees Celsius.

		

		



		

		The device has a minimum IP54 rating.

		

		



		

		Camera in focus within the range of 0.5 m to infinity without adjustment.

		

		



		

		Activating and deactivating the recording requires physical sliding of a switch or pressing of button, which provides physical feedback to the operator such as a click, or an audible beep or vibration. If remote capable, then a click or audible beep or vibration needs to identify the officer of engagement by remote means.

		

		



		

		Camera must use non removable storage.

		

		



		

		Camera must provide storage to record a full shift (9 hours) at the minimum frame rate.

		

		



		

		There needs to be an indicator on the camera that shows battery charge level/status.

		

		



		

		Camera must operate at full functionality as a standalone system.

		

		



		2. Camera Recording/Output

 

 

 

 

 

 

 

 

 

 

		If the cameras are capable of 720P resolution, it must be the encoded sample rate and not achieved only through the use of a playback line-double process at that resolution.  

		

		



		

		The video Codec (Compression) must be H.264/MPEG4-10 or equivalent technology supporting the inclusion of required metadata.

		

		



		

		If H.264,the codec, must meet recommendations set forth by ITU-T H.264 International Standard ISO/IEC 14496-10 (02/2014).

		

		



		

		The video must not encode a Group of Pictures greater than 30 frames.  (Reference frames shall be no further than 30 frames apart.)

		

		



		

		The device should have fixed frame rate

		

		



		

		 The device shall produce an effective and consistent video through automatic exposure, automatic white balance, and automatic illumination source. 

		

		



		

		The device records each incident in a separate file, which is labelled with a unique file name. It may be necessary for long incident recordings to be split across files (i.e. more than one file per incident), but there no loss of information or video.

		

		



		

		Cameras are configurable to record a range of pre-event buffer times.

		

		



		

		Audio Quality: Variable Bit Rate or Constant Bit Rate at 128 kbps or higher, 44.1 kHz or 48 Khz audio sampling, and a bit depth of 8-bit or higher. 

		

		



		

		The system must be capable of clearly capturing conversational speech at a distance of 1 meter on a still day.

		

		



		

		The System must be capable of demonstrating an industry standard method of validating the reliable transfer of data from the recorder to the backend storage system.  A digital signature must be produced that can be used to validate the transfer of data.

		

		



		

		The device must be capable of recording audio simultaneously and time synchronized with video

		

		



		

		The device must record at least 29.97 frames per seco, day and night, and there shall be no dropped frames.

		

		



		3. Camera Integration and Metadata

		The recorded footage must contain a date and time stamp (hrs:mins:secs). The date and time stamp shall be exported with the imagery, without employing lossy compression, in a format that is readable in third party software. There must be a means by which the user/administrator can calibrate the date and time displayed by the device.

		

		



		

		The footage time and date are regularly and automatically checked and calibrated via an external clock signal and the frequency of those checks in configurable. This must include automatic adjustment for DST changes.

		

		



		

		The device must have a unique ID that is embedded within every video file (as metadata).

		

		



		4. Camera Uploading and Charging

 

 

		Device exports all recorded footage to data archiving/management system in its original file and format without loss of quality or associated metadata.

		

		



		

		The audit log must display the video file name and the hash value (digital fingerprint) of the media before upload.

		

		



		

		Battery: Camera must operate on standby mode at least 12 continuous hours on one charge.

		

		



		

		If field replaceable, the batteries must be recyclable.

		

		



		5. Quality Controls

		Loss of power must not cause data to be lost/corrupted.

		

		



		

		Camera must indicate if it is not meeting minimum operating standards

		

		



		6. Inventory Controls

		The log must record what cameras are associated with what officers at all times

		

		



		

		The log must record what videos are associated with what cameras at all times

		

		



		7. VMS Access

 

 

 

 

 

		Only authorized users will be able to access and view videos

		

		



		

		VMS supports multifactor authentication to ensure and enable authorized users only to securely access videos from an authorized device.

		

		



		

		The BVMS solution must integrate with SPD Active Directory (AD)

		

		



		

		VMS user access roles, rights, and privileges must be roles-based and must be configured restrict all users from the ability to delete files.

		

		



		

		Must support Active Directory individuals or groups

		

		



		

		Must meet City Standard for Microsoft Active Directory (AD). 

		

		



		

		Must meet City standard for Seattle Web services architecture.

		

		



		8. VMS User Experience

		System must allow users to be able to export video of the video file (such as for storage, copy to a thumb drive, burn a DVD, etc.)  that users are authorized to view.

		

		



		9. VMS User Data

		The system must allow end user to provide justification for viewing and exporting media.

		

		



		10. Chain of Custody

 

 

 

 

 

		The system/solution must generate and maintain forensically-sound and meaningful event and audit logs, such as to include date/time, user identification, actions taken, files affected, and source/destination information.

		

		



		

		The log must be able to determine if a video has been tampered with or has had attempts to tamper with, and alert a specified individual or group.

		

		



		

		The audit log must be configurable to extend to prosecutor and court use of VMS, if applicable.

		

		



		

		Users must authenticate to view, download or review video

		

		



		

		The solution must maintain audit logs of who accessed which video, when and actions taken

		

		



		11. Redaction



		The redaction method/process must be permanent when shared and separate from the original video. It must not employ a technique that can be reversed for the purpose of reconstructing the original data. 

		

		



		

		The redacted video file must be retained and easily retrievable for future use. 
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Vendor’s Name: 







City of Seattle RFP-SPD-3640

Title: Body-Worn Video System

Management Response



Company Information

Company Experience 

1. How many years has the company been engaged in implementing Licensing and Taxation* packaged software systems similar in size to the City of Seattle in public or private environments?  Please describe implementation projects most comparable to the solution being proposed to the City.

2. Please provide a brief company history and overview.   

		

Company Organization

		Please attach an organization chart.



		



		How many employees does the company have associated with Licensing and Taxation systems?

		United States                        # employees



Pacific Northwest

WA, OR, ID, AK:                  # employees



Outside the  US:                     # employees





		How many employees are associated with these types of products/systems does the company have in each of the following categories?



		Customer Support:                 # employees



Installation & Training:          # employees



Product Development:           # employees



Sales, Marketing:                   # employees



		Average annual staff turnover rate for employees in key staff positions

		



		Location of office that will serve as the primary contact during implementation

		

     



		Does the company have any user group support organizations?

		Yes |_|              No|_|     



Title of Organization:



		Identify the closest meeting location that your company has for the Seattle area

		













Current Commitments

As an Attachment, list at least ten of the highest dollar contracts currently held by your firm. If you have held less than ten, list all that have been held.  For each contract, state the client’s name, a brief description of the items provided by your firm, the dollar value of the contract, the approximate share of current income derived from the contract, and the expected contract termination date.   



Attach a discussion that addresses how these or other current commitments affect the ability to support the City scope of work.  Explain any staffing and schedule overlaps, and how the Vendor proposes to ensure that such commitments or potential overlaps will not affect the City of Seattle schedule and project delivery.



Previous Experience 

As an Attachment, list all contracts with similar scope and magnitude held within the previous five years.  If you are a national company, you may list all contracts held by the office that will serve the City of Seattle. Provide: Client’s name, contact person’s name, title, telephone number and/or email address, the dollar value of the contract, the contact start and completion dates, and a brief description of the items provided by your firm.  Indicate whether the contract was similar in size, scope, and/or complexity as required by the City in this solicitation.  



The clients listed by the vendor may be contacted and used as references, along with other sources that may be provided to the City in your response or that are otherwise known to the City.  Although the City anticipates completing reference checks during the final round of the process, the City and/or the evaluation team may contact the Vendor’s clients or other sources in addition to those specifically provided by the vendor, at any time to assist the City in understanding the product/services.





Terminations 

If any, list any contracts that have been terminated before the project completion in last five years with your firm (if you are national company, list those terminations for the office that will serve the City of Seattle).  Indicate whether contract was terminated for Default (defined as a notice to Vendor to stop performance due to Vendor’s non-performance or poor performance) and whether the issue was (a) not litigated; or (b) litigated and such litigation determined the Vendor to be in default.  If any, attach a description of the deficiencies in performance and describe whether and how the deficiencies were remedied.  The City will evaluate the information and may also at its sole discretion, reject the Vendor’s Response if the information indicates that completion of a contract resulting from this solicitation may be jeopardized by the responsibility history of this Vendor.  These may be contacted as a resource to the City for assessing references and responsibility.

Have you had any early Contract Terminations?   		Yes |_|              No|_|     

If yes, are termination descriptions attached?  		Yes |_|              No|_|     



Prime Contractor 

If your proposal includes hardware, software and services from a third party, the Company must act as prime contractor for procurement of all proposed products and services.  Prime contractor shall be the sole point of contact for contractual issues including payment of any and all charges resulting from the purchase of the proposed hardware, software, and services.  Prime contractor must take responsibility for demonstration, delivery, installation, and acceptance testing of all items proposed.  Prime contractor must also provide maintenance, warranty and ensure third-party warranties are extended to City.



1.  Will Vendor utilize Subcontractors?:   Yes |_|              No|_|     



2.  If yes, attach a clear description of how you as prime contractor will direct work of all subcontractors to ensure the quality and timeliness of work performed by the Company and all subcontractors.      Attached?  Yes |_|              No|_|     

If you responded yes and are utilizing subcontractors (or third party vendors), then also complete the following chart.

		Third Party Vendor Name

		Number of previous partnerships with this Vendor

		Location of Previous Partnerships with this Vendor

		Description of Installed and Configured Service



		Project Management Services

		     

		     

		     



		Application Software Programs

		     

		     

		     



		Other Software

		     

		     

		     



		Training

		     

		     

		     



		Client Devices/Hardware

		     

		     

		     



		Data Base Administration

		     

		     

		     



		Networking/Infrastructure

		     

		     

		     



		Security

		     

		     

		     



		Data Conversion Development

		     

		     

		     



		External System Interfaces Development

		     

		     

		     



		Functional/Business  Analysis

		     

		     

		     



		Testing

		     

		     

		     



		Deployment

		     

		     

		     







Prime – No Subcontracting

For vendors offering a solution provided as a prime vendor with no subcontractors, describe whether any component within the product offering has been previously owned by another company. For example, if your company purchased an image scanning system from another company and then integrated it with your software application, you must divulge the image scanning software’s ownership history. 



Project Approach and Schedule

Proposed Project Approach

Attach a discussion of your proposed project approach, including a detailed project plan.



Project Organization

Provide a diagram that illustrates the Vendor’s project organization.  Include the names of key project staff and any subcontractors.  Identify all internal and external communication paths, including within the Vendor’s project staff and between the Vendor and City project staff.



Proposed Schedule and List of Deliverables

Attach a proposed schedule and list of deliverables.  Include dates, time and acceptance periods.



Projected Resources Required by City of Seattle

Based on past experience with projects of this size and scope, please describe the level of staffing support required of the City during the following project phases:

Development of the Detailed Design Document

Project implementation

Warranty

Post-warranty

Please be specific in describing the number of positions required, roles, responsibilities, and prerequisite skills of all staff members.



Training Proposal 

Attach a proposal for training to the City of Seattle. Identify any associated costs.





Proposed Staff

Project Team Matrix

Complete the matrix with the number of years of experience for each proposed team member/key staff in each subject area. 



		Team Member Name:

		Years of Experience in Project Manager:

		Years of Experience in Business Analysis

		Years of Experience Training

		Years of Experience servicing Public Sector Clients



		

		     

		     

		     

		     



		

		     

		     

		     

		     



		

		     

		     

		     

		     



		

		     

		     

		     

		     



		

		     

		     

		     

		     



		

		     

		     

		     

		     









Key Staff 

Describe the project roles and responsibilities for each key staff member and sub-contractor identified in the Project Organization diagram.



Key Staff Experience and References

Vendor shall provide resumes and three (3) references from previous clients for all key staff members.  Resumes for each person shall include the following information:



· Current position with the Vendor

· Years with the company

· Project position to be staffed

· Education and Training

· Work experience, including past positions with the Vendor’s company

· Technical skills and qualifications relevant to the project

· Specific description of experience in working with the proposed software/system, including experience in system design, installation, support, training or management



The references may be contacted along with other sources that may be provided to the City in your response or that are otherwise known to the City.  Although the City anticipates completing reference checks during the final round of the process, the City and/or the evaluation team may contact the Vendor’s clients or other sources in addition to those specifically provided by the vendor, at any time to assist the City in understanding the product/services.



Location of Key Staff or Project Team

The City prefers to work with a Vendor that has key staff or project teams located near The City.  Provide  a list that describes the geographic distribution of key staff members.  If key staff members or project teams are available to work locally, please provide information regarding the duration of their availability.



Key Staff Assignment Priority

In responding to this RFP, Vendor warrants that any key staff members identified by the Vendor 

and accepted by the City shall be dedicated to the City’s project as that person’s primary assignment for the duration of such person’s employment by the Vendor and that any change in assigned key staff is subject to prior City approval in writing.



Project Management

Designate the Project Manager who will have overall, daily responsibility for the project.  This person will be responsible for the Vendor’s project management and coordination with the City.  

Provide an organizational chart that shows the Project Manager’s reporting relationships within the Vendor’s organization. The Vendor should also describe the type and level of authority vested in the Project Manager in regards to coordinating the Vendor resources in support of the project.

[bookmark: _Ref525445561]Project Manager Qualifications

The Vendor must provide detailed information regarding the designated Project Manager’s experience with projects of similar size and complexity. In addition to the information provided above, list and describe all projects performed by the Project Manager for similar work.





Future Support and Enhancements



Future Software Support

If Vendor proposes software customization, discuss and describe how customized software is supported.





Software Version Upgrades

Provide a brief history of system software version upgrades released by the Vendor over the past two (2) years.  Provide information on planned system software upgrade releases by the Vendor.  Include the following information:

Upgrade version number

Planned release date

Feature changes

Associated upgrade costs to clients

[bookmark: _Toc524485052][bookmark: _Toc524754238][bookmark: _Toc526492435][bookmark: _Toc528557491][bookmark: _Toc529153551]

Future Functional Enhancements to Base Software 

[bookmark: _Toc524485053][bookmark: _Toc524754239]Methodology

The Vendor should explain the methodology used for implementing future functional enhancements to the base Licensing and Taxation system software.

[bookmark: _Toc524485054][bookmark: _Toc524754240]Enhancement Protection

The Vendor should explain how the City might avoid unwanted future enhancements.
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[bookmark: _GoBack]City of Seattle Security Response – RFP-SPD-3640	

	1

[bookmark: _Toc142107254][bookmark: _Toc353359682]Vendor’s Name:

Security Response

Please respond in the space following the questions below. Please expand on any “Yes/No” answers with a paragraph or two of explanation. Fields provided may be expanded.

		1. Please provide and/or describe your IT governance, information security, compliance, privacy, and/or risk management organization, strategy, and policies/procedures.  Include a description of applicable organization/personnel responsible for security, risk, compliance, and privacy (e.g., roles/responsibilities, number of dedicated employees, qualifications/background, etc.).



		2. Do you have an individual designated with the responsibility for information security, such as a Chief Information Security Officer? If so, please provide full name with job title and/or role.



		3. Do you have an individual designated with the responsibility for privacy, such as a Chief Privacy Officer? If so, please provide full name with job title and/or role.



		4. What applicable certifications, registrations, and/or qualified assessments are current and you maintain for the proposed systems and services, such as: 

- ISO/IEC accreditation/certification (e.g., ISO/IEC 27001,others)

- Service Organization Control (SOC) 2, Type 2

- CJIS
- Other: (please explain)

For each of the above, please note which proposed products/services are included/covered and how such compliance is assured/validated, such by qualified third party. 

If not currently compliant or if unable to achieve compliance, please explain.



		5. Do you have information security policies, procedures, and standards formally established, documented, implemented, and periodically reviewed and approved by an appropriately designated individual or group?



		6. Do you have system, service, and/or data integrity and availability policies, procedures, and standards formally established and periodically reviewed, updated, and approved by an appropriately designated individual or group?



		Please indicate the applicable security, system, service, and/or data integrity and availability policies, procedures, and standards established and in place, such as:



A. Assigning responsibility and accountability for system and information security; system development, changes, and maintenance; and availability and data integrity

B. Ensuring the identification of and compliance with applicable legal and regulatory requirements, internal and external commitments, service level agreements, and other requirements and expectations

C. Identifying, documenting, communicating, and enforcing the system availability, service level agreement, and related security requirements of customers and stakeholders

D. Classifying data based on its criticality and sensitivity and that classification is used to define protection requirements, access rights, and access restrictions, and retention and destruction requirements

E. Assessing risks, threats, and vulnerabilities on a periodic basis

F. Identifying, documenting, and implementing the security requirements of authorized users (such as least-privileged and role-based access)

G. Adding new users, modifying the access levels of existing users, and promptly revoking user access when no longer needed or appropriate

H. Providing training, education, awareness, and other resources to support information security and related policies

I. Preventing, detecting, and responding to unauthorized activity and access, tampering, or disruption

J. Identifying, mitigating, and responding to real or suspected security breaches, policy violations, and other incidents

K. Addressing how reports, complaints, and requests relating to system availability and related security issues are resolved

L. Testing, evaluating, authorizing, and communicating changes before implementation

M. Ensuring systems are developed and maintained and validated as being secure (secure development practices, security and penetration testing, etc.)

N. Handling of exceptions and situations not specifically addressed in its system availability, data integrity, and related security policies

O. Monitoring system performance and capacity to achieve customer commitments or other agreements regarding service and availability

P. Recovering and continuing service in accordance with documented customer commitments or other agreements

Q. Requirements of third parties that reflect the requirements the vendor is subject to





		7. How is physical security ensured, such as for personnel/visitor facilities access, designated rooms for servers, etc.?



		8. Please explain your methodology for conducting manual and automated system security and vulnerability assessments and penetration tests, to include who performs the testing, what tools/methods are used, what is tested, and how often. 



		9. Have you had your system/services security tested by an objective, certified  third party using a suitable standard, such as OWASP, which tests against 10 top common web application vulnerabilities (cross-site scripting, SQL injection, etc.; see (www.owasp.org).  Please briefly provide any relevant explanation of test results and remedial action.   A copy of your test results must be provided within the Mandatory Technical Requirements section.   



		10. What software development security standards does your organization adhere to?  What does your secure development program consist of?



		11. Please describe your incident response and breach notification stance applicable to your proposed solution. Are you willing and able to notify the City within 24 hours of being made aware of a real or suspected security incident?



		12. Are vendor third parties contractually obligated to maintain security controls? How is compliance verified?



		13. If you use any third party service providers in the development and/or maintenance of the proposed solution, please specify the parties by name and applicable service(s) provided.



		14. How do you ensure your third party service providers (and any applicable third parties they use) adhere to policy and contractual requirements and expectations, including those that could affect your proposed solution to the City?



		15. Are vendor third parties periodically audited for compliance with security obligations? Are those audit results available for review by the City?



		16. Did the your last system security and vulnerability assessments and/or penetration tests result in any medium- or high-risk security vulnerabilities identified? If any, have the specific findings been appropriately addressed?



		17. As part of your proposed solution, will you be including an manual and automated system security and vulnerability assessments and penetration tests?



		18. Please describe how the City's data will be accessed and safeguarded before, during, and after implementation (e.g., who can access it and why, how such access is enabled and controlled, etc.). Are there different levels of access within your organization?  Are those accesses logged and periodically reviewed?



		19. How do your employees gain access to City systems and data? Are there different levels of access?  Is such activity logged and periodically reviewed for appropriateness?



		20. How do you restrict your personnel and any applicable third parties from printing, saving, copying, and/or disseminating City data?



		21. Please provide a summary of all electronic components included as part of your proposal to enable and facilitate the operation of your proposed solution, such as all software, services, downloadable content, and licenses.



		22. Please provide a summary of all physical components included as part of your proposal to enable and facilitate the operation of your proposed solution, such as: all hardware, devices, removable hard drives and media, sound cards, mixers, servers, monitors, USB devices, back-up/replication systems, DVD burners, CDs, physical security and/or anti-tampering safeguards, and operation manuals.



		23. Please describe how your proposed solution, data center, and associated systems and data are to be hosted and maintained, including physical location.



		24. Does any part of your proposed solution require or allow any external connectivity, such as to enable any integrations, batch processing, services, or to perform troubleshooting or support from a remote location?



		25. Do the systems involved in your proposed solution use encryption when processing, in transit, and at rest? What methods, algorithms, and key sizes are used?  Who owns and controls the keys?



		26. Please describe the system/user access, password, authentication, security configuration available to be  configured and enforced by your proposed system and solution.



		27. Does the system support role based access control?



		28. Does the system use Active Directory for Authentication?



		29. Does the application automatically log off inactive users?



		30. Does the application limit access by user role?



		31. Do or will all user interfaces require, at minimum, a unique user ID and strong password? If so, please describe, also noting any password strength requirements, password reset/recovery procedures, account locking after a set number of failed authentication attempts, etc.



		32. Will the products, systems, and services be delivered and maintained free of defects?
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City of Seattle Security Response - RFP-SPD-3640	

	1

[bookmark: _Toc142107254][bookmark: _Toc353359682]Vendor’s Name:

Architecture Response

Please respond in the space following the questions below. Please expand on any “Yes/No” answers with a paragraph or two of explanation. Fields provided may be expanded.  “N/A” may be answered for questions that are not applicable to your proposed solution.  This document will not be scored.

		 

Please provide a detailed explanation of the proposed solution.



		What are the different components of the solution (software and hardware)?



		Where are these components hosted?



		Please provide a detailed architecture diagram of the entire system.



		What does the system landscape look like in terms of development, quality assurance, production and training systems, if applicable?



		How does the solution scale? Does it scale horizontally?



		What are the SLA’s for availability of the system? 



		Which performance metrics of the solution do you track?  



		Have you done load and stress tests in previous implementations? Can you share results?



		How does the solution provide back-up, business continuity and disaster recovery?



		What are the connectivity / network / bandwidth requirements of your solution? 



		How does the solution address information security?



		What levels of data encryption does the solution provide (at rest, in transit)?



		How does the solution handle identity and access management?



		What are the authentication capabilities that the solution offers?



		What capabilities for roles-based access and authorization (security profiles, roles, …) do the various components of the solution provide?



		What are the integration capabilities of the solution?



		What search and reporting capabilities does the BVMS system provide? 



		Please describe the technical details of the storage solution related to the BVMS system.



		Which current or future analytics capabilities based on the captured metadata does the solution provide or enable?



		To which extent is the solution configurable (as opposed to requiring customization or custom development)?



		Does the solution provide the capability to include / upload content from sources other than the BWC system?  If so, which formats are supported (audio, video, etc.)?



		What is the product / development lifecycle of the solution? How often do you provide new versions / upgrades?



		Does any hardware or software component of the solution involve a third party? If so, please provide a list of all third parties involved.



		Describe the camera/device video file storage capacity.



		Describe any backup system/services that preserves and can recover video files/data.



		Describe assurances that the systems provided are free from malware, back-doors, etc.



		Describe system issue/performance logging/monitoring.



		Describe GPS/geolocation and any calibration and accuracy expectations, if applicable.



		Describe date/time synchronization of camera/device to systems/services.



		Describe lifecycle/lifespan of digital recording/storage media, etc.



		Describe access control safeguards to ensure systems/data cannot be accessed from an unexpected/unauthorized location (such as from a higher-risk foreign IP address)
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Cost Proposal.xlsx
Instructions

		PRICING SHEET INSTRUCTIONS

		Base your pricing on the following elements:

		1		850 Police Officers and 50 Administrative User Licenses

		2		Base your pricing to include the "Basic" or lowest level of annual maintenance.  

		3		Your pricing proposal must include everything necessary to provide a complete end-to-end solution.













Vendor Pricing Sheet

		PRICING RESPONSE - RFP-SPD-3640



		Instructions to Vendor:

		1		Provide pricing details below to supply a full end-to-end solution for 850 police officers and 50 administrative users.

		2		This price shall include hardware, software, implementation, customization and reoccurring annual costs.  

		3		List any pricing assumptions and/or notes below the spreadsheet.

		4		For on premise solutions, the City will add "fully loaded" labor costs for system administration and hardware costs.

		6		Entries in each table are meant to be examples. You may change/add/delete these entries as necessary to formulate your cost proposal.



				HARDWARE COSTS                                                                                                          List all hardware costs associated with the solution here.  Project components listed below are meant to be examples.  Please edit/change/delete as necessary.

												Five Years Extended Price

				Project Component		PHASE or
TYPE		QUANTITY
(if applicable)		UNIT COST
(if applicable)		COST 
2016		COST
2017		COST
2018		COST
2019		COST
2020		Total

				Cameras 		One-Time																$0.00

				Mounts		One-Time																$0.00

				Docking Equipment		One-Time																$0.00

				Charging Equipment		One-Time																$0.00

				  Annual Hardware Support &   Maintenance		Annual																$0.00

																						$0.00

																						$0.00

										 		 										$0.00

																						$0.00

				TOTAL								$0.00		$0.00		$0.00		$0.00		$0.00		$0.00







				SOFTWARE COSTS                                                                                                                                                                                                               List all software costs associated with the solution here. Project components listed below are meant to be examples.  Please edit/change/delete as necessary.

												Five Years Extended Price

				Project Component		PHASE or
TYPE		QUANTITY
(if applicable)		UNIT COST
(if applicable)		COST 
2016		COST
2017		COST
2018		COST
2019		COST
2020		Total

				Software License Costs		Annual																$0.00

				Hosting Set-Up Cost		One-Time																$0.00

				Recurring License / Maintenance / Support / Hosting Costs		Annual																$0.00

																						$0.00









																						$0.00

																						$0.00

																						$0.00

				TOTAL								$0.00		$0.00		$0.00		$0.00		$0.00		$0.00





				SOFTWARE IMPLEMENTATION COSTS                                                                                                                                                                                                               List all software implementation costs associated with the solution here

												Five Years Extended Price

				Project Component		PHASE or
TYPE		QUANTITY
(if applicable)		UNIT COST
(if applicable)		COST 
2016		COST
2017		COST
2018		COST
2019		COST
2020		Total

				Project planning		One-Time																$0.00

				Testing		One-Time

				Migration of existing data		One-Time

				Integration with existing data, asset data and Active Directory		One-Time

				User provisioning and security		One-Time

				Training IT Compliance staff		One-Time																$0.00

				Customization		One-Time																$0.00

																						$0.00

				TOTAL								$0.00		$0.00		$0.00		$0.00		$0.00		$0.00



				TOTAL COST OF COMPLETE END-TO-END SYSTEM																		$0.00



				ADDITIONAL USERS                                                                                                         Not to be included in evaluation portion but City reserves the right to purchase additional licenses at the listed prices during the duration of the contract.

				The City foresees adding additional users in the future.  Please provide the types licenses and the prices for additional users.  The current City environment is available on the Instructions page of this Pricing Sheet.  The City does not guarantee the addition of additional users, but reserves the right to purchase these products at the listed prices during the duration of the contract.

				Item		Annual Cost		Notes

						$0.00

						$0.00

						$0.00

						$0.00

						$0.00

						$0.00



				PRICING ASSUMPTIONS AND ADDITIONAL NOTES                                                  Not to be included in evaluation portion.  Enter any other pertinent information that will help the City understand your proposed costs.

				If you offer discounts (i.e. bundle discount vs. line item purchases), enter that information here, or attach a separate sheet.  Any alternative pricing options may also be entered here.

				 

















				1. Prompt Payment Discount:  _________%____ days.  Note:  Prompt payment discount periods equal to or greater than 10 calendar days will receive consideration and bid pricing will be reduced for evaluation by the amount of that discount.

2. Interlocal Agreement: The City of Seattle has entered into Interlocal Agreements with other governmental agencies pursuant to RCW 39.34, in lieu of those agencies conducting a separate competitive bid.  Does Vendor agree to provide this product or service to such agencies?           

Yes:______ No:_________


By submitting this Proposal, Vendor acknowledges he/she has read and understands the entire Request for Proposals and agrees to comply with its terms and conditions.  The Vendor also agrees to fulfill the offer made in their proposal through any subsequently awarded Contract.


Full Legal Name of Company: ___________________________________________


Signed By:_______________________________


Printed Name:  ___________________________


Date: _____________



















































&P	




Additional Items

				ADDITIONAL SOFTWARE PRODUCTS - For information only.  Not to be included in evaluation portion.

				Please document any additional on-premise products that the vendor offers. City reserves the right to purchase these products at the listed prices during the duration of the contract.

				Item		First Year License Cost		Reoccurring   Annual Cost		NOTES

						$0.00		$0.00

						$0.00		$0.00

						$0.00		$0.00

						$0.00		$0.00

						$0.00		$0.00

						$0.00		$0.00

						$0.00		$0.00

						$0.00		$0.00



				ADDITIONAL HARDWARE PRODUCTS - For information only.  Not to be included in evaluation portion.

				Please document any additional hosted products that the vendor offers. City reserves the right to purchase these products at the listed prices during the duration of the contract.

				Item		 Cost		NOTES

						$0.00

						$0.00

						$0.00

						$0.00

						$0.00

						$0.00

						$0.00

						$0.00



				ADDITIONAL MAINTENANCE PLANS - For information only.  Not to be included in evaluation portion.

				Please document any additional maintenance plans that the vendor offers. City reserves the right to purchase these products at the listed prices during the duration of the contract.

				Item		Annual Cost		Notes

						$0.00

						$0.00

						$0.00
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Title: Body-Worn Video System



		Item #

		Company Name

		Contact Person

		Telephone Number

		Product and Services Used and Date of Delivery



		1

		

		

		

		



		2

		

		

		

		



		3

		

		

		

		



		4

		

		

		

		



		5

		

		

		

		





REFERENCES

A reference list of a minimum (3) different companies who have used of the Vendor’s product and services. The list shall include the company name, contact person, telephone number, basic rating of transformer sold and date of delivery.
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Form    W-9
(Rev. December 2014)
Department of the Treasury  
Internal Revenue Service 


Request for Taxpayer 
Identification Number and Certification


Give Form to the  
requester. Do not 
send to the IRS.
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2.


1  Name (as shown on your income tax return). Name is required on this line; do not leave this line blank.


2  Business name/disregarded entity name, if different from above


3  Check appropriate box for federal tax classification; check only one of the following seven boxes: 


Individual/sole proprietor or   
single-member LLC


 C Corporation S Corporation Partnership Trust/estate


Limited liability company. Enter the tax classification (C=C corporation, S=S corporation, P=partnership) ▶  


Note. For a single-member LLC that is disregarded, do not check LLC; check the appropriate box in the line above for 
the tax classification of the single-member owner. 


Other (see instructions) ▶ 


4  Exemptions (codes apply only to 
certain entities, not individuals; see 
instructions on page 3):
Exempt payee code (if any)


Exemption from FATCA reporting


 code (if any)
(Applies to accounts maintained outside the U.S.)


5  Address (number, street, and apt. or suite no.)


6  City, state, and ZIP code


Requester’s name and address (optional)


7  List account number(s) here (optional)


Part I Taxpayer Identification Number (TIN)
Enter your TIN in the appropriate box. The TIN provided must match the name given on line 1 to avoid 
backup withholding. For individuals, this is generally your social security number (SSN). However, for a 
resident alien, sole proprietor, or disregarded entity, see the Part I instructions on page 3. For other 
entities, it is your employer identification number (EIN). If you do not have a number, see How to get a 
TIN on page 3.


Note. If the account is in more than one name, see the instructions for line 1 and the chart on page 4 for 
guidelines on whose number to enter.


Social security number


– –


or
Employer identification number 


–


Part II Certification
Under penalties of perjury, I certify that:


1.  The number shown on this form is my correct taxpayer identification number (or I am waiting for a number to be issued to me); and


2.  I am not subject to backup withholding because: (a) I am exempt from backup withholding, or (b) I have not been notified by the Internal Revenue 
Service (IRS) that I am subject to backup withholding as a result of a failure to report all interest or dividends, or (c) the IRS has notified me that I am 
no longer subject to backup withholding; and


3.  I am a U.S. citizen or other U.S. person (defined below); and


4. The FATCA code(s) entered on this form (if any) indicating that I am exempt from FATCA reporting is correct.


Certification instructions. You must cross out item 2 above if you have been notified by the IRS that you are currently subject to backup withholding 
because you have failed to report all interest and dividends on your tax return. For real estate transactions, item 2 does not apply. For mortgage 
interest paid, acquisition or abandonment of secured property, cancellation of debt, contributions to an individual retirement arrangement (IRA), and 
generally, payments other than interest and dividends, you are not required to sign the certification, but you must provide your correct TIN. See the 
instructions on page 3.


Sign 
Here


Signature of 
U.S. person ▶ Date ▶


General Instructions
Section references are to the Internal Revenue Code unless otherwise noted.


Future developments. Information about developments affecting Form W-9 (such 
as legislation enacted after we release it) is at www.irs.gov/fw9.


Purpose of Form
An individual or entity (Form W-9 requester) who is required to file an information 
return with the IRS must obtain your correct taxpayer identification number (TIN) 
which may be your social security number (SSN), individual taxpayer identification 
number (ITIN), adoption taxpayer identification number (ATIN), or employer 
identification number (EIN), to report on an information return the amount paid to 
you, or other amount reportable on an information return. Examples of information 
returns include, but are not limited to, the following:


• Form 1099-INT (interest earned or paid)


• Form 1099-DIV (dividends, including those from stocks or mutual funds)


• Form 1099-MISC (various types of income, prizes, awards, or gross proceeds)


• Form 1099-B (stock or mutual fund sales and certain other transactions by 
brokers)


• Form 1099-S (proceeds from real estate transactions)


• Form 1099-K (merchant card and third party network transactions)


• Form 1098 (home mortgage interest), 1098-E (student loan interest), 1098-T 
(tuition)


• Form 1099-C (canceled debt)


• Form 1099-A (acquisition or abandonment of secured property)


Use Form W-9 only if you are a U.S. person (including a resident alien), to 
provide your correct TIN. 


If you do not return Form W-9 to the requester with a TIN, you might be subject 
to backup withholding. See What is backup withholding? on page 2.


By signing the filled-out form, you: 


1. Certify that the TIN you are giving is correct (or you are waiting for a number 
to be issued),


2. Certify that you are not subject to backup withholding, or


3. Claim exemption from backup withholding if you are a U.S. exempt payee. If 
applicable, you are also certifying that as a U.S. person, your allocable share of 
any partnership income from a U.S. trade or business is not subject to the 
withholding tax on foreign partners' share of effectively connected income, and 


4. Certify that FATCA code(s) entered on this form (if any) indicating that you are 
exempt from the FATCA reporting, is correct. See What is FATCA reporting? on 
page 2 for further information.
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Note. If you are a U.S. person and a requester gives you a form other than Form 
W-9 to request your TIN, you must use the requester’s form if it is substantially 
similar to this Form W-9.


Definition of a U.S. person. For federal tax purposes, you are considered a U.S. 
person if you are:


• An individual who is a U.S. citizen or U.S. resident alien;


• A partnership, corporation, company, or association created or organized in the 
United States or under the laws of the United States;


• An estate (other than a foreign estate); or


• A domestic trust (as defined in Regulations section 301.7701-7).


Special rules for partnerships. Partnerships that conduct a trade or business in 
the United States are generally required to pay a withholding tax under section 
1446 on any foreign partners’ share of effectively connected taxable income from 
such business. Further, in certain cases where a Form W-9 has not been received, 
the rules under section 1446 require a partnership to presume that a partner is a 
foreign person, and pay the section 1446 withholding tax. Therefore, if you are a 
U.S. person that is a partner in a partnership conducting a trade or business in the 
United States, provide Form W-9 to the partnership to establish your U.S. status 
and avoid section 1446 withholding on your share of partnership income.


In the cases below, the following person must give Form W-9 to the partnership 
for purposes of establishing its U.S. status and avoiding withholding on its 
allocable share of net income from the partnership conducting a trade or business 
in the United States:


• In the case of a disregarded entity with a U.S. owner, the U.S. owner of the 
disregarded entity and not the entity;


• In the case of a grantor trust with a U.S. grantor or other U.S. owner, generally, 
the U.S. grantor or other U.S. owner of the grantor trust and not the trust; and


• In the case of a U.S. trust (other than a grantor trust), the U.S. trust (other than a 
grantor trust) and not the beneficiaries of the trust.


Foreign person. If you are a foreign person or the U.S. branch of a foreign bank 
that has elected to be treated as a U.S. person, do not use Form W-9. Instead, use 
the appropriate Form W-8 or Form 8233 (see Publication 515, Withholding of Tax 
on Nonresident Aliens and Foreign Entities).


Nonresident alien who becomes a resident alien. Generally, only a nonresident 
alien individual may use the terms of a tax treaty to reduce or eliminate U.S. tax on 
certain types of income. However, most tax treaties contain a provision known as 
a “saving clause.” Exceptions specified in the saving clause may permit an 
exemption from tax to continue for certain types of income even after the payee 
has otherwise become a U.S. resident alien for tax purposes.


If you are a U.S. resident alien who is relying on an exception contained in the 
saving clause of a tax treaty to claim an exemption from U.S. tax on certain types 
of income, you must attach a statement to Form W-9 that specifies the following 
five items:


1. The treaty country. Generally, this must be the same treaty under which you 
claimed exemption from tax as a nonresident alien.


2. The treaty article addressing the income.


3. The article number (or location) in the tax treaty that contains the saving 
clause and its exceptions.


4. The type and amount of income that qualifies for the exemption from tax.


5. Sufficient facts to justify the exemption from tax under the terms of the treaty 
article.


Example. Article 20 of the U.S.-China income tax treaty allows an exemption 
from tax for scholarship income received by a Chinese student temporarily present 
in the United States. Under U.S. law, this student will become a resident alien for 
tax purposes if his or her stay in the United States exceeds 5 calendar years. 
However, paragraph 2 of the first Protocol to the U.S.-China treaty (dated April 30, 
1984) allows the provisions of Article 20 to continue to apply even after the 
Chinese student becomes a resident alien of the United States. A Chinese student 
who qualifies for this exception (under paragraph 2 of the first protocol) and is 
relying on this exception to claim an exemption from tax on his or her scholarship 
or fellowship income would attach to Form W-9 a statement that includes the 
information described above to support that exemption.


If you are a nonresident alien or a foreign entity, give the requester the 
appropriate completed Form W-8 or Form 8233.


Backup Withholding
What is backup withholding? Persons making certain payments to you must 
under certain conditions withhold and pay to the IRS 28% of such payments. This 
is called “backup withholding.”  Payments that may be subject to backup 
withholding include interest, tax-exempt interest, dividends, broker and barter 
exchange transactions, rents, royalties, nonemployee pay, payments made in 
settlement of payment card and third party network transactions, and certain 
payments from fishing boat operators. Real estate transactions are not subject to 
backup withholding.


You will not be subject to backup withholding on payments you receive if you 
give the requester your correct TIN, make the proper certifications, and report all 
your taxable interest and dividends on your tax return.


Payments you receive will be subject to backup withholding if: 


1. You do not furnish your TIN to the requester,


2. You do not certify your TIN when required (see the Part II instructions on page 
3 for details),


3. The IRS tells the requester that you furnished an incorrect TIN,


4. The IRS tells you that you are subject to backup withholding because you did 
not report all your interest and dividends on your tax return (for reportable interest 
and dividends only), or


5. You do not certify to the requester that you are not subject to backup 
withholding under 4 above (for reportable interest and dividend accounts opened 
after 1983 only).


Certain payees and payments are exempt from backup withholding. See Exempt 
payee code on page 3 and the separate Instructions for the Requester of Form 
W-9 for more information.


Also see Special rules for partnerships above.


What is FATCA reporting?
The Foreign Account Tax Compliance Act (FATCA) requires a participating foreign 
financial institution to report all United States account holders that are specified 
United States persons. Certain payees are exempt from FATCA reporting. See 
Exemption from FATCA reporting code on page 3 and the Instructions for the 
Requester of Form W-9 for more information.


Updating Your Information
You must provide updated information to any person to whom you claimed to be 
an exempt payee if you are no longer an exempt payee and anticipate receiving 
reportable payments in the future from this person. For example, you may need to 
provide updated information if you are a C corporation that elects to be an S 
corporation, or if you no longer are tax exempt. In addition, you must furnish a new 
Form W-9 if the name or TIN changes for the account; for example, if the grantor 
of a grantor trust dies.


Penalties
Failure to furnish TIN. If you fail to furnish your correct TIN to a requester, you are 
subject to a penalty of $50 for each such failure unless your failure is due to 
reasonable cause and not to willful neglect.


Civil penalty for false information with respect to withholding. If you make a 
false statement with no reasonable basis that results in no backup withholding, 
you are subject to a $500 penalty.


Criminal penalty for falsifying information. Willfully falsifying certifications or 
affirmations may subject you to criminal penalties including fines and/or 
imprisonment.


Misuse of TINs. If the requester discloses or uses TINs in violation of federal law, 
the requester may be subject to civil and criminal penalties.


Specific Instructions
Line 1
You must enter one of the following on this line; do not leave this line blank. The 
name should match the name on your tax return.


If this Form W-9 is for a joint account, list first, and then circle, the name of the 
person or entity whose number you entered in Part I of Form W-9.


a.  Individual. Generally, enter the name shown on your tax return. If you have 
changed your last name without informing the Social Security Administration (SSA) 
of the name change, enter your first name, the last name as shown on your social 
security card, and your new last name.  


Note. ITIN applicant: Enter your individual name as it was entered on your Form 
W-7 application, line 1a. This should also be the same as the name you entered on 
the Form 1040/1040A/1040EZ you filed with your application.


b.  Sole proprietor or single-member LLC. Enter your individual name as 
shown on your 1040/1040A/1040EZ on line 1. You may enter your business, trade, 
or “doing business as” (DBA) name on line 2.


c.  Partnership, LLC that is not a single-member LLC, C Corporation, or S 
Corporation. Enter the entity's name as shown on the entity's tax return on line 1 
and any business, trade, or DBA name on line 2.


d.  Other entities. Enter your name as shown on required U.S. federal tax 
documents on line 1. This name should match the name shown on the charter or 
other legal document creating the entity. You may enter any business, trade, or 
DBA name on line 2.


e.  Disregarded entity. For U.S. federal tax purposes, an entity that is 
disregarded as an entity separate from its owner is treated as a “disregarded 
entity.”  See Regulations section 301.7701-2(c)(2)(iii). Enter the owner's name on 
line 1. The name of the entity entered on line 1 should never be a disregarded 
entity. The name on line 1 should be the name shown on the income tax return on 
which the income should be reported. For example, if a foreign LLC that is treated 
as a disregarded entity for U.S. federal tax purposes has a single owner that is a 
U.S. person, the U.S. owner's name is required to be provided on line 1. If the 
direct owner of the entity is also a disregarded entity, enter the first owner that is 
not disregarded for federal tax purposes. Enter the disregarded entity's name on 
line 2, “Business name/disregarded entity name.” If the owner of the disregarded 
entity is a foreign person, the owner must complete an appropriate Form W-8 
instead of a Form W-9.  This is the case even if the foreign person has a U.S. TIN. 
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Line 2
If you have a business name, trade name, DBA name, or disregarded entity name, 
you may enter it on line 2.


Line 3
Check the appropriate box in line 3 for the U.S. federal tax classification of the 
person whose name is entered on line 1. Check only one box in line 3.


Limited Liability Company (LLC). If the name on line 1 is an LLC treated as a 
partnership for U.S. federal tax purposes, check the “Limited Liability Company” 
box and enter “P” in the space provided. If the LLC has filed Form 8832 or 2553 to 
be taxed as a corporation, check the “Limited Liability Company” box and in the 
space provided enter “C” for C corporation or “S” for S corporation. If it is a   
single-member LLC that is a disregarded entity, do not check the “Limited Liability 
Company” box; instead check the first box in line 3 “Individual/sole proprietor or 
single-member LLC.”


Line 4, Exemptions
If you are exempt from backup withholding and/or FATCA reporting, enter in the 
appropriate space in line 4 any code(s) that may apply to you.


Exempt payee code.
•  Generally, individuals (including sole proprietors) are not exempt from backup 
withholding.


•  Except as provided below, corporations are exempt from backup withholding 
for certain payments, including interest and dividends.


•  Corporations are not exempt from backup withholding for payments made in 
settlement of payment card or third party network transactions.


•  Corporations are not exempt from backup withholding with respect to attorneys' 
fees or gross proceeds paid to attorneys, and corporations that provide medical or 
health care services are not exempt with respect to payments reportable on Form 
1099-MISC.


The following codes identify payees that are exempt from backup withholding. 
Enter the appropriate code in the space in line 4.


1—An organization exempt from tax under section 501(a), any IRA, or a 
custodial account under section 403(b)(7) if the account satisfies the requirements 
of section 401(f)(2)


2—The United States or any of its agencies or instrumentalities


3—A state, the District of Columbia, a U.S. commonwealth or possession, or 
any of their political subdivisions or instrumentalities


4—A foreign government or any of its political subdivisions, agencies, or 
instrumentalities 


5—A corporation


6—A dealer in securities or commodities required to register in the United 
States, the District of Columbia, or a U.S. commonwealth or possession 


7—A futures commission merchant registered with the Commodity Futures 
Trading Commission


8—A real estate investment trust


9—An entity registered at all times during the tax year under the Investment 
Company Act of 1940


10—A common trust fund operated by a bank under section 584(a)


11—A financial institution


12—A middleman known in the investment community as a nominee or 
custodian


13—A trust exempt from tax under section 664 or described in section 4947


The following chart shows types of payments that may be exempt from backup 
withholding. The chart applies to the exempt payees listed above, 1 through 13.


IF the payment is for . . . THEN the payment is exempt for . . .


Interest and dividend payments All exempt payees except 
for 7


Broker transactions Exempt payees 1 through 4 and 6 
through 11 and all C corporations. S 
corporations must not enter an exempt 
payee code because they are exempt 
only for sales of noncovered securities 
acquired prior to 2012. 


Barter exchange transactions and 
patronage dividends


Exempt payees 1 through 4


Payments over $600 required to be 
reported and direct sales over $5,0001


Generally, exempt payees 
1 through 52


Payments made in settlement of 
payment card or third party network 
transactions 


Exempt payees 1 through 4


1 See Form 1099-MISC, Miscellaneous Income, and its instructions.


2 However, the following payments made to a corporation and reportable on Form 
1099-MISC are not exempt from backup withholding: medical and health care 
payments, attorneys' fees, gross proceeds paid to an attorney reportable under 
section 6045(f), and payments for services paid by a federal executive agency.


Exemption from FATCA reporting code. The following codes identify payees 
that are exempt from reporting under FATCA. These codes apply to persons 
submitting this form for accounts maintained outside of the United States by 
certain foreign financial institutions. Therefore, if you are only submitting this form 
for an account you hold in the United States, you may leave this field blank. 
Consult with the person requesting this form if you are uncertain if the financial 
institution is subject to these requirements. A requester may indicate that a code is 
not required by providing you with a Form W-9 with “Not Applicable” (or any 
similar indication) written or printed on the line for a FATCA exemption code.


A—An organization exempt from tax under section 501(a) or any individual 
retirement plan as defined in section 7701(a)(37)


B—The United States or any of its agencies or instrumentalities


C—A state, the District of Columbia, a U.S. commonwealth or possession, or 
any of their political subdivisions or instrumentalities


D—A corporation the stock of which is regularly traded on one or more 
established securities markets, as described in Regulations section         
1.1472-1(c)(1)(i)


E—A corporation that is a member of the same expanded affiliated group as a 
corporation described in Regulations section 1.1472-1(c)(1)(i)


F—A dealer in securities, commodities, or derivative financial instruments 
(including notional principal contracts, futures, forwards, and options) that is 
registered as such under the laws of the United States or any state


G—A real estate investment trust


H—A regulated investment company as defined in section 851 or an entity 
registered at all times during the tax year under the Investment Company Act of 
1940


I—A common trust fund as defined in section 584(a)


J—A bank as defined in section 581


K—A broker


L—A trust exempt from tax under section 664 or described in section 4947(a)(1)


M—A tax exempt trust under a section 403(b) plan or section 457(g) plan


Note. You may wish to consult with the financial institution requesting this form to 
determine whether the FATCA code and/or exempt payee code should be 
completed.


Line 5
Enter your address (number, street, and apartment or suite number). This is where 
the requester of this Form W-9 will mail your information returns.


Line 6
Enter your city, state, and ZIP code.


Part I. Taxpayer Identification Number (TIN)
Enter your TIN in the appropriate box. If you are a resident alien and you do not 
have and are not eligible to get an SSN, your TIN is your IRS individual taxpayer 
identification number (ITIN). Enter it in the social security number box. If you do not 
have an ITIN, see How to get a TIN below.


If you are a sole proprietor and you have an EIN, you may enter either your SSN 
or EIN. However, the IRS prefers that you use your SSN.


If you are a single-member LLC that is disregarded as an entity separate from its 
owner (see Limited Liability Company (LLC) on this page), enter the owner’s SSN 
(or EIN, if the owner has one). Do not enter the disregarded entity’s EIN. If the LLC 
is classified as a corporation or partnership, enter the entity’s EIN.


Note. See the chart on page 4 for further clarification of name and TIN 
combinations.


How to get a TIN. If you do not have a TIN, apply for one immediately. To apply 
for an SSN, get Form SS-5, Application for a Social Security Card, from your local 
SSA office or get this form online at www.ssa.gov. You may also get this form by 
calling 1-800-772-1213. Use Form W-7, Application for IRS Individual Taxpayer 
Identification Number, to apply for an ITIN, or Form SS-4, Application for Employer 
Identification Number, to apply for an EIN. You can apply for an EIN online by 
accessing the IRS website at www.irs.gov/businesses and clicking on Employer 
Identification Number (EIN) under Starting a Business. You can get Forms W-7 and 
SS-4 from the IRS by visiting IRS.gov or by calling 1-800-TAX-FORM 
(1-800-829-3676).


If you are asked to complete Form W-9 but do not have a TIN, apply for a TIN 
and write “Applied For” in the space for the TIN, sign and date the form, and give it 
to the requester. For interest and dividend payments, and certain payments made 
with respect to readily tradable instruments, generally you will have 60 days to get 
a TIN and give it to the requester before you are subject to backup withholding on 
payments. The 60-day rule does not apply to other types of payments. You will be 
subject to backup withholding on all such payments until you provide your TIN to 
the requester.


Note. Entering “Applied For” means that you have already applied for a TIN or that 
you intend to apply for one soon.


Caution: A disregarded U.S. entity that has a foreign owner must use the 
appropriate Form W-8.
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Part II. Certification
To establish to the withholding agent that you are a U.S. person, or resident alien, 
sign Form W-9. You may be requested to sign by the withholding agent even if 
items 1, 4, or 5 below indicate otherwise.


For a joint account, only the person whose TIN is shown in Part I should sign 
(when required). In the case of a disregarded entity, the person identified on line 1 
must sign. Exempt payees, see Exempt payee code earlier.


Signature requirements. Complete the certification as indicated in items 1 
through 5 below.


1. Interest, dividend, and barter exchange accounts opened before 1984 
and broker accounts considered active during 1983. You must give your 
correct TIN, but you do not have to sign the certification.


2. Interest, dividend, broker, and barter exchange accounts opened after 
1983 and broker accounts considered inactive during 1983. You must sign the 
certification or backup withholding will apply. If you are subject to backup 
withholding and you are merely providing your correct TIN to the requester, you 
must cross out item 2 in the certification before signing the form.


3. Real estate transactions. You must sign the certification. You may cross out 
item 2 of the certification.


4. Other payments. You must give your correct TIN, but you do not have to sign 
the certification unless you have been notified that you have previously given an 
incorrect TIN. “Other payments” include payments made in the course of the 
requester’s trade or business for rents, royalties, goods (other than bills for 
merchandise), medical and health care services (including payments to 
corporations), payments to a nonemployee for services, payments made in 
settlement of payment card and third party network transactions, payments to 
certain fishing boat crew members and fishermen, and gross proceeds paid to 
attorneys (including payments to corporations).


5. Mortgage interest paid by you, acquisition or abandonment of secured 
property, cancellation of debt, qualified tuition program payments (under 
section 529), IRA, Coverdell ESA, Archer MSA or HSA contributions or 
distributions, and pension distributions. You must give your correct TIN, but you 
do not have to sign the certification.


What Name and Number To Give the Requester
For this type of account: Give name and SSN of:


1. Individual The individual
2. Two or more individuals (joint             


account)
The actual owner of the account or, 
if combined funds, the first 
individual on the account1


3. Custodian account of a minor 
 (Uniform Gift to Minors Act)


The minor2


4. a. The usual revocable savings 
trust (grantor is also trustee) 
b. So-called trust account that is 
not a legal or valid trust under 
state law


The grantor-trustee1


The actual owner1


5. Sole proprietorship or disregarded 
entity owned by an individual


The owner3


6. Grantor trust filing under Optional 
Form 1099 Filing Method 1 (see 
Regulations section 1.671-4(b)(2)(i)
(A))


The grantor*


For this type of account: Give name and EIN of:


7. Disregarded entity not owned by an 
individual


The owner


8. A valid trust, estate, or pension trust Legal entity4


9. Corporation or LLC electing 
corporate status on Form 8832 or 
Form 2553


The corporation


10. Association, club, religious, 
charitable, educational, or other tax-
exempt organization


The organization


11. Partnership or multi-member LLC The partnership
12. A broker or registered nominee The broker or nominee


13. Account with the Department of 
Agriculture in the name of a public 
entity (such as a state or local 
government, school district, or 
prison) that receives agricultural 
program payments


The public entity


14. Grantor trust filing under the Form 
1041 Filing Method or the Optional 
Form 1099 Filing Method 2 (see 
Regulations section 1.671-4(b)(2)(i)
(B))


The trust


1
 List first and circle the name of the person whose number you furnish. If only one person on a 
joint account has an SSN, that person’s number must be furnished.


2
 Circle the minor’s name and furnish the minor’s SSN.


3
 You must show your individual name and you may also enter your business or DBA name on 
the “Business name/disregarded entity” name line. You may use either your SSN or EIN (if you 
have one), but the IRS encourages you to use your SSN.


4
 List first and circle the name of the trust, estate, or pension trust. (Do not furnish the TIN of the 
personal representative or trustee unless the legal entity itself is not designated in the account 
title.) Also see  Special rules for partnerships on page 2.


*Note. Grantor also must provide a Form W-9 to trustee of trust.


Note. If no name is circled when more than one name is listed, the number will be 
considered to be that of the first name listed.


Secure Your Tax Records from Identity Theft
Identity theft occurs when someone uses your personal information such as your 
name, SSN, or other identifying information, without your permission, to commit 
fraud or other crimes. An identity thief may use your SSN to get a job or may file a 
tax return using your SSN to receive a refund.


To reduce your risk:


• Protect your SSN,


• Ensure your employer is protecting your SSN, and


• Be careful when choosing a tax preparer.


If your tax records are affected by identity theft and you receive a notice from 
the IRS, respond right away to the name and phone number printed on the IRS 
notice or letter.


If your tax records are not currently affected by identity theft but you think you 
are at risk due to a lost or stolen purse or wallet, questionable credit card activity 
or credit report, contact the IRS Identity Theft Hotline at 1-800-908-4490 or submit 
Form 14039.


For more information, see Publication 4535, Identity Theft Prevention and Victim 
Assistance.


Victims of identity theft who are experiencing economic harm or a system 
problem, or are seeking help in resolving tax problems that have not been resolved 
through normal channels, may be eligible for Taxpayer Advocate Service (TAS) 
assistance. You can reach TAS by calling the TAS toll-free case intake line at 
1-877-777-4778 or TTY/TDD 1-800-829-4059.


Protect yourself from suspicious emails or phishing schemes.  Phishing is the 
creation and use of email and websites designed to mimic legitimate business 
emails and websites. The most common act is sending an email to a user falsely 
claiming to be an established legitimate enterprise in an attempt to scam the user 
into surrendering private information that will be used for identity theft.


The IRS does not initiate contacts with taxpayers via emails. Also, the IRS does 
not request personal detailed information through email or ask taxpayers for the 
PIN numbers, passwords, or similar secret access information for their credit card, 
bank, or other financial accounts.


If you receive an unsolicited email claiming to be from the IRS, forward this 
message to phishing@irs.gov. You may also report misuse of the IRS name, logo, 
or other IRS property to the Treasury Inspector General for Tax Administration 
(TIGTA) at 1-800-366-4484. You can forward suspicious emails to the Federal 
Trade Commission at: spam@uce.gov or contact them at www.ftc.gov/idtheft or 
1-877-IDTHEFT (1-877-438-4338).


Visit IRS.gov to learn more about identity theft and how to reduce your risk.


Privacy Act Notice
Section 6109 of the Internal Revenue Code requires you to provide your correct 
TIN to persons (including federal agencies) who are required to file information 
returns with the IRS to report interest, dividends, or certain other income paid to 
you; mortgage interest you paid; the acquisition or abandonment of secured 
property; the cancellation of debt; or contributions you made to an IRA, Archer 
MSA, or HSA. The person collecting this form uses the information on the form to 
file information returns with the IRS, reporting the above information. Routine uses 
of this information include giving it to the Department of Justice for civil and 
criminal litigation and to cities, states, the District of Columbia, and U.S. 
commonwealths and possessions for use in administering their laws. The 
information also may be disclosed to other countries under a treaty, to federal and 
state agencies to enforce civil and criminal laws, or to federal law enforcement and 
intelligence agencies to combat terrorism. You must provide your TIN whether or 
not you are required to file a tax return. Under section 3406, payers must generally 
withhold a percentage of taxable interest, dividend, and certain other payments to 
a payee who does not give a TIN to the payer. Certain penalties may also apply for 
providing false or fraudulent information.
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Seattle Police Manual

16.090 – In-Car and Body-Worn Video

[bookmark: _GoBack]Effective Date 07/28/2016 DRAFT

This policy section applies to all sworn employees who operate In-Car Video (ICV) or Body-Worn Video (BWV) systems (including Patrol, Traffic, Gang Unit, Canine, SWAT, etc.).

The Department will continually review this manual section, taking into consideration changes in best practices, technology and legal standards. Any recommended revisions will follow the policy approval process in place.

16.090-POL 1 ICV and BWV – Common (working title)

1. All Employees Operating ICV-Equipped Vehicles and BWV Cameras Must Have Completed Training

Before employees deploy with BWV or a vehicle equipped with ICV, they will complete Department training on the proper use of the equipment and procedures for uploading recorded video. This training will include:

- Camera operation

- Placement of the BWV camera or pointing of the ICV camera

- Department policy on camera usage

- Recording advisements

2. All Employees Operating ICV and/or BWV Must be in Uniform

Operation of ICV includes a portable microphone.

Exception: Field Training Officers in plainclothes need not wear a portable ICV microphone.

See also RCW 9.73.090(1)(c)

3. Employees Will Perform Pre-Shift Function Checks and Note Malfunctions

At the start of the shift, employees will perform a check of ICV/BWV, as outlined in the training, for issues with any of the following:

- Damage

- Camera mounting

- Recording functionality

- Previous uploads

- Battery charging

Any time the employee is aware of equipment malfunctions, the employee will:

- Notify a sergeant or supervisor,

- Note the malfunction on the MDC/CAD log including the screening supervisor’s name

- Notify IT staff for troubleshooting

See 16.090-TSK-1 and TSK-2

4. Employees Shall Notify Persons of Recording

Employees shall notify persons that they are being recorded as soon as practical, and the notification must be on the recording. 

Employees shall repeat the notification, if practical, for additional people that become involved in the recording.

5. Employees Will Record Police Activity

Employees will record the following police activity, even if the event is out of view of the camera:

- Response to dispatched calls, starting before the employee arrives on the call and ending consistent with paragraphs 6 and 7 below 

- Terry stops

- Traffic stops

- On-View Infractions and Criminal Activity

- Arrests and seizures

- Searches and inventories of vehicles or persons

- Transports (excluding ride-alongs and passengers for meetings)

- Vehicle Eluding/Pursuits

- Questioning suspects or witnesses (This does not include conversations with persons wishing to pass on information about general criminal activity.)

If circumstances prevent recording at the beginning of an event, the employee shall begin recording as soon as practical.

6. Once Recording Has Begun, Employees Will Not Stop Recording Until the Event Has Concluded

Employees will record the entire event unless specifically instructed otherwise by this manual section.

An event has concluded when all of the following apply:

- The employee has completed his or her part of the active investigation;

- There is little possibility that the employee will have further contact with any person involved in the event; and

- The employee is leaving the area of the event

For transports to a King County jail facility, the event concludes just before the employee enters the sally port of the facility.

For transports to medical facilities, the event concludes when the employee reaches the transport destination, and the employee is exiting the vehicle.

For transports to other locations, the event concludes when the employee reaches the transport destination, and the subject has been taken into the destination.

7. Employees Will Not Record or May Stop Recording in Certain Situations During an Event

Unless there is reasonable suspicion to believe that criminal activity is occurring or will occur, employees will not intentionally record people who are lawfully exercising their freedom of speech, press, association, assembly, religion, or the right to petition the government for redress of grievances. However, protected activity which is unintentionally captured while recording an event as otherwise required by this policy is not a violation.

Unless for a direct law enforcement purpose, such as a crime in progress, or when the recording of the location is material to a criminal investigation, employees will not record in places where a heightened expectation of privacy exists. These places include restrooms, jails, and medical facilities, including counseling or therapeutic program offices.

As safety allows, employees may stop recording for portions of events so as to not capture:

- Images of the body of a deceased person

- Death notifications

- An “intimate image” as defined in RCW 9A.86.010

- The identifiable location of a community-based domestic violence program, or emergency shelter, both as defined in RCW 70.123.020

If the employee is on a perimeter post at an extended major incident investigation, the on-scene supervisor may authorize recording to be stopped.

Where FIT has been notified, the FIT commander may authorize recordings to be stopped.

8. Employees Who Stop Recording During an Event Must Document the Reason(s) for Doing So

Employees will document the reason(s) in the GO report. If there is no GO created, the employee will verbally state the reason(s) prior to ending the recording or document the reason(s) in a CAD update.

9. Employees Will Document the Existence of Video or Reason for Lack of Video

Employees will document the existence of video in a call update and any related GO report, Street Check, Notice of Infraction, Criminal Citation, or Traffic Contact Report (TCR).

If this policy requires that an event be recorded, and there is no recording or there was a delay in recording, employees must explain in writing why it was not recorded or why the start of the recording was delayed.

Employees who are not logged to a call or event but capture video of the event will log to the call and note that the event was recorded in a call update.

10. Employees Will Enter Data for Recorded Events

Employees will assign the appropriate event type for all recordings and enter any related GO or event number(s) in the proper format. (YYYY-######)

Per Department training in the use of the video management system, employees will “flag” videos if any portion of the videos may contain images or audio of any of the following:

- Complainant/victim/witness requesting non-disclosure

- Complainant/victim/witness not requesting nondisclosure but disclosure would endanger life, physical safety, or property

- Information that if disclosed, would be highly offensive to a reasonable individual and of no legitimate interest to the public

- Medical information or treatment

- Mental Health information or treatment

- Any identifiable juveniles

- Confidential informants

11. Employees Shall Initiate Upload of Recorded Video and Deposit Equipment Before Going Out of Service

Before going out of service, employees will initiate upload of recorded video according to the training guidelines. If this is not completed before the end of shift, employees will notify a supervisor.

Each precinct will create a portable microphone collection point.  At the end of shift, employees will deposit their microphones at the collection point for recharging.

At least once during each shift, assigned personnel will take the microphones from the collection point and place them in the appropriate chargers. Each watch lieutenant will decide who will perform this task.

12. Specialized Units May Request Exceptions

The department recognizes that units may perform specific tasks during their normal duties that make using the ICV or BWV impractical. Units may request exceptions to recording with ICV and/or BWV, for those specific tasks, from the Chief of Police. Any exceptions granted are valid for a term not to exceed one year and may be renewed annually at the discretion of the Chief of Police.

Units will request the exceptions by department memorandum outlining the specific tasks and justification. The Chief of Police and affected section commanders will maintain a file of approved exceptions. Section commanders may provide copies of the exceptions to the affected personnel under their command.

13. Employees Will Turn Off the AM/FM Vehicle Radio During Recordings

If employees are operating a vehicle that does not have an AM/FM radio inhibitor installed, then when safe to do so, employees will turn off the AM/FM radio before the audio recording is set to begin.

If the radio was not turned off before the start of the recording, employees will turn off the radio as soon as feasible after the start of the recording.

The radio must remain off during the entire recording of the incident, including the transport of any person.




16.090-POL-2 ICV Specifics (working title)

1. Each Precinct Assigns ICV Microphones to Squads and Places Chargers for Equipment

Each precinct will assign ICV microphones to squads and label them accordingly. Each squad will receive at least one microphone per officer and at least one spare.  Sergeants may assign specific microphones from their allotment to individual officers.

Each precinct will position ICV microphone chargers in a way that allows employees to access their equipment.

2. Sergeants Issue Portable ICV Microphones at the Beginning of Shift

At the beginning of shift, each sergeant will issue ICV microphones to the employees coming on duty. Sergeants will only issue a microphone that shows that it is fully charged with a green indicator light and has an antenna in good repair.

If the microphone is not charging fully after 6 hours, the sergeant will create a “HEAT” ticket with the IT section by:

- Sending an email to DoIt_Help@seattle.gov 

OR

- Calling 206-386-4011 

The sergeant will remove the battery and send it to the IT section for testing under the assigned “HEAT” ticket number via Department mail.

If the antenna on the microphone is broken, the sergeant will replace it with one that is in good repair.  Each stationmaster will have a supply of replacement antennas.

3. Both Employees in Two-Officer Cars Must Log Into COBAN and Sync Their ICV Microphones

4. Employees Will Make an Effort to Position Vehicles to Capture an Event

As public and officer safety considerations permit, employees will make an effort to position the vehicle and camera to obtain useful recordings.



16.090-POL-3 BWV Specifics (working title)

1. The department issues BWV cameras to individual employees.

Each precinct will position BWV docking stations in a way that allows employees to access their equipment.

2. Employees Will Wear Only BWV Equipment Issued by the Department

Employees may not wear any personally-owned camera device for the purpose of recording enforcement activity. The Department only authorizes those camera units issued by SPD.

3. Employees Operating BWV Must Wear the Camera Properly

Employees will wear the camera in a location consistent with the training that allows the camera to record events.

4. Employees Will Ask for Consent Before Recording With BWV in Private Areas

For residences or other private areas not open to the public, employees will ask for consent to record with BWV. The request and any response will be recorded. If the request is denied, employees will stop recording with BWV during the time that they are in the private area.

Exception: This does not apply to crimes in progress or other circumstances that would allow the employee to be lawfully present without a warrant.



16.090-POL-4 Reviewing Department Video

This policy applies to all employees who review ICV and BWV recordings.

1. All ICV and BWV Recordings and Related Data are the Property of the Seattle Police Department

Department policy governs all access, review, and release of in-car and body-worn video.

2. Employees May Review Recorded Video

Employees may review their own recorded video to refresh recollection, determine the appropriate category, and similar reasons.

The Department (to include supervisors, OPA, Training, Audit, and investigatory personnel) may view in-car and body-worn video for the following purposes:

- Complaint

- Criminal investigation

- Officer-involved collision, including Collision Review Board investigations

- Vehicle pursuit investigation or review

- Force Review Board

- Public disclosure request 

- Use of force review or investigation

- Performance appraisal

- As part of the Early Intervention System (EIS)

- Training purposes, with the permission of the involved employees.

- Audit and Quality Control/Troubleshooting

3. Minor Misconduct Discovered During BWV Review Will Not Result in Discipline

If, in the course of viewing in-car or body-worn video, minor acts of misconduct unrelated to the original reason for viewing the video are discovered, they will not result in discipline or a sustained finding. However, such acts may result in a training referral or career counseling and may be included in an employee’s performance evaluation.

In the context of in-car and/or body-worn video review, minor acts of misconduct will be handled either through mediation or the named employee’s chain of command for appropriate follow up. In the context of this policy, examples of minor misconduct include but are not limited to uniform violations, rudeness, and profanity.

Exception: Profanity and slurs that disparage a protected class under city, state, or federal law are not considered minor misconduct.

4. Users Shall Note the Purpose for Viewing Video

Each vendor’s viewing application automatically logs the identity of a user who accesses a particular video, as well as the date and time of access.

Any employee viewing a video shall manually make an entry in the application, according to the training guidelines, stating the purpose for viewing the video.

5. Employees Shall Not Make Copies of Recorded Video Without Written Authorization From a Captain

16.xxx-TSK-1 Operating the In-Car and Body-Worn Video Systems

When deploying with body-worn video (BWV) or a vehicle equipped with an in-car video (ICV) system, an employee:

1. Checks the system at the beginning of shift to ensure it is functioning properly by:

- Synchronizing the ICV portable microphone of the primary and secondary employee (if applicable) with the system

- Making a test recording with sound (For ICV, while standing in view of the camera)

- Verifying the audio and video are captured

- Selecting the System Check event type

2. If the system malfunctions, troubleshoots using steps included in the initial training such as system reboot, re-synching of the portable microphone(s), and “check out” of the hard drive.

3. If the initial troubleshooting does not fix the problem, contacts the IT Section and follows their instructions.

4. If the problem is resolved, makes an entry in the MDC log of the malfunction and steps taken to resolve it.

5. If the problem is not resolved, notifies supervisor of the malfunction.  (See 16.090-TSK-2) and 

a. Moves to a vehicle with a functioning ICV system, if one is available. If not,

b. With a supervisor’s permission, uses a vehicle without a functioning ICV system and notes on the MDC/CAD log that the ICV system is not functioning and the name of the screening supervisor.

6. Records activity during the shift as specified by 16.090-POL-1.

7. Documents that an event was recorded or reason for the lack of a recording if one should have been made per policy.

8. Selects event type for the video and enters event number, as specified by 16.090-POL-1.

9. Uploads video prior to going out of service.

a. Notifies supervisor if upload not completed.

16.090-TSK-2 Supervisor Responding to a Malfunction of ICV or BWV

After receiving a report that a BWV camera or an ICV system has malfunctioned, a supervisor:

1a. Arranges for the employee to get a replacement BWV camera.

or

1b. Arranges for the affected employee(s) to switch to a vehicle with a functioning ICV system, if one is available.

a. If there are no vehicles with a functioning ICV system, approves the use of a vehicle without a functioning ICV system.

2. Flags the vehicle with the malfunctioning ICV system as “out-of-service”.

3. Requests repair of the malfunctioning system by SPD ITS.
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INSURANCE REQUIREMENTS AND TRANSMITTAL FORM 

PURCHASING SERVICES
REF: RFP-SPD-3640

City of Seattle


Attachment 

This Insurance Requirements and Transmittal Form shall serve as an attachment and/or exhibit form to the       (“Contract”), and shall be interpreted and applied together as a single contractual instrument between the City of Seattle (“City”) and       (“Vendor”).


VENDOR: SEND THIS FORM TO YOUR INSURANCE PROFESSIONAL TO COMPLETE THE GREEN BOX AND TO ENSURE COMPLIANCE WITH ALL THE COVERAGE REQUIREMENTS, TERMS AND CONDITIONS REQUIRED BY THE CITY OF SEATTLE.

INSURANCE AGENT/BROKER: 

( PLEASE COMPLETE THESE FIELDS SO THAT WE MAY CONTACT YOU IF NECESSARY.                 *REQUIRED FIELDS


*NAME:      


TITLE:      


*NAME OF COMPANY         


*EMAIL:      

*TELEPHONE:      

FAX:        

( SEND ORIGINAL CERTIFICATION WITH COPY OF CGL ADDITIONAL INSURED ENDORSEMENT OR BLANKET ADDITIONAL   INSURED POLICY WORDING and applicable endorsements that evidences the coverage required TO:

THE CITY OF SEATTLE PURCHASING SERVICES DIVISION

              ATTN: Presley Palmer

 


PO Box 94687

              SEATTLE, WA 98124-4678

1. In the “Certificate Holder” field of the certificate of insurance, write “Attention: City of Seattle.” 

2. Upon award of the Contract, Vendor shall, at its sole expense and for the entire term of the Contract, provide insurance coverage to the City of Seattle (“City”) as checked below within 15 days or the City may withdraw its intent to award:

· ( COMMERCIAL GENERAL LIABILITY (CGL) OR EQUIVALENT INCLUDING: 


( PREMISES 


( PRODUCTS-COMPLETED OPERATIONS 



( CONTRACTUAL LIABILITY  



( STOP GAP/EMPLOYER’S LIABILITY (UNLESS NO OBLIGATION TO INSURE WA STATE WC)

   XCU AND SUBSIDENCE PERILS NOT EXCLUDED

  PRODUCTS/COMPLETED OPNS. ADD’L INSURED FOR THREE (3) YEARS FOLLOWING END OF CONTRACT

· MINIMUM LIMITS OF LIABILITY SHALL BE:   


		    $1,000,000

		EACH OCCURRENCE COMBINED SINGLE LIMIT BODILY INJURY AND PROPERTY DAMAGE (CSL)



		    $2,000,000   

		PRODUCTS/COMPLETED OPERATIONS AGGREGATE



		    $2,000,000   

		GENERAL AGGREGATE



		    $1,000,000   

		EACH ACCIDENT/ DISEASE—POLICY LIMIT/ DISEASE—EACH EMPLOYEE STOP GAP/EMPLOYER’S LIABILITY 





· ( BUSINESS AUTOMOBILE LIABILITY INSURANCE FOR OWNED, NON-OWNED, LEASED AND HIRED VEHICLES AS APPROPRIATE written on a form CA 00 01 or equivalent WITH MINIMUM LIMITS OF LIABILITY OF $1,000,000 CSL.

· NOTE: GARAGE LIABILITY WITH APPROPRIATE COVERAGES AND LIMITS OF LIABILITY MAY SUBSTITUTE FOR CGL AND AUTOMOBILE INSURANCE:

·    Garage Keeper’s Legal Liability (GKLL) insurance to cover vehicles in vendor’s bailment.  Minimum limit of liability of   

  $        each vehicle and $       each occurrence.   


·         “On-Hook” GKLL coverage required with minimum limit of liability of $      each vehicle.


 IN-TRANSIT POLLUTION LIABILITY CA 99 48/MCS-90 (N/A IF COVERED UNDER AN IN-TRANSIT EXTENSION OF     A CONTRACTOR’S POLLUTION LIABILITY INSURANCE POLICY)


· (  WORKER'S COMPENSATION INSURANCE FOR WASHINGTON STATE AS REQUIRED BY TITLE 51 RCW.


  UMBRELLA/EXCESS/BUMBERSHOOT LIABILITY INSURANCE OVER CGL/MGL/AUTOMOBILE LIABILITY  

MINIMUM LIMIT OF LIABILITY SHALL BE  $      CSL ($      MINIMUM TOTAL LIMITS REQUIREMENT)


   CONTRACTOR’S POLLUTION LIABILITY INSURANCE. MINIMUM LIMITS OF LIABILITY SHALL BE  $1,000,000  $      EACH CLAIM WITH A MINIMUM AGGREGATE LIMIT OF 200% OF THE EACH CLAIM LIMIT.  THERE SHALL BE NO REQUIREMENT FOR A DEDICATED PROJECT AGGREGATE LIMIT PROVIDED THAT THE CONTRACTOR SHALL (1) SUBMIT TO THE CITY WITH ITS INSURANCE CERTIFICATION A WRITTEN STATEMENT FROM ITS AUTHORIZED INSURANCE REPRESENTATIVE THAT THE FULL MINIMUM AGGREGATE LIMIT IS AVAILABLE AND HAS NOT BEEN IMPAIRED BY ANY CLAIMS RESERVED ON ANOTHER PROJECT, AND (2) THEREAFTER, UNTIL THE COMPLETION OF THE WORK, THE CONTRACTOR SHALL PROVIDE NOTICE IN WRITING TO THE CITY WITHIN TEN (10) DAYS OF CONTRACTOR’S CONSTRUCTIVE KNOWLEDGE OF ANY PENDING OR ACTUAL IMPAIRMENT OF THE AGGREGATE LIMIT.

   AVIATION LIABILITY INSURANCE WITH MINIMUM LIMITS OF $1,000,000 CSL OR  $      CSL

   PROFESSIONAL LIABILITY INSURANCE WITH MINIMUM LIMIT OF LIABILITY $      EACH CLAIM


 
   WATERCRAFT/P&I LIABILITY INSURANCE WITH MINIMUM LIMITS OF LIABILITY $     

   SHIP REPAIRER’S OR MARINA OPERATOR’S LEGAL LIABILITY INSURANCE COVERING THE VENDOR’S LIABILITY FOR LOSS OR DAMAGE, INCLUDING LOSS OF USE, TO OWNERS OF WATERCRAFT WHILE IN THE VENDOR’S CARE, CUSTODY AND CONTROL FOR THE PURPOSE OF BEING REPAIRED OR SERVICED.  


MINIMUM LIMITS OF LIABILITY SHALL BE $      EACH VESSEL

  TOWER’S LEGAL LIABILITY INSURANCE 
Any tower hired by the Vendor or any subcontractor shall carry for any tow of the vessel within    …….. Such insurance limits shall be for not less than the portion of the Total Contract Price allocable to such vessel (and in no event less than the replacement cost for such vessel), to cover loss, damage and/or expense to the City of Seattle arising out of such towage.

   JONES ACT LIABILITY WITH MINIMUM LIMITS   $1,000,000 OR $     .

   U.S.L. & H. LIABILITY INSURANCE WITH MINIMUM LIMITS OF LIABILITY $     

 FORMCHECKBOX 
   Crime Fidelity, Theft, Disappearance & Destruction Liability (to include Employee THEFT, wire transfer, forgery & mail coverage, and client coverage): WITH MINIMUM LIMIT $

 FORMCHECKBOX 
   Network Security Liability and Privacy Liability, including TECHNOLOGY AND INTERNET ERRORS & OMISSION / Professional Liability Insurance with a per occurance and aggregate limit of liability not less than $2,000,000 Million Dollars ($2,000,000).  Such insurance shall cover any and all errors, omissions or negligent acts in the delivery or performance of products, services and/or licensed programs under this agreement. Such insurance shall include coverage for claims and losses with respect to network risks (such as data breaches, unauthorized access/use, identity theft, invasion of privacy, damage/loss/theft of or to data, degradation, downtime, etc.), Security and Privacy Liability, Media Liability, and intellectual property infringement, such as copyrights, trademarks, service marks and trade dress.  Insurance will provide coverage against claims that arise from the disclosure of private information from files including but not limited to: 1) intentional, fraudulent or criminal acts of the Vendor, its agent or employees, and 2) Breach of the City’s private data, whether electronic or otherwise.  The policy’s retroactive coverage date shall be no later than the effective date of this agreement. Suppler/Vendor shall continuously maintain such insurance or purchase an extended reporting period providing that claims first made and reported to the insurance company within three (3) years after termination of the agreement will be deemed to have been made during the policy period.

TERMS AND CONDITIONS:

1. City of Seattle as Additional Insured: The CGL insurance shall include “the City of Seattle” as an additional insured for primary and non-contributory limits of liability.


2. No Limitation of Liability: Insurance coverage and limits of liability as specified herein are minimum coverage and limit of liability requirements only; they shall not be construed to limit the liability of Vendor or any insurer for any claim that is required to be covered hereunder to less than the applicable limits of liability stated in the declarations. Moreover, the City shall be an additional insured, where additional insured status is required, for the full available limits of liability maintained by vendor, whether those limits are primary, excess, contingent or otherwise. Vendor expressly understands and agrees that this provision shall override any limitation of liability or similar provision in any agreement or statement of work between the City and Vendor.

3. Required Separation of Insured Provision; Cross-Liability Exclusion and other Endorsements Prohibited: Vendor’s insurance policy shall include a “separation of insureds” or “severability” clause that applies coverage separately to each insured and additional insured, except with respect to the limits of the insurer’s liability. Vendor’s insurance policy shall not contain any provision, exclusion or endorsement that limits, bars, or effectively precludes the City of Seattle from coverage or asserting a claim under the Vendor’s insurance policy on the basis that the coverage or claim is brought by an insured or additional insured against an insured or additional insured under the policy. Vendor’s CGL policy shall NOT include any of the following Endorsements (or their equivalent endorsement or exclusions): (a) Contractual Liability Limitation, (CGL Form 21 39 or equivalent), b) Amendment Of Insured Contract Definition, (CGL Form 24 26 or equivalent),  (c) Limitation of Coverage to Designated Premises or Project, (CGL Form 21 44 or equivalent), (d) any endorsement modifying or deleting the exception to the Employer’s Liability exclusion, (e) any “Insured vs. Insured” or “cross-liability” exclusion, and (f) any type of punitive, exemplary or multiplied damages exclusion. Vendor’s failure to comply with any of the requisite insurance provisions shall be a material breach of, and grounds for, the immediate termination of the Contract with the City of Seattle; or if applicable, and at the discretion of the City of Seattle, shall serve as grounds for the City to procure or renew insurance coverage with any related costs of premiums to be repaid by Vendor or reduced and/or offset against the Contract. 

4. Claims Made Form: If any policy is written on a claims made form, the retroactive date shall be prior to or coincident with the effective date of this contract. Claims made coverage shall be maintained by the Vendor for a minimum of three (3) years following the expiration or earlier termination of this contract, and the Vendor shall provide the City with evidence of insurance for each annual renewal. If renewal of the claims made form of coverage becomes unavailable or economically prohibitive, the Vendor shall purchase an extended reporting period (“tail”) or execute another form of guarantee acceptable to the City to assure financial responsibility for liability assumed under the contract.


5. Deductibles and Self-Insured Retentions:  Any self-insurance retention or deductible in excess of $ 25,000 that is not “fronted” by an insurer and for which claims the vendor or its third-party administrator is directly responsible for defending and indemnifying must be disclosed on the certificate of liability insurance. Vendor agrees to defend and indemnify the City under its self-insured or deductible layer and upon City’s request advise the full delivery address of the individual or department to whom a tender of a claim should be directed.   


6. Notice of Cancellation:   Under RCW 48.18.290 (“Cancellation by insurer”) applicable to insurers licensed to do business in the State of Washington, the City, as a certificate holder for the insurance requirements specified herein and an additional insured, has an interest in any loss which may occur; written notice of cancellation must therefore be actually delivered or mailed to the City not less than 45 days prior to cancellation (10 days as respects non-payment of premium). As respects surplus lines placements, written notice of cancellation shall be delivered not less than 30 days prior to cancellation (10 days as respects non-payment of premium).


7. Qualification of Insurers:  Insurers shall maintain A.M. Best’s ratings of A- VII unless procured as a surplus lines placement under RCW chapter 48.15, or as may otherwise be approved by the City.


8. Changes in Insurance Requirements: The City shall have the right to periodically review the adequacy of coverages and/or limits of liability in view of inflation and/or a change in loss exposures and shall have the right to require an increase in such coverages and/or limits upon ninety (90) days prior written notice to the Vendor. Should Vendor, despite its best efforts, be unable to maintain any required insurance coverage or limit of liability due to deteriorating insurance market conditions, it may upon thirty (30) days prior written notice request a waiver of any insurance requirement, which request shall not be unreasonably denied.


9. Evidence of Insurance:  Vendor must provide the following evidence of insurance:

a. A certificate of liability insurance evidencing coverages, limits of liability and other terms and conditions as specified herein;


b. An attached City of Seattle designated additional insured endorsement or blanket additional insured wording to the CGL (and if required Contractor’s Pollution Liability insurance policy).


c. A copy of all other amendatory policy endorsements or exclusions of Vendor’s insurance CGL policy that evidences the coverage required.

At any time upon the City’s request, Vendor shall also cause to be timely furnished a copy of declarations pages and schedules of forms and endorsements. In the event that the City tenders a claim or lawsuit for defense and indemnity invoking additional insured status, and the insurer either denies the tender or issues a reservation of rights letter, Vendor shall also cause a complete and certified copy of the requested policy to be timely furnished to the City.

Send evidence of insurance to the City at the addresses at the top of this form. 

For questions or issues about insurance, contact the City of Seattle Risk Management at (206) 615-1507 or by email at Sheila.Barker@seattle.gov 

NOTE: CERTIFICATES WITHOUT ATTACHED ADDITIONAL INSURED ENDORSEMENT OR BLANKET ADDITIONAL INSURED COVERAGE FOR THE CITY OF SEATTLE WILL NOT BE APPROVED![image: image1][image: image2][image: image3][image: image4][image: image5][image: image6]
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STANDARD 
NON-DISCLOSURE AGREEMENT and ACKNOWLEDGEMENT OF OBLIGATIONS UNDER 


WASHINGTON PUBLIC DISCLOSURE ACT 
 
 
 
THIS NON-DISCLOSURE AGREEMENT AND ACKNOWLEDGEMENT OF OBLIGATIONS UNDER 
WASHINGTON PUBLIC DISCLOSURE ACT (the “Agreement”) is between ________________________ 
(the “Vendor”) and The City of Seattle through its Information Technology Department, (the “City”).  The 
Vendor and the City may be referred to individually as a “Party” or collectively as “the Parties” herein. 
 
 
RECITALS 
 
A. In connection with the evaluation or pursuit of certain mutually beneficial business opportunities, 


the Vendor may disclose valuable proprietary information to the City relating to the Vendor’s 
respective operations and businesses. 
 


B. Additionally, the City may provide information to the Vendor that includes security information or 
other protected information that the City discloses to the Vendor for its sole use in connection with 
services or products to be provided to the City.  


 
C. The Vendor and the City would like to protect the confidentiality of, maintain their respective rights 


in, and prevent the unauthorized use and disclosure of certain information.  Both parties also 
recognize that records used or retained by the City are public records under the Washington 
Public Records Act, RCW 42.56, and must be promptly disclosed upon request unless statutorily 
exempted from disclosure. 


 
With reference to the above purposes, the Vendor and the City agree as follows: 


 
 
AGREEMENT 
 
 
1. Confidential Information.  As used in this Agreement, “Confidential Information” means all 


information of either Party that is not generally known to the public, whether of a technical, 
business or other nature (including, without limitation, trade secrets, information regarding the 
infrastructure and security of computer and telecommunications networks, personal information, 
know-how and information relating to the technology, customers, business plans, promotional and 
marketing activities, finances and other business affairs of a Party), that (i) is disclosed by one 
Party (the “Disclosing Party”) to the other Party (the “Receiving Party”), and (ii) if in tangible form, 
is marked or identified within five (5) business days following disclosure as confidential or, if oral, 
is identified as confidential in writing within five (5) business days following disclosure.  


 
2. Use of Confidential Information. The Receiving Party, except as expressly provided in this 


Agreement, will not disclose the Disclosing Party’s Confidential Information to anyone without the 
Disclosing Party’s prior written consent.  The Receiving Party will not use, or permit others to use, 
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Confidential Information for any purpose other than evaluating and implementing a business 
opportunity between the Parties.  The Receiving Party will take all reasonable measures to avoid 
disclosure, dissemination or unauthorized use of Confidential Information, including, at a 
minimum, those measures it takes to protect its own confidential information of a similar nature. 


 
3. Exceptions. The provisions of Section 2 will not apply to any information that (i) is or becomes 


publicly available without breach of this Agreement; (ii) can be shown by documentation to have 
been known to the Receiving Party at the time of its receipt from the Disclosing Party; (iii) is 
rightfully received from a third Party who did not acquire or disclose such information by a 
wrongful act; (iv) can be shown by documentation to have been independently developed by the 
Receiving Party without reference to any Confidential Information; or (v) is contained in records 
released by the City in response to a public disclosure request and in a manner that is consistent 
with Paragraph 5 of this Agreement.  


 
4. Receiving Party Personnel. The Receiving Party will restrict the possession, knowledge, 


development and use of Confidential Information to its employees, agents, subcontractors and 
entities controlled by it (collectively, “Personnel”) who have a need to know Confidential 
Information in connection with the purposes set forth in Section 2. The Receiving Party’s 
Personnel will have access only to the Confidential Information they need for such purposes. The 
Receiving Party will ensure that its Personnel comply with this Agreement. 


 
5. Disclosures Required by Law.  The Vendor acknowledges that any records (including but not 


limited to proposal submittals, this Agreement, and any other agreements or contract materials) 
submitted to the City become public records under Washington State law (see Washington Public 
Records Act, RCW 42.56).  Public records must be promptly disclosed upon request unless a 
statute exempts disclosure.  Exemptions to public records disclosure include but may not be 
limited to those discussed in RCW 42.56.230 (certain personal information), RCW 42.56.330 
(Public utilities and transportation), RCW 42.56.420 (Security), and RCW 42.56.270 (Financial, 
commercial, and proprietary information).  Public-disclosure exemptions are narrow and specific. 
Vendor should advise the City of information they believe legitimately fits within a public-
disclosure exemption.  The City’s obligation to protect Vendor’s Confidential Information under 
this Agreement does not include an obligation to assert an exemption from disclosure under the 
Washington State Public Records Act. 
 
If the City receives a public disclosure request for records that the Vendor has identified as 
“Confidential Information,” the City will make best efforts to notify the Vendor of the request and 
will postpone disclosure for twenty (20) working days from the date of receipt of the public 
disclosure request to allow the Vendor to file a lawsuit to enjoin disclosure by obtaining an 
injunction and to serve the City with that injunction. If the Vendor does not obtain an injunction 
prohibiting disclosure and serve that injunction upon the City, the City may disclose the requested 
records (or any part of records not subject to the injunction).  The City will disclose only such 
Confidential Information as is, in the City's sole discretion, required by the public disclosure 
request.  The Vendor acknowledges that the City will have no obligation or liability to the Vendor if 
the records are disclosed pursuant to this Paragraph. 
 


6. Ownership of Confidential Information. All Confidential Information will remain the exclusive 
property of the Disclosing Party, and the Receiving Party will have no rights, by license or 
otherwise, to use the Confidential Information except as expressly provided herein or in any 
subsequent contract. No patent, copyright, trademark or other proprietary right is licensed, 
granted or otherwise conveyed by this Agreement with respect to Confidential or other 
information.  No warranties of any kind are given by either party with respect to the information 
provided to the other. 


 
7. Independent Development. Each Party acknowledges that the other Party may currently or in the 


future be developing information internally, or receiving information from other parties, that is 
similar to the Confidential Information exchanged by the Parties.  Accordingly, nothing in this 



http://apps.leg.wa.gov/RCW/default.aspx?cite=42.56

http://apps.leg.wa.gov/RCW/default.aspx?cite=42.56.330

http://apps.leg.wa.gov/RCW/default.aspx?cite=42.56.420

http://apps.leg.wa.gov/RCW/default.aspx?cite=42.56.270
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Agreement will prevent either Party from developing, or having developed for it, products, 
concepts, systems or techniques that are similar to or compete with the products, concepts, 
systems or techniques contemplated by or embodied in the Confidential Information, so long as 
the Receiving Party does not violate any of its obligations under this Agreement in connection 
with such development. 


 
8. Injunctive Relief. Each Party acknowledges that disclosure or use of Confidential Information in 


violation of this Agreement could cause irreparable harm to the Disclosing Party for which 
monetary damages may be difficult to ascertain or be an inadequate remedy.  Therefore, each 
Party will have the right, in addition to its other rights and remedies, to seek and obtain injunctive 
relief for any violation of this Agreement. 


 
9. Limited Relationship. This Agreement will not create a joint venture, partnership, agency 


relationship, or other formal business relationship or entity of any kind between the Parties, nor 
will it create an obligation to enter into a contract or form any relationship or entity. Each Party will 
act as an independent contractor, and neither Party will have the authority to bind the other. 


 
10. Entire Agreement; Amendment. This Agreement constitutes the entire agreement between the 


Parties relating to the matters discussed herein and may be amended or modified only with the 
mutual written consent of the Parties. 


 
11. Scope; Termination. Once this Agreement is signed by an authorized representative of both 


Parties, it is intended to cover Confidential Information disclosed by each Party both before and 
after the date of final signature below.  This Agreement will automatically terminate at the end of 
one year after the date of the final signature set forth below or upon the completion or termination 
of the Parties’ evaluation or pursuit of the business opportunities described in Recital A, 
whichever is earlier, provided, however, that each Party’s obligations with respect to the other 
Party’s Confidential Information will survive completion or termination of the dealings between the 
parties for a period of six (6) years after the date of termination. 


 
12. Non-waiver. Any failure by either Party to enforce the other Party’s strict performance of any 


provision of this Agreement will not constitute a waiver of its right to subsequently enforce such 
provision or any other provision of this Agreement. 


 
13. Governing Law; Jurisdiction; Severability. This Agreement will be governed by the laws of the 


State of Washington Jurisdiction over any action arising out of or related to this Agreement shall 
be in Superior Court for King County, and each Party consents to the jurisdiction and venue as 
provided under this Section 13.  If a provision of this Agreement is held invalid under any 
applicable law, such invalidity will not affect any other provision of this Agreement that can be 
given effect without the invalid provision.  Further, all terms and conditions of this Agreement will 
be deemed enforceable to the fullest extent permissible under applicable law, and when 
necessary, the court is requested to reform any and all terms or conditions to give them such 
effect. 
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IN WITNESS WHEREOF, in consideration of the terms, conditions and covenants contained herein, the 
parties have executed this Agreement by having they representatives affix their signatures below. 
 
 
 
Firm’s Name:  _________________________________________________________________ 
 
Firm’s Address:  ________________________________________________________________ 
 
  _________________________________________________________________ 
 
  _________________________________________________________________ 
 
 
By: _________________________________ __________________________ 
 (Signature)      (Date) 
 
 _________________________________ __________________________ 


(Print Name)      (Print Title) 
 


_________________________________ __________________________ 
(Email Address)      (Phone Number) 
 


 
 
City of Seattle Information Technology Department  
PO Box 94709 
Seattle, WA  98124-4709 
206-684-0600 
 
 
By:  __________________________________ Date: _____________________ 


Michael Mattmiller, Chief Technology Officer 
 
 
City Project Manager:  _____________________________________________________ 
 
Email: __________________________________________________________________ 
 
Phone:__________________________________________________________________ 
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City's Expectations.docx
City Expectations for Body Worn Video Solutions

This document is intended to provide the Vendor with information regarding the City’s expectations for the Vendor’s proposed solution.  This is not form that must be filled out and turned in with the proposal.



1. Particular System Requirements

All particular system requirements are noted in the minimum technical requirements outlined in Section 6 of the RFP.



2. Desirable Functions

There are no specific functional requirements for this system, since the RFP is utilizing an objectives-based approach. Please see Section 4 of the RFP for a list of the objectives.



3. Training Requirements

Training will be needed for all system stakeholders. The vendor is expected to provide:

A. Training documentation.

B. Training curriculum for:

a. Body-worn cameras.

b. Camera and user management software.

c. Video management system.

C. A trainer for each stakeholder group. The trainer may be accompanied and supported by SPD staff.

D. Training through all implementation phases.

E. Occasional on-going training and documentation for the video management system component after substantial software upgrades.

F. Support for SPD trainers after new firmware/software updates that effect officers.

Training staff may have other vendor implementation roles, but have experience with training at least one other implementation site. The trainer will be expected to be on-site for the duration of the implementation phase.

Vendors should specify the costs of training in their proposals.



4. Technical Requirements

[bookmark: _Ref527947082]There are no specific technical requirements for this system, since the RFP is utilizing an objectives-based approach. Please see Section 4 of the RFP for a list of the objectives and Section 6 for a list of minimum requirements. 



5. Acceptance Test Plan

Testing by the vendor may be completed by the City and/or the vendor. Deliverables will include:

1. Development of re-usable test scripts.

2. System integration testing. 

3. Regression/load testing.

4. User acceptance testing.

5. Production simulation testing.

[bookmark: _Toc524485028][bookmark: _Toc524754215]

The acceptance test period will begin when the vendor first performs all tests in their test environments in accordance with the City’s test plan and successfully completes the tests.  The system will then be delivered to the City accompanied with written documentation of the test results.  The City will first review the written results.  If the test results demonstrated that the proposed system is fully functional and ready for cutover, the City will perform its own tests in the City test and production environments to verify all the test results.  If major defects or numerous minor defects are found during the acceptance testing, the tests shall be terminated and the Vendor shall resolve the outstanding issues.  Once all issues have been addressed, the vendor will recommence the acceptance test process from the beginning.



6. Reliability Test Period

After the successful completion of the acceptance test period, there shall be a thirty (30) day reliability test period during which the newly installed system will be in production with the limited deployment of 15 - 20 officers and its performance monitored.  During this period, the system must perform fully without degradation of any kind in order for the acceptance test to be satisfied.  If any major defects or numerous minor defects are discovered, the reliability test period shall be terminated and the vendor shall resolve any and all issues. Once all issues have been addressed, the vendor will recommence the acceptance test process from the beginning



7. [bookmark: _Toc524485029][bookmark: _Toc524754216]Final Acceptance

At the end of the successful completion of the reliability test period, the City shall issue the final acceptance certificate. This certificate is spate and apart from any performance metrics outlined in the contract that must be met during the reliability test period.



8. [bookmark: _Toc524754220][bookmark: _Toc526492430][bookmark: _Toc528557486][bookmark: _Toc529153546][bookmark: _Toc32796664]System and User Documentation

The vendor should identify its approach to developing a complete and comprehensive set of user and system documentation that reflects all components of the system, including enhancements and interfaces.  The vendor should provide “As built” documentation specific to the components and configuration proposed, including specific system installation settings, installation logs, application settings, initialization files, etc., for every computer installed as part of the system. The documentation should be functional at initial implementation and shall be maintained by the vendor throughout the life of the contract.   The documentation shall be provided to the City in a printable, electronic format.  

The City should have the ability to print the documents from the electronic document source files, and/or directly from the vendor’s system.  Vendors shall provide the documentation in this format, or have the ability to convert the documentation to a printable format.



9. Installation

The vendor is asked to submit an installation plan in their RFP response for their proposal including:

· Hard ware and infrastructure requirements, noting where City resources and equipment are required.

· Installed hardware and hardware documentation

· Testing results and a hardware installation verification report verifying that the hardware meets hardware/infrastructure requirements.  

· Where they require City technical staff to implement their solution. 

The City will provide the staff as part of the agreed upon scope of work in the final contract. 



10. Project Management

Vendor shall provide project management for installing and configuring the software, working with the City’s assigned Project Manager and team.  Deliverables include a regularly updated Project Plan including tasks, dependencies and timelines for both Vendor and City resources.



11. Project Schedule

The vendor is asked to prepare a project schedule in their RFP response for development and implementation of the system. The project schedule should align with the key project milestones shown below.



		Task Name

		Duration

		Start

		Finish



		Future Business Process Development Complete

		1 day

		Fri 12/9/16

		Fri 12/9/16



		Train Initial Deployment

		10 days

		Mon 12/12/16

		Fri 12/23/16



		Initial Limited Deployment (15 – 20 Bike Patrol Officers)

		1 day

		Mon 12/26/16

		Mon 12/26/16



		Vendor Objectives Review

		1 day

		Mon 2/13/17

		Mon 2/13/17



		East, Southwest, South Precinct Deployment

		38 days

		Mon 2/20/17

		Wed 4/12/17



		North, and West Deployment

		38 days

		Mon 4/17/17

		Wed 6/7/17



		Specialty Unit Deployment

		38 days

		Mon 6/12/17

		Wed 8/2/17



		Project End

		1 day

		Thu 9/14/17

		Thu 9/14/17











12. Testing Activities

Testing may be completed by the City and/or the Vendor.  Deliverables will include development of re-usable test scripts (in alignment with requirements, design specifications, and preset acceptance testing criteria), system integration testing, regression/load testing, user acceptance testing, and production simulation testing. Deliverables include Test Plans, Test Scripts with preset acceptance testing criteria, Test Results and a Defect Tracking Log.



13. Knowledge Transfer



The Vendor shall plan and conduct knowledge transfer to the technical staff during the software installation and configuration to ensure that the City has adequate skills to maintain and operate the system after the installation.  Deliverables at the end the software installation include a Skills Transfer Plan and Verification of Skills Transferred.  In addition, Technical and End User Training during system implementation may be completed by the the Vendor.   Deliverables include Software Help and materials included with Software, as well as other training materials and courses for the project team, technical staff and end users.  



14. Software Maintenance

The Vendor shall provide annual maintenance support for software upgrades as defined in the software maintenance agreement.  Vendor shall submit a maintenance and support plan in their response.  Vendor shall provide at least the following:



1. Vendor shall provide a replacement copy or correction service at no additional cost to City for any error, malfunction, or defect in Software that, when used as delivered, fails to perform in accordance with the Specifications and that the City shall bring to the Vendor’s attention.  Vendor shall undertake such correction service as set forth below and shall use its best efforts to make corrections in a manner that is mutually beneficial.  Vendor shall disclose all known defects and their detours or workarounds to the City.



2. Help Desk Services.  A Service Level Agreement will be required for help-desk services. Vendor shall provide Help Desk Services for reporting errors and malfunctions and trouble shooting problems.  Vendor’s Help Desk Services shall be (web-based and/or by toll-free telephone lines and/or via e-mail).  Vendor’s Help Desk Services shall include but  not limited to the following services:

a. Assistance related to questions on the use of the Software;

b. Assistance in identifying and determining the causes of suspected errors of malfunctions in the Software;

c. Advice on detours or workarounds for identified errors or malfunctions, where reasonably available;

d. Information on errors previously identified by City and reported to Vendor and detours to these where available; and

e. Advice on completion and authorization for submission of the required form(s) reporting identified problems in the Software to the Vendor.



3. Error and Malfunction Service.  Within two (2) business Days of receiving oral or written notification by City of identified errors or malfunctions in the Software, Vendor will either:

a. Provide City with detour or code correction to the Software error or malfunctions.  Each detour or code correction will be made available in the form of either a written correction notice or machine-readable media and will be accompanied by a level of documentation adequate to inform City of the problem resolved and any significant operational differences resulting from the correction that is known by Vendor, or

b. Provide City with a written response describing Vendor’s then-existing diagnosis of the error or malfunction and generally outlining Vendor’s then-existing plan and timetable, subject to City’s approval, for correcting or working around the error or malfunction.



4. On-line Support.  Vendor may execute on-line diagnostics from a remote Vendor location solely to assist in the identification and isolation of suspected Software errors or malfunctions.



5. On-Call Support.  If a problem occurs that significantly impacts City’s usage of the Software and remains unidentified or unresolved after City has used the detour or code correction prescribed by Vendor, Vendor will dispatch a qualified representative to the system location during Business Days and Hours.  The representative must arrive within one hour to continue with critical services.  This representative shall have the qualifications necessary to provide:

a. Advice and assistance in diagnosis and identification of Software errors or malfunctions

b. On-site consultation or correction or detour of identified errors or malfunctions.





6. When Vendor performs Services pursuant to this Contract that require the use of City’s equipment, City agrees to make the equipment available at reasonable times and in reasonable time increments, and in no event will City charge Vendor for such use.



7. Maintenance Release Services.  Vendor will provide error corrections and maintenance releases to the Software that have been developed by Vendor at no additional cost to City.  Such releases shall be licensed to City pursuant to the terms and conditions of this Contract.  Each maintenance release will consistent of a set of programs and files made available in the form of machine-readable media and will be accompanied by a level of documentation adequate to inform City of the problems resolved including any significant differences resulting from the release that are known by Vendor.  Vendor agrees that each maintenance release of Software will be compatible with the then-current unaltered release of Software applicable to the computer system.
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